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OK2Y! IT'M GoInNg
To RWACK THE
DATaB2SE !

YEARAK'"

Movies and TV shows always make hacking look exciting with furious typing and meaningless
ones and zeros flying across the screen. They make hacking look like something that you have to
be super smart to learn. They make hacking look like magic.

It’s not magic. It’s based on computers, and everything computers do have logical
principles behind them which can be learned and understood. Even when you don’t
understand or when the computer does something frustrating or mysterious, there is always,
always, always a reason why.

And it’s not hard to learn. This book assumes you know nothing about cryptography or
programming, and helps you learn, step by step, how to write programs that can hack encrypted
messages. Good luck and have fun!



100% of the profits from this book are donated
to the Electronic Frontier Foundation, the Creative Commons, and the Tor Project.



Dedicated to Aaron Swartz, 1986 — 2013

“Aaron was part of an army of citizens that believes democracy
only works when the citizenry are informed, when we know about
our rights—and our obligations. An army that believes we must
make justice and knowledge available to all—not just the well born
or those that have grabbed the reins of power—so that we may
govern ourselves more wisely.

When | see our army, | see Aaron Swartz and my heart is broken.
We have truly lost one of our better angels.”

-C.M.



ABOUT THIS BOOK

There are many books that teach beginners how to write secret messages using ciphers. There are
a couple books that teach beginners how to hack ciphers. As far as | can tell, there are no books to
teach beginners how to write programs to hack ciphers. This book fills that gap.

This book is for complete beginners who do not know anything about encryption, hacking, or
cryptography. The ciphers in this book (except for the RSA cipher in the last chapter) are all
centuries old, and modern computers now have the computational power to hack their encrypted
messages. No modern organization or individuals use these ciphers anymore. As such, there’s no
reasonable context in which you could get into legal trouble for the information in this book.

This book is for complete beginners who have never programmed before. This book teaches basic
programming concepts with the Python programming language. Python is the best language for
beginners to learn programming: it is simple and readable yet also a powerful programming
language used by professional software developers. The Python software can be downloaded for

There are two definitions of “hacker”. A hacker is a person who studies a system (such as the
rules of a cipher or a piece of software) to understand it so well that they are not limited by the
original rules of that system and can creatively modify it to work in new ways. “Hacker” is also
used to mean criminals who break into computer systems, violate people’s privacy, and cause
damage. This book uses “hacker” in the first sense. Hackers are cool. Criminals are just people
who think they’re being clever by breaking stuff. Personally, my day job as a software
developer pays me way more for less work than writing a virus or doing an Internet scam would.

On a side note, don’t use any of the encryption programs in this book for your actual files.
They’re fun to play with but they don’t provide true security. And in general, you shouldn’t trust
the ciphers that you yourself make. As legendary cryptographer Bruce Schneier put it, “Anyone,
from the most clueless amateur to the best cryptographer, can create an algorithm that he himself
can’t break. It’s not even hard. What is hard is creating an algorithm that no one else can break,
even after years of analysis. And the only way to prove that is to subject the algorithm to years of
analysis by the best cryptographers around.”

This book is released under a Creative Commons license and is free to copy and distribute (as
long as you don’t charge money for it). The book can be downloaded for free from its website at

feel free to email me at al@inventwithpython.com.
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CHaPTER 1

MAKING PAPER
CRYPTOGRAPHY TOOLS
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Topics Covered In This Chapter:

What is cryptography?

Codes and ciphers

The Caesar cipher

Cipher wheels

St. Cyr slides

Doing cryptography with paper and pencil
“Double strength” encryption

“I couldn’t help but overhear, probably because |
was eavesdropping.”

Anonymous
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What is Cryptography?

Look at the following two pieces of text:

“Zsijwxyfsi nigjsjxx gjyyjw. Ny nx jnymjw ktqqd tw “Flwyt tsytbbnz jgtw yjxndwri iyn fqq knqrgt xj mh
bnxitr; ny nx anwyzj ns bjfqym fsi anhj ns utajwyd. ndyn jxwgswhj. Dyi jjkxxx sg ttwt gdhz js jwsn;

Ns ymj bnsyjw tk tzw qnkj, bj hfs jsotd ns ujfhj ymj whnjyiyb aijnn snagdqt nnjwww, xstsxsu jdnxzz xkw
kwznyx bmnhm ns nyx xuwnsl tzw nsizxywd ugfsyji. znfs uwwh xni xjzw jzwyjy jwnmns mnyfjx. Stjj wwzj
Htzwynjwx tk Iqtwd, bwnyjwx tw bfwwntwx, xqzrgjw ti fnu, gt uyko qqsbay jmwskj. Sxitwru nwngn

nx ujwrnyyji dtz, gzy tsqd zuts qfzwjgx.” nxfzfbl yy hnwydsj mhnxytb myysyt.”

The text on the left side is a secret message. The message has been encrypted, or turned into a

secret code. It will be completely unreadable to anyone who doesn’t know how to decrypt it
(that is, turn it back into the plain English message.) This book will teach you how to encrypt and
decrypt messages.

The message on the right is just random gibberish with no hidden meaning whatsoever.
Encrypting your written messages is one way to keep them secret from other people, even if they
get their hands on the encrypted message itself. It will look exactly like random nonsense.

Cryptography is the science of using secret codes. A cryptographer is someone who uses and
studies secret codes. This book will teach you what you need to know to become a cryptographer.

Of course, these secret messages don’t always stay secret. A cryptanalyst is someone who can
hack secret codes and read other people’s encrypted messages. Cryptanalysts are also called code
breakers or hackers. This book will also teach you what you need to know to become a

cryptanalyst. Unfortunately the type of hacking you learn in this book isn’t dangerous enough to
get you in trouble with the law. (I mean, fortunately.)

Spies, soldiers, hackers, pirates, royalty, merchants, tyrants, political activists, Internet shoppers,
and anyone who has ever needed to share secrets with trusted friends have relied on cryptography
to make sure their secrets stay secret.

Codes vs. Ciphers

The development of the electric telegraph in the early 19" century allowed for near-instant
communication through wires across continents. This was much faster than sending a horseback
rider carrying a bag of letters. However, the telegraph couldn’t directly send written letters drawn
on paper. Instead it could send electric pulses. A short pulse is called a “dot” and a long pulse is
called a “dash”.

Email questions to the author: al@inventwithpython.com
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Figure 1-1. Samuel Morse Figure 1-2. Alfred Vail
April 27,1791 — April 2, 1872 September 25, 1807 — January 18, 1859

In order to convert these dots and dashes to A 0= T =

English letters of the alphabet, an encoding B —eooe U oe=—

system (or code) is needed to translate from C —o—oe V eee—

English to electric pulse code (called D =—ee Woe——

encoding) and at the other end translate E : oo $ : : .___

electric pulses to English (called decoding). G == 7 em—e

The code to do this over telegraphs (and later, H eeoeoe

radio) was called Morse Code, and was | oo

developed by Samuel Morse and Alfred Vail. ] e —— 1 om—m——

By tapping out dots and dashes with a one- K =—e— 2 00— ——

button telegraph, a telegraph operator could L e=—eo 3 eee——

communicate an English message to someone M = 4 eeee—

on the other side of the world almost instantly! g : '_ _ 2 '_.:...'.

(If you’d like to learn Morse code, visit P e——e 7 ——eee

http://invpy.com/morse.) Q ——e— 8 mmmm—oe
R @ = 0 0 o — @
S o000 0 —— — ——

Figure 1-3. International Morse Code, with
characters represented as dots and dashes.

Codes are made to be understandable and publicly available. Anyone should be able to look
up what a code’s symbols mean to decode an encoded message.

Making a Paper Cipher Wheel

Before we learn how to program computers to do encryption and decryption for us, let’s learn
how to do it ourselves with simple paper tools. It is easy to turn the understandable English text
(which is called the plaintext) into the gibberish text that hides a secret code (called the
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ciphertext). A cipher is a set of rules for converting between plaintext and ciphertext. These
rules often use a secret key. We will learn several different ciphers in this book.

Let’s learn a cipher called the Caesar cipher. This cipher was used by Julius Caesar two thousand
years ago. The good news is that it is simple and easy to learn. The bad news is that because it is
so simple, it is also easy for a cryptanalyst to break it. But we can use it as a simple learning
exercise. More information about the Caesar cipher is given on Wikipedia:

To convert plaintext to ciphertext using the Caesar cipher, we will create something called a
cipher wheel (also called a cipher disk). You can either photocopy the cipher wheel that

circles and lay them on top of each other like in Figure 1-8.

Email questions to the author: al@inventwithpython.com
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Figure 1-4. The inner circle of the cipher wheel cutout.
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Figure 1-5. The outer circle of the cipher wheel cutout.

Don’t cut out the page from this book!

Email questions to the author: al@inventwithpython.com
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Figure 1-6. Cutting out Figure 1-7. The cut-out circles. Figure 1-8. The
the cipher wheel completed cipher
circles. wheel.

After you cut out the circles, place the smaller one in the middle of the larger one. Put a pin or
brad through the center of both circles so you can spin them around in place. You now have a tool
for creating secret messages with the Caesar cipher.

A Virtual Cipher Wheel

There is also a virtual cipher wheel online if you
don’t have scissors and a photocopier handy.
Open a web browser to

version of the cipher wheel.

To spin the wheel around, click on it with the
mouse and then move the mouse cursor around
until the key you want is in place. Then click the
mouse again to stop the wheel from spinning.

Figure 1-9. The online cipher wheel.
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How to Encrypt with the Cipher Wheel

First, write out your message in English on paper. For this example we will encrypt the message,
“The secret password is Rosebud.” Next, spin the inner wheel around until its letters match up
with letters in the outer wheel. Notice in the outer wheel there is a dot next to the letter A. Look at
the number in the inner wheel next to the dot in the outer wheel. This number is known the

encryption key.

The encryption key is the secret to encrypting or decrypting the message. Anyone who reads this
book can learn about the Caesar cipher, just like anyone who reads a book about locks can learn
how a door lock works. But like a regular lock and key, unless they have the encryption key, they
will not be able to unlock (that is, decrypt) the secret encrypted message. In Figure 1-9, the outer
circle’s A is over the inner circle’s number 8. That means we will be using the key 8 to encrypt
our message. The Caesar cipher uses the keys from 0 to 25. Let’s use the key 8 for our example.
Keep the encryption key a secret; the ciphertext can be read by anyone who knows that the
message was encrypted with key 8.

THE S ECRTET PASSWOTRTD
N T A A A A A e A A
BPM AMKZMB X I AAEWZL
|l S R O S E B U D
R e A
QA ZWAMIJCL

For each letter in our message, we will find where it is in the outer circle and replace it with the
lined-up letter in the inner circle. The first letter in our message is T (the first “T” in “The
secret...”), so we find the letter T in the outer circle, and then find the lined-up letter in the inner
circle. This letter is B, so in our secret message we will always replace T’s with B’s. (If we were
using some other encryption key besides 8, then the T’s in our plaintext would be replaced with a
different letter.)

The next letter in our message is H, which turns into P. The letter E turns into M. When we have
encrypted the entire message, the message has transformed from “The secret password is
Rosebud.” to “Bpm amkzmb xiaaewzl ga Zwamijcl.” Now you can send this message to someone
(or keep it written down for yourself) and nobody will be able to read it unless you tell them the
secret encryption key (the number 8).

Email questions to the author: al@inventwithpython.com
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The secret pa:’::wwru't is Rosebud.

Rpm amkzmb xlagewz! aa Zwamicl,
, }

S s oy

Figure 1-10. A message encrypted with the cipher wheel.

Each letter on the outer wheel will always be encrypted to the same letter on the inner wheel. To
save time, after you look up the first T in “The secret...” and see that it encrypts to B, you can
replace every T in the message with B. This way you only need to look up a letter once.

How to Decrypt with the Cipher Wheel

To decrypt a ciphertext, go from the inner circle to the outer circle. Let’s say you receive this
ciphertext from a friend, “lwt ctl ephhldgs xh Hldgsuxhw.” You and everyone else won’t be able
to decrypt it unless you know the key (or unless you are a clever hacker). But your friend has
decided to use the key 15 for each message she sends you.

Line up the letter A on the outer circle (the one with the dot below it) over the letter on the inner
circle that has the number 15 (which is the letter P). The first letter in the secret message is |, so
we find | on the inner circle and look at the letter next to it on the outer circle, which is T. The W
in the ciphertext will decrypt to the letter H. One by one, we can decrypt each letter in the
ciphertext back to the plaintext, “The new password is Swordfish.”

Il w T C T L E PHHLDG S
A A R bl bl
T HE NE W P ASSWORTD
X H HLDGSUXHW
1 bbbl
I S SWORUDTF I SH

If we use an incorrect key like 16 instead of the correct key 15, the decrypted message is “Sgd
mdv ozrrvngc hr Rvngcehrg.” This plaintext doesn’t look plain at all. Unless the correct key is
used, the decrypted message will never be understandable English.
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A Different Cipher Tool: The St. Cyr Slide

v

A/BICIDIEIFIGIHIT|JIK|LIMIN|OIPIQIR|S|T|U|
A[B[CID[E[F[G[H[I[I[K][L[M][N]O]P[QIR[S[TIU[V[WIX[Y[Z] i

lo[172[3[4[5[6]7[8]9/10[11]12]13]14[15/16/17[18]19(20[21]22

BYB/CD/E[FIGH[TI[I[K[L[M[N[O[P[QIR[S[TIU[V]WIX[Y[Z]

Figure 1-11. Photocopy

these strips to make a St.

Cyr Slide.

There’s another paper tool that can be used to do encryption and
decryption, called the St. Cyr slide. It’s like the cipher wheel
except in a straight line.

Photocopy the image of the St. Cyr slide on the following page (or

strips.

Tape the two alphabet strips together, with the black box A next to
the white box Z on the other strip. Cut out the slits on either side of
the main slide box so that the taped-together strip can feed through
it. It should look like this:

Figure 1-12. The completed St. Cyr Slide

When the black box A is underneath the letter H (and the number
7), then to encrypt you must find where the plaintext letter is on
the long strip, and replace it with the letter above it. To decrypt,
find the ciphertext letter on the top row of letters and replace it
with the letter on the long strip below it.

The two slits on the larger box will hide any extra letters so that
you only see one of each letter on the slide for any key.

The benefit of the St. Cyr slide is that it might be easier to find the
letters you are looking for, since they are all in a straight line and
will never be upside down like they sometimes are on the cipher
wheel.

A virtual and printable St. Cyr slide can be found at

Email questions to the author: al@inventwithpython.com
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Practice Exercises, Chapter 1, Set A

Don’t ignore the practice exercises!

There isn’t enough room in this book to put in all the practice
exercises, but they’re still important.

You don’t become a hacker by just reading about hacking and
programming. You have to actually do it!

Doing Cryptography without Paper Tools

The cipher wheel and St. Cyr slide are nice tools to do encryption and decryption with the Caesar
cipher. But we can implement the Caesar cipher with just pencil and paper.

Write out the letters of the alphabet from A to Z with the numbers from 0 to 25 under each letter.
0 goes underneath the A, 1 goes under the B, and so on until 25 is under Z. (There are 26 letters
in the alphabet, but our numbers only go up to 25 because we started at 0, not 1.) It will end up
looking something like this:

>
W
@)
O
m
o
2 N0)

H I
7

00]
[{eJyan
[EY
o
[EY
[EY
[EY
N

N o P Q R S T U \Y W X Y z
13 14 15 16 17 18 19 20 21 22 23 24 25

With the above letters-to-numbers code, we can use numbers to represent letters. This is a very
powerful concept, because math uses numbers. Now we have a way to do math on letters.

Now to encrypt we find the number under the letter we wish to encrypt and add the key number
to it. This sum will be the number under the encrypted letter. For example, we encrypt, “Hello.
How are you?” with the key 13. First we find the number under the H, which is 7. Then we add
the key to this number. 7 + 13 = 20. The number 20 is under the letter U, which means the letter
H encrypts to the letter U. To encrypt the letter E, we add the 4 under E to 13 to get 17. The
number above 17 is R, so E gets encrypted to R. And so on.

This works fine until we get to the letter O. The number under O is 14. But when we add 14 + 13
we get 27. But our list of numbers only goes up to 25. If the sum of the letter’s number and the
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key is 26 or more, we should subtract 26 from it. So 27 — 26 is 1. The letter above the number 1 is
B. So the letter O encrypts to the letter B when we are using the key 13. One by one, we can then
encrypt the letters in, “Hello. How are you?” to “Uryyb. Ubj ner Ibh?”

So the steps to encrypt a letter are:
1. Decide on a key from 1 to 25. Keep this key secret!
2. Find the plaintext letter’s numbet.
3. Add the key to the plaintext letter’s number.
4. If this number is larger than 26, subtract 26.
5. Find the letter for the number you’ve calculated. This is the ciphertext letter.
6. Repeat steps 2 to 5 for every letter in the plaintext message.

Look at the following table to see how this is done with each letter in “Hello. How are you?”” with
key 13. Each column shows the steps for turning the plaintext letter on the left to the ciphertext
letter on the right.

Table 1-1. The steps to encrypt “Hello. How are you?” with paper and pencil.

Plaintext Plaintext + Key Result Subtract Result Ciphertext

Letter Number 267 Letter
H 7 + 13 =20 =20 20=U
E 4 + 13 =17 =17 17=R
L 11 + 13 =24 =24 24=Y
L 11 + 13 =24 =24 24=Y
o] 14 + 13 =27 - 26 = 1=B
H 7 + 13 =20 =20 20=U
0] 14 + 13 =27 - 26 = 1=B
W 22 + 13 =35 -26 =9 9=
A 0 + 13 =13 =13 13=N
R 17 + 13 =30 -26 = 4=E
E 4 + 13 =17 =17 17=R
Y 24 + 13 =37 -26 =11 11=L
o] 14 + 13 =27 -26 =1 1=B
U 20 + 13 =33 -26 =7 7=H

Email questions to the author: al@inventwithpython.com
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To decrypt, you will have to understand what negative numbers are. If you don’t know how to

To decrypt, subtract the key instead of adding it. For the ciphertext letter B, the number is 1.
Subtract 1 — 13 to get -12. Like our “subtract 26” rule for encrypting, when we are decrypting and
the result is less than 0, we have an “add 26” rule. -12 + 26 is 14. So the ciphertext letter B
decrypts back to letter O.

Table 1-2. The steps to decrypt the ciphertext with paper and pencil.
Ciphertext Ciphertext - Key Result Add Result Plaintext

Letter Number 267 Letter
U 20 - 13 =7 =7 7=H
R 17 - 13 =4 = 4=E
Y 24 - 13 =11 =11 11=L
Y 24 - 13 =11 =11 11=L
B 1 - 13 =-12 +26 =14 14=0
U 20 - 13 =7 =7 7=H
B 1 - 13 =-12 +26 =14 14=0
J 9 - 13 =-4 +26 =22 22=W
N 13 - 13 =0 =0 0=A
E 4 - 13 =-9 +26 =17 17=R
R 17 - 13 =4 =4 4=E
L 11 - 13 =-2 +26 =24 24=Y
B 1 - 13 =-12 +26 =14 14=0
H 7 - 13 =-6 +26 =20 20=U

As you can see, we don’t need an actual cipher wheel to do the Caesar cipher. If you memorize
the numbers and letters, then you don’t even need to write out the alphabet with the numbers
under them. You could just do some simple math in your head and write out secret messages.

Practice Exercises, Chapter 1, Set B

Double-Strength Encryption?

You might think that encrypting a message twice with two different keys would double the
strength of our encryption. But this turns out not to be the case with the Caesar cipher (and most
other ciphers). Let’s try double-encrypting a message to see why.
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If we encrypt the word “KITTEN” with the key 3, the resulting cipher text would be
“NLWWHQ”. If we encrypt the word “NLWWHQ” with the key 4, the resulting cipher text of
that would be “RPAALU”. But this is exactly the same as if we had encrypted the word
“KITTEN” once with a key of 7. Our “double” encryption is the same as normal encryption, so it
isn’t any stronger.

The reason is that when we encrypt with the key 3, we are adding 3 to plaintext letter’s number.
Then when we encrypt with the key 4, we are adding 4 to the plaintext letter’s number. But
adding 3 and then adding 4 is the exact same thing as adding 7. Encrypting twice with keys 3 and
4 is the same as encrypting once with the key 7.

For most encryption ciphers, encrypting more than once does not provide additional
strength to the cipher. In fact, if you encrypt some plaintext with two keys that add up to 26, the
ciphertext you end up with will be the same as the original plaintext!

Programming a Computer to do Encryption
The Caesar cipher, or ciphers like it, were used to encrypt secret information for several centuries.

Here’s a cipher disk of a design invented by Albert Myer that was used in the American Civil
War in 1863.

Figure 1-13. American Civil War Union Cipher Disk at the National Cryptologic Museum.

If you had a very long message that you wanted to encrypt (say, an entire book) it would take you
days or weeks to encrypt it all by hand. This is how programming can help. A computer could do

Email questions to the author: al@inventwithpython.com
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the work for a large amount of text in less than a second! But we need to learn how to instruct
(that is, program) the computer to do the same steps we just did.

We will have to be able to speak a language the computer can understand. Fortunately, learning a
programming language isn’t nearly as hard as learning a foreign language like Japanese or
Spanish. You don’t even need to know much math besides addition, subtraction, and
multiplication. You just need to download some free software called Python, which we will cover
in the next chapter.
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CHAPTER 2

INSTALLING PYTHON

Topics Covered In This Chapter:

o Downloading and installing Python
Downloading the Pyperclip module
How to start IDLE

Formatting used in this book
Copying and pasting text

“Privacy in an open society also requires
cryptography. If | say something, | want it
heard only by those for whom | intend it. If the
content of my speech is available to the world, |
have no privacy.”

Eric Hughes, “A Cypherpunk’s Manifesto”, 1993

The content of this chapter is very similar to the first chapter of Invent Your Own Computer
Games with Python. If you have already read that book or have already installed Python, you only
need to read the “Downloading pyperclip.py” section in this chapter.

Email questions to the author: al@inventwithpython.com
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Downloading and Installing Python

Before we can begin programming, you’ll need to install software called the Python interpreter.
(‘You may need to ask an adult for help here.) The interpreter is a program that understands the
instructions that you’ll write in the Python language. Without the interpreter, your computer won't
understand these instructions. (We'll refer to “the Python interpreter” as “Python” from now on.)

Because we’ll be writing our programs in the Python language we need to download Python from

is a little different depending on if your computer’s operating system is Windows, OS X, or a
Linux distribution such as Ubuntu. You can also find videos of people installing the Python

Important Note! Be sure to install Python 3, and not Python 2. The programs in this book use
Python 3, and you’ll get errors if you try to run them with Python 2. It is so important, | am
adding a cartoon penguin telling you to install Python 3 so that you do not miss this message:

Be sure to
install Python 3,
not Python 2!

Figure 2-1. “Be sure to install Python 3, not Python 2!”, says the incongruous penguin.

Windows Instructions

Download link to go to the download page, then look for the file called Python 3.3.0 Windows
Installer (“Windows binary — does not include source”) and click on its link to download Python
for Windows. (If there is a newer version than Python 3.3.0, you can download that one.)
Double-click on the python-3.3.0.msi file that you’ve just downloaded to start the Python

installer. (If it doesn’t start, try right-clicking the file and choosing Install.) Once the installer
starts up, click the Next button and accept the choices in the installer as you go. There’s no need
to make any changes. When the installer is finished, click Finish.
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OS X Instructions

The installation for OS X is similar. Instead of downloading the .msi file from the Python
website, download the .dmg Mac Installer Disk Image file instead. The link to this file will look
something like “Python 3.3.0 Mac OS X” on the “Download Python Software” web page.

Ubuntu and Linux Instructions

If your operating system is Ubuntu, you can install Python by opening a terminal window (click
on Applications » Accessories » Terminal) and entering sudo apt—-get install
python3. 3 then pressing Enter. You will need to enter the root password to install Python, so
ask the person who owns the computer to type in this password.

You also need to install the IDLE software. From the terminal, type in sudo apt-get
install idle3. You will also need the root password to install IDLE.

Downloading pyperclip.py

Almost every program in this book uses a custom module | wrote called pyperclip.py. This
module provides functions for letting your program copy and paste text to the clipboard. This

This file must be in the same folder as the Python program files that you type. (A folder is also
called a directory.) Otherwise you will see this error message when you try to run your program:

ImportError: No module named pyperclip

Starting IDLE

We will be using the IDLE software to type in our programs and run them. IDLE stands for
Interactive DeveL.opment Environment. While Python is the software that interprets and runs
your Python programs, the IDLE software is what you type your programs in.

If your operating system is Windows XP, you should be able to run Python by clicking the Start
button, then selecting Programs » Python 3.3 B IDLE (Python GUI). For Windows Vista or
Windows 7, click the Windows button in the lower left corner, type “IDLE” and select “IDLE
(Python GUI)”.

If your operating system is Max OS X, start IDLE by opening the Finder window and clicking on
Applications, then click Python 3.3, then click the IDLE icon.

Email questions to the author: al@inventwithpython.com
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If your operating system is Ubuntu or Linux, start IDLE by clicking Applications » Accessories
» Terminal and then type id1e3. You may also be able to click on Applications at the top of
the screen, and then select Programming and then IDLE 3.

Figure 2-2. IDLE running on Windows (left), OS X (center), and Ubuntu Linux (right).

The window that appears will be mostly blank except for text that looks something like this:

Python 3.3.0 (v3.3.0:bd8afb90ebf2, Sep 29 2012, 10:57:17) [MSC v.1600 64 bit
(AMD64)] on win32

Type "copyright", "credits" or "license()" for more information.

>>>

The window that appears when you first run IDLE is called the interactive shell. A shell is a
program that lets you type instructions into the computer. The Python shell lets you type Python
instructions in and then sends these instructions to the Python interpreter software to run. We can
type Python instructions into the shell and, because the shell is interactive, the computer will read
our instructions and perform them immediately.

The Featured Programs

“Hacking Secret Ciphers with Python” is different from other programming books because it
focuses on the source code for complete programs. Instead of teaching you programming
concepts and leaving it up to you to figure out how to make your own programs, this book shows
you complete programs and explains how they work.

As you read through this book, type the source code from this book into IDLE yourself. But you
can also download the source code files from this book’s website. Go to the web site

In general, you should read this book from front to back. The programming concepts build on
the previous chapters. However, Python is such a readable language that after the first few
chapters you can probably piece together what the code does. If you jump ahead and feel lost, try
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going back to the previous chapters. Or email your programming questions to the author at
al@inventwithpython.com.

Line Numbers and Spaces

When entering the source code yourself, do not type the line numbers that appear at the beginning
of each line. For example, if you see this in the book:

1. number = random.randint(l, 20)
2. spam = 42
3. print('Hello world!")

...then you do not need to type the “1.” on the left side, or the space that immediately follows it.
Just type it like this:

number = random.randint(1l, 20)
spam = 42
print('Hello world!")

Those numbers are only used so that this book can refer to specific lines in the code. They are not
a part of the actual program. Aside from the line numbers, be sure to enter the code exactly as it
appears. This includes the letter casing. In Python, HELL.O and hel1lo and Hel 1o could refer to
three different things.

Notice that some of the lines don’t begin at the leftmost edge of the page, but are indented by four
or eight spaces. Be sure to put in the correct number of spaces at the start of each line. (Since each
character in IDLE is the same width, you can count the number of spaces by counting the number
of characters above or below the line you’re looking at.)

For example, you can see that the second line is indented by four spaces because the four
characters (“whi1”) on the line above are over the indented space. The third line is indented by
another four spaces (the four characters “if n” are above the third line’s indented space):

while spam < 10:
if number == 42:
print('Hello")

Text Wrapping in This Book

Some lines of code are too long to fit on one line on the page, and the text of the code will wrap
around to the next line. When you type these lines into the file editor, enter the code all on one
line without pressing Enter.

Email questions to the author: al@inventwithpython.com
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You can tell when a new line starts by looking at the line numbers on the left side of the code.
The example below has only two lines of code, even though the first line is too long to fit on the

page:

1. print('This is the first Tine! XXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXXX
XXXXXXXXXXXXXX )
2. print('This is the second 1line!")

Tracing the Program Online
Tracing a program means to step through the code one line at a time, in the same way that a

each program in this book. The traces Webrbégréﬁhés' notes andhelpful Vrrérminders at each step of
the trace to explain what the program is doing, so it can help you better understand why these
programs work the way they do.

Checking Your Typed Code with the Online Diff Tool

Although it is very helpful to learn Python by typing out the source code for these programs, you
may accidentally make typos that cause your programs to crash. It may not be obvious where the
typo is.

You can copy and paste the text of your typed source code to the online diff tool on the book’s
website. The diff tool will show any differences between the source code in the book and the
source code you’ve typed. This is an easy way of finding any typos in your programs.

Copying and Pasting Text

Copying and pasting text is a very useful computer skill, especially for this book because many of
the texts that will be encrypted or decrypted are quite long. Instead of typing them out, you can
look at electronic versions of the text on this book’s website and copy the text from your browser
and paste it into IDLE.

To copy and paste text, you first need to drag the mouse over the text you want to copy. This will
highlight the text. Then you can either click on the Edit » Copy menu item, or on Windows
press Ctrl-C. (That’s press and hold the Ctrl button, then press C once, then let go of the Ctrl
button.) On Macs, the keyboard shortcut is Command-C (the 3 button). This will copy the
highlighted text to the computer’s memory, or clipboard.
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To paste the text that is on the clipboard, move the cursor to the place you want the text to be
inserted. Then either click on the Edit » Paste menu item or press Ctrl-V or Command-V.
Pasting will have the same effect as if you typed out all the characters that were copied to the
clipboard. Copying and pasting can save you a lot of typing time, and unlike typing it will never
make a mistake in reproducing the text.

You should note that every time you copy text to the clipboard, the previous text that was on the
clipboard is forgotten.

There is a tutorial on copying and pasting at this book’s website at

More Info Links

There is a lot that you can learn about programming and cryptography, but you don’t need to
learn all of it now. There are several times where you might like to learn these additional details
and explanations, but if I included them in this book then it would add many more pages.
Publication of this larger book would place so much combustible paper into a single space that
the book would be a fire hazard. Instead, I have included “more info” links in this book that you
can follow to this book’s website. You do not have to read this additional information to
understand anything in this book, but it will help you learn. These links begin with

Even though this book is not a dangerous fire hazard, please do not set it on fire anyway.

Programming and Cryptography
Programming and cryptography are two separate skills, but learning both is useful because a

computer can do cryptography much faster than a human can. For example, here is the entire text
of William Shakespeare’s “Romeo and Juliet” encrypted with a simple substitution cipher:

WUNIL FOTLZNGIE JWUNURZ D s g, g e o, Co nlch\wlml Kgiwi ki nfix uzw hdioi, Awum fodciob rwzti fo. Awun auwbg bgi afbn nucoh ua bgini bk 3 ‘chluzh
upiwbguukh Tu kebg by by hbweai. Bgi aifwazn ifog-mfwe' nupi, Fot Y witi, Kgedg, o fot, ouzrgb duznt wimupi, Chuuk i bku guzwh’ bwlaacd ua uzw hifr; B kgcdg hbwepi bu
ol WUMIUFOT LZNCIB FDB C HIOI C v, jancd . lobiw HEVUHUO o RWIROWX, ua bgi guzh ua Dfjznib, fwmit kebg hikuwth lnlqzdrmwh] HAHD Rwiruwx, u' mx kuwt, kifin oub dfwwex dufnh, RWIRUWX Ou, auwhgmkmgumtwdunncmh HEMRG C i fo b e dguniv, e RATRUAX Fx, kgeni xuz
nepi, twik xuzw oide uzb u* bgi dunnf, HFMJHUO C hbweei yzcdenx, gicor mupit, RWIRUWX Qzb bguz pit bu hbweei. HFMIHUO F ur RWIRUWX fot bu gi pincfob ch bu 2 bguz fwb mupit, bguz w200'b fldx. HEMJHUO F tur ua bafb guzhi hgfn
upi i b ot ke b bl i fox mfo et s Wb, RWIRUWX B hgukr b Kife it aow b iflhrlh b g ki, HENOHUI Bt Tt biwiauwi kumio, gicor bgi kifeiw pihhinh, i ipiw bgwzhb bu bgi kfnn: bgiwiauwi C kenn jzhg Wcntsih mio s b kfn, fot bgwzhb geh mfcth bu bgi kfan, RWIRUWX Bgi
‘yzfwnwin ch gibkiio uzw mfhbiwh fot zh bgicw mio. HFMIHUO Beh fan uoi, C kenn hguk mixhina f bxwfob: kgio C gfpi auzrgb kebg bgi mio, C kenn gi dwzin kebg bi micth, fot dzb RWIRUWX UHUO Fx, bgi b g et co kb iz kb RWIRUX Bgix et

bfei cb co hiohi bgfb ain cb. HEMJHUO Mi bgix hfn aiin kgeni C fm fgni bu hbfot: ot bch eouko C fm f jwibb jidi ua aning. RWIRUWX Beh kinn bguz fb oub achg; ca bgu gfthb, bguz gfthb giio juuw Lugo. Twik bgx buun! giwi dumin bku ua bgi guzhi ua bai Miobirih, HEVIHUO ol Kifjuo ch uzb: yzfwin, C kenn gfde bgii
RWIRUWX Guk! bzuwo bgx gfde fot wz0? HFMIHUO Aifw mi oub. RWIRUWX Ou, mfwwx; C aifu bgiit HFMJHUO Nib zh bfei bgi nfic ua uzw hetin;nib bgim girco. RWIRUWX C kenn awuko fh C jfih gx, ot nib bgim bfei cb fh bgix nchb. HFMIHUO Ofx, fh bgix twi. C kenn ebi mx bgzma fb byim; kgedg chfmmwfdmunglm ca byix gifw cb.
[1obiw FQWFGFM fot QFNBGFHFW] FQWFGFM Tu xuz ebi xuzw bgzma fb zh, hew? HFMJIHUO C tu acbi mx bgzmd, how. FQWFGFM Tu xuz qobi xuzw bgzma fo zh, how? HFMIHUO [Fhcti bu RWIRUWX] Ch bgi nfi ua uzw hti, ca C hf fx? RWIRUWX Ou. HFMJIHUO Ou, hew, C tu oub gcbi mx bgzm fb xuz, hew, zb C qebi mx bgzma,
hew. RWIRUWX Tu xuz yzfwwin, how? FQWFGFM Yzfuwin how! ou, how. HFMIHUO Ca xuz w, hew, C fm auw xuz: C hiwpi 1t fmfo fh xuz. FQWFGFM Ou qibbiw. HFMIHUO Kinn, how. RWIRUWX Hix ‘qibbiv: giwi dumih uoi ua mx mimbiwth ecohmio. HFMJHUO Xin, qibbiw, how. FQWFGFM Xuz nci. HFMIHUO Twik, ca xuz gi mio.
Ruwiruwx, wimimaiw bgx hkihgeor qnuk. [Bgix acrgb] [1obiw QIOPUNCU] QIOPUNCU Jfwb, auunht Jzb zj xuzw hkuwth; g xuz w. [Qifoh BXQFNB] . fwb bguz twiko fmuor bgihi Bzwo bgii, Qi QioPur by jifdi j2b 7 byx
hikuwt, Uw mfofri b bu jfwb hgmmuo Jcbg i BXGENE KoM, o ot i g bg k. C i g, Muobfzh, o I b k(e srgb] b mpm R g ik o g ;oo Duhcvmn Kt dnzgh] Acwh Deocvio Dnzah,acnn,fotJbenfon! howesl i b tkol Tuko kibg bgi
Dfjznibht tuko kcbg bgi Muobiz iw DFIZNIB o geh ruko, fot NFTX DFJZNIB] DFIZNIB Kgfb ouchi ch bgeh? Repi mi mx nuor hkuwt, gut NFTX DFIZNIB F dwzbdg, f dwzbdg! hkuwt, C dumi, hicbi ua mi. [1obiw MUOBFRZI fot NFTX MUOBFRZI]
MUOBFRZI Bguz pennco Dijznib, Gt mi o, mi . NFTX MUOBFRZ) Bguz hgfnb oub hbew fauub bu hile f aui. [lobiw JWCODI, kebg Ft wcoDl m\mcm bujifdi hbiin,-- Kenn bgix oub gifw? Kgfb, gu! xuz mio, xuz qifibh, Bfb yziodg bgi acwi ua xuzw jiwocduzh
wii Kebg jzwini auzobfcoh chhzcor awum xuzw picoh, Uo fco ua buwbzw, awum Kifjuoh bu byi rwuzot, Fot g mupit jweod, e fofew . Qb e Dﬂzmh fol Muobirzi, Gipi bwedi tchbzwq bgi yzcib ua uzw hbwiibh, Fot miti Piwuofh fodciob
debcvioh Dfhb gx bgicw rwfpi ginimeor uwofmiobh, Bu keint unt fwbchfon, co gfoth fh unt, Dfoeiwt kebg jifdi, bu fwb xuzw dfoeiw't gfbi: Ca ipiw xuz tchbzwa uzw hbwiibh rico, bgi auwaich ua by jifd. fkfx: Xuz Dfjznib; hgfon ru fuor kebg mi: Fot, Muobfrzi, dumi xuz bgch fabiwouuo, Bu
e0uk uzw azwbgiw Jnifizwi co bych dfhi, Bu unt Awii-buko, uzw dummuo lztrmiob-jnfdi. Uodi muw, uo jfco ua tfbg, fan mio tjfw. [1sizob fn gzb MUOBFRZI, NFTX MUOBFRZI, fot QIOPUNCU] MUOBFRZI Kgu o boeh fodciob yzmwmmquumqv Hite, g kivi iz g kg chmrlleoPUNCuG\wl Kiwi bgi hivpfobh ua xuzw
fipiwhfuex, Fot xuzwh, dnuhi acrgbcor iw C te fjjwufdg: C twik bu fwb bgim: co bgi cohbfob dfmi Bgi aciwx Bxafrb, iwijfwit, Kgedg, f gi ifwh, Gi hikzor fquzb gch gift fot dzb bi kcuth Koo oubgor G0 hduwo: fot gnukh, Dfmi fot
g o ft b, 52 bt i, kg i cgis N TX MUOBFRZI U, kg c Wornu” i xz 6o bu 52 Werg it i ki o f b awf OI0PLNCU it Kuwhgejjt i, F ibukne fawit, kg mnwmmghgnwup\ua
ecfimuwi Bafb kihbkfut wuubibg awum bgi dcbx heti, Hu ifwnx Kinecor tct C il xuzw huo: Bukfwth gem C miti, gzb gi kih kfwi ua mi Fot hbuni cobu bgi dupiwb ua bi kuut: C, mifhzweor gch faaidbcuoh x mx ko, Bgfb muhh fuwi qzhcit kgio byix\wi muhb fuoi, Jzwhzi i anit awum mi
MuOBFRZI Mfox f muwocor o, Ket gmwm tik. Ftcor bu dnuzth muwi dnuzth kebg gch i mgn thfm\huhum!h g fn-dgiwcor hzo Hguznt co b azwhginb Boi szwthu Fidx mmnn qumi m i o, ot juepicogeh

geh keotukh, fo i, pi. QIOPUNCU Mx ougni z0di, tu xuz eouk bgi dfzhi? MUOBFRZI C oicbgiw eauk cb o dfo nifwo ua gem. QIOPUNCU Gfpi xuz cmjuwibzoit gem
ux wxmwﬂnwuosmzl Qubg g mxtina ot mio Lbgiw aweioh: zb i, eh Y duzohinnuw, e oub i gk bw- fot hu dnuhi, Hu afw awum huzotcor fot tehdupiwx, Fh ch b 2t qcb kebg fo iopcuzh kuwm, Iwi i dfo hjwift geh hkii nifpin bu boi fow, U titcdfbi gch qifzbx bu bgi
hzo. Duznt ki gzb nifiwo awum kgiodi geh huwswukh nwuk. Ki kuznt fl keancorx repi dzwi fh eouk. [1obiw WUMIU] QIOPUNCU Hil, kgiwi gi dumin: hu nifhi xuz, hbij fhcti; C'nn eouk gch nwcipfodi, uw qi mzdg tiocit. MUOBFRZI C kuznt bguz kiveb hu gfjx qx bgx hbf, Bu gifiw bwzi hgweab. Dumi, mftim, nibh fifx. [1sizob MUOBFRZI fot NFTX
MUOBFRZI] QIOPUNCU Ruut-muwwuk, duzhco. WUMIU Ch bgi tfx hu xuzor? QIOPUNCU Qb oik hbwzdle ocoi, WUMIU Fx mit hft quzwh hilm nuor. K bgf mx afbgive bgfb kiob gmm st QIOPUNCU Cb Kgfb hitoinh niorbgioh Wumiuh guzwh? WUMIU Oub gfpcor bafb, kgedg, gfpcor, mfeih bgim hguwd. QIOPUNCU Co nupi?
womy Uzb- QUOPUNCU Ua i Wy Uz ua giw afpuzw, kgiwi C fm co nupi. QIOPUNCU Fnfi, bgfb nupi, hu riobni co geh peik, Hguznt gi hu bxwioouzh fot WUMIU Ffh, bafo b, Hguznt, kebguzb iih, hii Kgiwi hgfn ki tcoi? U mit Kgfb awf kfh giwi? Xib binn mi

it tukebg gfbi, gzb Kt b, U qukcorugit U nupr gt U fox borus b sowid il Ui b v ot M=o g s -imcr vl A s i, aucrgs e dun e gibot Hocn o i, b choub g c B
nupi aiin C. bgfb aiin ou nupi co bgeh. Tuhb bguz oub nfzrg? QIOPUNCU Ou, duv, C wibgiw ki, WUMIU Ruut gifw, b kgfb? QIOPUNCU Fb bx ruut gifwbh ujjwinivcuo. WUMIU Kgx, hzdg ch nupih bwfohrwihhcuo. Rwiciah ua mcoi uko i gifpx co mx wifi, Kgedg bguz kenb jwuifribi, bu afpi cb jwihb Kebg muwi ua bcoi bach nupi bafb bguz
gfhb hguko Tubg ftt muwi rweia bu buu madg ua meoi uko. Nupi ch  hmuei wichit kebg bgi azmi ua hergh; Qicor jzwrit,  acwi hjfwencor co nupiwh' ixin; Qicor pist  hif ouzwehg' kebg nupiwh bifh: Kgfo ch cb inhi? f mitoinh munb tchduwiib, F dguecor rin o fjwihivepcor hikilb. Afwikinn, mx duv. QIOPUNCU Huab C kenn u fnuor; Fo ca xuz nifpi
mi hu, xuz tu mi kwor. WUMIU Bzb, C gfpi nuhb mxhina; C fm oub giwi; Bgeh ch oub Wurmiu, gih humi ubgiw kgiwi. QIOPUNCU Bin mi co hftoihih, kgu ch baf xuz nupi. WUMIU Kgfb, hafn C rwufo fot binn bgii? QIOPUNCU Ruufot kgx, ou. Qzb hiftnx binn mi kgu. WUMIU Qet f hede mfo co hftoinh mfei gch kenn: Fg, kuwt can zwit bu oi
bafb ch hu cnn' Co htoinh, duzhico, C tu nupi f kumfo. QIOPUNCU C fem't hu oif, kgio C hzjjuhit xuz nupit, WUMIU F wergh ruut mifwe-mfo! Fot hgih afow C nupi QIDPUNCUFW:.\;n afow mifwe, afcw duv, ch huuoinb geb. WUMIU Kinn, co bafb geb xuz mehh: hginn oub gi gcb Kebg Dzjcth fwwuk: hgi gfbg Tefo'h keb; Fot, co hbwuor jwuua ua

b kin ', Awum nup e dontchg auk gincpin zoghm'. g1 ke b s b e ua upcor b, Ouw G b duzobiv a o runt: U, hg o, Bt K5 ot h K2 20 i g . QIOPUNCU Bgi il ko by g onn o i
dgfhbi? WUMIU Hi gfbg, fot co bafb hifwcor mfein gzri kfhbi, Auw gifzbx hbfwpit o Jubiwct, Hohch buu aw, b et ke buu afw, mfecor mi tinjfcw: H . fot co bgfb puk Tu QIOPUNCU Qi wanit
bgcoe ua giw. WUMIU U, bidg m guk C hguznt auwrib bu bocoe, QIOPUNCU Qx repcor g 20bu bocol i Is'mcmuhg\wq\ﬁhcm WUMIU Bch bgi kix Bu dfn giwh isyzchebi, Bgini gfjx Y quaukh Qicor gnfde jzb zh co meot bgix gcti bgi afcw; Gi bgfb ch hbwzdeio gnoot dfooub auwrib Bgi
jwidcuzh bwifhzwi ua gch ixihcrgb nuhb: Hguk mi f mchbwiih bofb ch jfhcor afcw, Gifzbx hiwpi, 4zb fh u it bgfb jfhcor afow? QIOPUNCU Cnn jf bafb tudbweo, uw inhi ti co tigh. [1sizob] WUMIU FOT LZNCIB FDB C HDIOI CC F hbwiib. [1obiw
DFIZNIB, JFWCH, fot Hiwpfob] DFIZNIB Qzb Muobirzi ch quzot fl kinn fh C, Co jiofbx fcef; fot bch oub gfwt, C bocoe, Auw mio hu unt i bu efj bgi jifdi. JFWCH Ua quouzwfani wideuocor fwi xuz qubg; Fot jebx ‘bch xuz ncpit b utth hu nuor. Qzb ouk, mx nuwt, kgfb hfx xuz bu mx hzch? DFIZNIB Qzb hixcor u'w koft C gipi hfct gjauwi: Mx
dgent ch xib f ; Hai gfbg oub hito . Nib bk jwct, wi ki mfx by JFWCH o hgi fwi ffjx mubgiwh mfti. DFIZNIB Fot buu huuo mfwwt fui bauhi hu ifwnx mfti. Bgi ifwbg fbg hifnnukt fan mx guiih azb hgi, Hgi ch b guijiazn
i g 2 i tiobni Jweh, 1 g i, M K b gk oo gz s Fo o Koo o i ua dgucdi Neih mx duohiob fot afcw dduwicor pucci Bgch ocvghcgum fo unt fddzhbumt aifib, Kgiwibu C gfpi mpcm:mmxmmn Hazdg 1 C nupi; ot xuz, fmuor bgi hbuwi, Uoi muwi, munb kindumi, mieih mx ozmgiw
muwi. b mx juuw guz ibg-buit byt aiin Kgio kinn-fj . ipio hzdg tincrgb i xuz o mx guzhi; gifw fn, fn hil, Fot ncei giw muhb kguhi miwch
muhb hofnn g Kgmg o muwi ik, ua mfox meoi gicor uoi Mfx hbfot co ozmqi, bguzrg co wideuocor ouoi, Durmi, kchg mi. [Bu Hiwpfob, rcpeor fjfjiw] Ru, howwg, bwatri fquzb quuzvq afow Pwuo; acot bguhi jiwhuoh uzb Kguhi ofmin fwi kwchmn givi, fot bu bgim hfx, Mx guzhi fot kindumi uo byicw jnifhzwi hfx. [Isizob DFIZNIB fot

fui kiwcbbio giwit Cb ch kwebbi fot . bgi achgiw fot bgijfcobivw kebg geh oibh; qzb C fm hiob bu acot byuhi jiwhuoh kguhi ofmi fwi giwi kweb, ot dfo oipivw acot kgfb ofmin bgi kwebeor jiwhuo gfbg giwi kuicb,

szhhhuhglmiwun o ruut bemi. [lobiw QIOPUNCU fot WUMIU] QIOPUNCU Bzb, mfo, uoi acwi gzwoh uzb foubgiwh gzwocor, Uoi jfco ch nihhio't gx foubgivwh forzchg; Bzwo rct, fot gi gunj qx gfdekfwt bzwocor; Ui tinjiwfbi rweia dzwih kebg foubgiwh nforzch ixi, Fot bgi kenn
tei. WUMIU Xuzw jnfcobfco-nifa ch isdinniob auw byfb. QIOPUNCU Auw kb, C juf bgii? WUMIU Auw xuzw quuiio hgeo. QIOPUNCU Kgx, Wuniu, fwb bguz mit? WUMIU Oub mft, gzb quzot muwi bgfo f mft-mfo ch: Hgzb zj co jwchuo, eijb kebguzb mx auut, Kggijt fot buwmiobit fot--Rut-tio, rut ainnuk. Hiwpfob Rut rc rut-to. C jufx, how,
o xuz wift? WUMIU Fx, mcoi uko auwbzoi co mx mehiwx. Hiwpfob Jiwgfjh xuz gfpi nifwoit cb kebguzb quue: qzb, C jwfx, dfo xuz wift fox bgcor xuz hil? WUMIU Fx, ca C eouk bgi nibbiwh fot bgi nforzfr. Hiwpfob Xi hifx guoibrx: wihb xuz miwwx! WUMIU Hofs, ainnuk; C dfo witt. [Wifth] ‘Herocuw Mfwbcou fot geh keai fot tizrgbiwh; Duzobx
Fohinmi fot geh difzbiuzh hehbiwh; bgi nftx ketuk ua Pebwipcu; Herocuw Infdiobe fot geh nupink ocidin; Miwdzbe fot gch qwubgi Dfjznib, geh keai fot tfzrgbiwh; mx afcw ocidi Wuhfncoi; Nopef: Herocuw Pf t gch duzhoo Bxafnb, Nzdeu fot byi np fow fhnimanx: kacbg Hiwpfob 7.

Email questions to the author: al@inventwithpython.com
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\wvlub Ouk i binn xuz wzquzb fhecor: mx mfhibiw ch bgi wif wedg Dfjzn

fot axuzloub abg uzhi a Muskirzh, . dumi fot vz ] us kol Wi xz v [t

IMIU Kgebg f hzjjiw; bu uzw uuzm i i? Hiwpfob Mx mfhbiw'h. WUMIU Cotiit, C hguznt Emvmuxuz bafo giaun
QIOPUNCU Fb bych himi fodciab aifh> Kabg fan i i hgfnn hguk, Fot C sk WUMIU Kgio b
bgio bzwo bifwh bu acwih; Fot bgihi, kgu uabio Mul«)‘muzm ipiw tei, ic it 0 G i QIOPUNCU Bzb, , ouoi inhi gicor gx, Giwhina juchit kebg giwhina co ichgiw ixi: Qzb co bgfb dwxhbfn hdfmh mb bgiwi
aikirgt Xuzw nfixh nupi Bafb C aif, WUMIU Cn u fnor, o hadg hergh b gi ko, Qzb bu willcdico hiniotuw ua meoi uko. [sizob] WUMIU FOT LZNCIB DB C HDIOI CCC ¥ waum o Dfjnih guzhi. [lobiw NFTX DFIZNIE fot
Ozwhi] NFTX DFIZNIB Ozwhi, kmwm mx tfzrgbiw? nmn giw auwbg bu mi. Ozwhi Ouk ax mx mmmqm b kam xifw unt, C qfti giw dumi. Kgfb, nfmq! kgfb, M\xchl' Rut aqucl' Kgiwih bgch rewn? Kgfb, Lzncib! [lobiw LZNCIB] LZNCIB Guk ouk! kgu dfinh? Ozwhi Xuzw mubgiw. LZNCIB Mftfm, C fm giwi. Kgfb ch xuzw kenn? NFTX
DRIZNIB fgeni, Kimzhb duzohin wibbx . Ozwhi Afcbg, C o binn givfri b o guzw. NFTX DFIZNIB Hoit oub auzwbio. Ozwhi Cin i auzbii ua mx i, Fotxio, bu mx biibg qicb
hjueio, C gfpi qzb auzw-- Hgi ch mlh auzwhm Guk nuor ch ch ouk Bu Nfmmfh-beti? NFTK DFJmIB F auwtwcﬂlh fot unﬂ’xh Ozwm Ipio uw utt, ua fan )i /. Dumi N'mmm ipi Hzhfo fot hgi--Rut wihb fan Dgwehbcfo huznh!-- Kiwi ua fo fri: kinn, Hzhfo ch kebg Rut; Hm kfh nuu ruut auw mi: gzb, fh C hfct,
Uo Nifmmfhip  ocrgh hgfnn Bgf hgfn ‘ch heodi bg Fot hgikih kifot-C oipiw Uafon b o bt thc Hebbcor co bgihzo
Mfobzf:-- Ofx, C tu qifw f qwfco:--gzb, fh C hct, Kgio cb tet! hmm bgi mwmkuulun bgi ocj Ja mx tzr fot ainb cb uchnm jwibbx auun, Bu hii cb bibdgx fot afnn uzb kebg bi tzr! Hgﬁel 'yzubg bgi tupi-guzhi: ‘hkm ou oiit, C bwuk, Bu get mi bwztri: Fot heodi bgfb bemi cb ch inipio xifwh; Auw bgio hm duznt nn'm 'nu fx, ax bgi wuut, Hgi duznt gfpi
‘wzo fot kfttnit fan fquzb; Auw ipio bgi tfx Kfh f miwwx mfo--buue zj bgi dgent: *Xif," yzubg gi, ‘tuhb bguz afnn zjuo bgx afdi? Bguz kenb afnn qfdekfwt kgio bguz gfhb muwi keb; Kenb bguz oub, Lzni? fot, gx mx gunctfmi, Bgi jwibbx kwibdg niab dwxcor fot hfct Fx." Bu hii, ouk,
qukt . - ifuh,C L . Lani? y2ubg i Fo,juibbx auun,cb hbcobit ot hict xc” NFTX DFJZNIE louzrg ua bach; C b bii, qunt bgx idi. Ozwhi Xin, mft: xib fothix Fix. Fot xb, C
kfwwfob, cb gft qzmj fh qer fh f xuzor if fot bgx afdi? Bguz fri; Kenb bguz oub, Lar cobit fot hfct Fx.' LZNCIB Fot hbcob bguz. huu C jwix bgii, ozwhi, hfx C. Ozwhi Jifdi, C gfpi tuoi. Rut mMe
bgi bu gch rwidi! Bguz b i C ozt  ip m ke, NFTX . byfb mfwex ch bgi pi bine va.Bion i, 2rgbw Lancib, Guk ot LZNCIB Chh i oub . i
‘oub C bgcoi uonx ozwhi, C kuznt hfx bguz gfthb hzde't kcmum awum bgx bifb. NFTX DFJZNIB Kinn, bgcoe ua mfwwefri ouk; xuzoriw bgfo xuz, Giwi co Piwuof, nftcih ua ihbiim, Fwi mfti fawiftx duzob, C kfh Bafb xuz fwi ouk f mfet. Bgi pfncfob Jfwch hiieh xuz auw ﬂch nupi,
OnF o, uzr o s a o E ki, G i i NFT DFJZNI P g0 k. i O, ;i ki ETX DFSZNIS Kl o e b il B oz g dur g uw s Wit b et o
‘acot tincrgb kwcb bgiwi kebg qifzbxh jio; ncoifmiob, Fot hii guk uoi Bu qifzbcax gem, uonx nfdeh f dupiw: Bgi achg nepih co bai hif, fot beh mzdg jweti Auw afow
Kbguzb b afow kibgco bu gci: B queco mfoxh bux; Qxgfpcorgem, ih. Ozwhi Ou nihh!of, qcrin: NFTX v nupi? L
‘ncei, ca nuuecor ncecor mupi: Qzb ou muwi tiij ixi ‘mfei cb anx. [lobiw f Hiwpfob] Hiwpfob Mftfm, bgi rzihbh fwi dumi, hzjjiw hiwpit zj, xuz dfnnit, mx xuzor nftx fheit auw, bgi ozwhi dzwhit co bgi jfobwa, fot ipiwx bgcor co isbwimcbx. C mznh giodi bu kfcb; C gihiidg xuz, aunnuk hbwfcrgb.
BT ORIZAR Ktk s bt Lnch bl . ek T, g gt b WML EGT LN £  HDOI G E N b WML MIDZB0L QIOPLNCLL o<l S <t o ] AL Kot ot o s T
 jwuncschx: Kinn gfpi ou Dzjct guutkcoet kebg f hdfwa, Qifweor f Bfwbfwh jfcobit quk ua nfbe byi nftcih ncei  dwuk- 4 ou kebguzb-quue iobwrfodi: Qzb nib bgim mifhzwi zh gx kgfb bgix kenn; Kinn mifhzwi
bgim f mifhzwi, fmquum oM Rt bt b b QG 2l Gl b e 2500 O oo o . aincpi mi pif huzn a i MIWDZ8CU Xz T ug
keorh, MIU C fm by nergb aifbgiwh, fot hu quzot, f jebdg fqupi tzon kui: C hcoe. t, bu heoe co cb, Buu rwif it f biotiw bgcor. WUM Ch
gt o B wat t . \cbg wz. Pl o, oz b i o R i me it Kgfb dzwcuzh ot
«anzhg auw mi. QIOPUNCU Dumi, eoude fot iobiw:; fot ou huuniw co, th i i hu s}th nirh, Ig. g bgicw giinh, Auw ' rwfothewi jgwhi; C'in qi f dfotni-guntiw, fot nuue uo. Bgi rfmi kfh oi‘iw hu afcw, fot C fm tuoi. M\WDZECU
82, tz0h bgi muzh, m 0 2 bu b fuh. Dumi, T A . o o4 . OIS S5y st s 4 Kt s il o . Bl kst Ao i
Acpi bminco bt i o € uzw aci kebh WUMIU Fot ki mifo kinnco rucor bu bach mih; Qzb e o ke b 1. MIWDZBCU Ko, mf uoifhe? WUMIU C wif' i bu-crgh. MIWDZBCU F u t C. WUMIU Kinn, gfo Kih xuzh? MIWDZBCU B wifinah ubio nci WUMIU Co g i, kggn b tu it bocorh
MIWDZBCU U, bgio, C hii Yziio Mfq gfbg qiio kebg xuz. Hi ch bgi afeweih’ metkcai, fot hgi fo ua fo ftiwmfo, Twfko kebg f bifm ua n:hbm foumcih Fogkfwh mio'h ouhih fh bgi jctiwh' nirh, B hwm ihua
bgihmfmnihb bictiwh kig, idbivgifmh, by ihg ua acnm, Giw Kiruoiw  hminn (Oub M ot Wzt B KW JWGde® AW i v acorva Fmic; Giv dghWGub ch fo X Gvi-02D M gt Kcoiw hyZcwwinuw Ut v BGmi uzo ek g afowelt
dufdgmfeiwh. Fot co bgch hbfbi hgi rfnnujh ocrgb gx ocrgb Bgwuzrg nupiwh' qwfcoh, fot bgio bgix twifm ua nupi; iih, bofb hbwfcrgb, Uriw nflxiwh’ wh, Uiw nftcih * ncjh, kgu hbwifcrgh uo echhih twifm, Kgedg uab bgi forwx Mfg kebg gnchbiwh jnfrzin, Qidfzhi bgicw qwifbgh
Kebg himifch bicobi i Humibemi i innuih ' f duzwbciuh ouhi Fhach; Fot bcbgiorh ben Bodencor o ouni i i, Bgo i, g a oubgiw qioict Humibei hi b e Ruiciwh ide,Fot b i g a G2bbcr auwiro bgwufoh,Ua qifigh,
fmazhdftuin, Hifochg anftih, Ua gifnbgh acpi-afbgum tiij; fot bgio fouo Twzmh co geh ifw, fb kgedg i hbfwbh fot kfeih, Fot icor bgzh awcrgbit hkifwh f jwhiw uw bku Fot hniijh frfco. Boch ch bafb piwx Mfq Bgfb jnfbh bgi mfoin ua guwhih co bgi ocrgb, Fot uﬁem bgi inanudeh
B0ch h b f, Kgio micth i uo b gfdeh, B i bgin fot nifwoh bim acwh b ifw, Mior bim kumioua rut e Bgch ch i~ WUMIU i, Midzbcu, it Bguz ineh a oubgor, Kgod o ctni quico, . Kgedg ch fn bgeo ua
hzqhbfodi fh bgi fow Fot kgu kuuih Ipic Fot, gicor foriw't, jzaah fkfx awum bgiodi, Bzwocor geh afdi bu bgi tik-twujjcor huzbg. QIOPUNCU Bgeh keot, xuz bfne ua, qnukh zh awum uzvm Hzmwch tuoi, fot ki hgfnn dumi buu nfbi. WUMIU C ai auw mx mcot
cobgi hbfwh i Uaf thjchit nai il QG Tevidb mx hfent U, QIOPUNC Howes e [0 WOMIU
FOT LZNCIB FDB C HDIOI P F gfnn co Dfjznib'h guzhi. [Mzhcdcfoh kfcbeor. lobiw Hiwpcormio kcbq Dﬂewh] Axwhb leﬂ(nb Kgiwi'h Jubjfo, bgfo gi ginjh oub bu e i hgfnn nci mioh gfoth it ., beh f auzn bgcor. Acwhb
Hiwpfob Fkix kebg byi lucob-hbuunh, i Ruutbguz, hipi nib bgi juwbiw nib co ot Oinn. Fobuo, ot Jun,«un Hiduot Hmp«un FX, qux, wiftx X
‘1\ qehe fikgeni, fot fn. [lobiw DFJDMB kebg LZNCIB fot ubgiwh ua geh guzhi, miibcor bgi Rzinbh fot Mfheiwh) DFJZNIB Kindt wz. Fg of, kgedg ua xuz fan
Kenn ouk tiox bu odi? hg bgf mieih tfcobx, Hgi, €1 hiif, fbg cuvwon: 1B Clp koo dan b Ketcor b fow fch i it i o o ol ok Yo o it coniis i bl o  fo. gt v
ot auub cb, rewnh. [Mzhcd jnfxh, fot bgix tfodi] Muwi ncrgb, xuz eofpin; dg be hewwfg, bach kinn. Ofx, heb, ofx, hcb, Auw xuz fot C fwi j thxh: wuzwhina fot C Kiwi co f mfhe? Hiduot
Dl Geownfo. byt . DFISNIE Kol il b i bh ol s B ua Nzdiobcu, b kenn, Humiacpi situh; Fiduol Db Ech i, beh i Geh hch i, he G ho ch by, DFIZNIE Kemn xuzbin i g Geh o b
Ifwt bku xifwh fru. WUMIU [Bu f Hiwpcormfo] Kgfb nftx ch bgfb, kgedg mhn Ua ik oub, he WUM\U U, hgi Neei f wedg likin co fo Ibgeujith ifw; Qifzbx buu wedg auw zhi, auw ifwbg buu tifw! Hu hgukh f houkx tupi
cor kebg i, Fh ot nftx ] Fot, huzdgmrglwh e gninhi mx vt ot Tet mx gifwb  hergbt BXQFNB Bgeh, qx geh pucd, hguznt qif Muobirz. Abdg mi mx wiiciw, qux. Kb thwih bgi
it kebg fo fobed afdi, Bu Cax o Butbwse g i, Cunchoud 1 DFZNI K, ko ol ki 1 (QN Zodn, bgch ch f Muobfrz, uzw aui, gebgi jeb, Bu hduwo
bgeh ocrgh. DFIZNIB Xuzor Wumiu ch cb? BXQFNB “Bch gi, bgfb pennfco Wumiu. DFIZNIB Dunhlnh baii, Nnhm duv, ml‘r gem fnuoi; Gi gifwh gem ncei f Fnl bu hfx bwzbg, u gi f pewbzuzh fot kinn-rupiwo't xuzbg: C mm'wlnm iob:
. bai i EXQPN Chach gio g e o 4t ot g Kghb, ™ Fm vz
ru bu. Xuz'nn oub iotzwi gem! Rut hgfnn miot mx huzn! Xuz 'nn mfei f mzbcox: 'munr mx rzlhhh' Xuz kenn hib dude-f-guuj! xuznn gi bgi mfo! BXQFNB. Knx zodni, 'bch £/ hgim\ DFIZNIB Ru bu, ru bu; Xuz fwi |, cotiit? C eouk kgfb: ‘bch bemi. Klnn hfet, mx
gifwbh! Xuz fwi fjwcodus; u: Qi yzcb, - Muwi nergb, muwincrg! Auw hgfmilC'on e xuz yzcib. Kgf, dgiwn, mx gfwoht BXQEN Jociod jwauwdi kebg Clom iscb] WUMIU
[Bu LZNCIB] Ca C jwuafoi kcbg mx zokuwbgeihb gfot Bgch gunx hgweoi, bgi riobni acoi ch bgeh: Mx ncjh, bku gnzhgeor jenrwemh, wiftx hbfot Bu hmuubg bgfb wuzrg buzdg kchg f biotiw echh. LZNCIB Rum jennwem, xuz tu kwuor xuzw gfot buu mzdg, Kgmq mfooiwnx up\mcun huukﬁ co bgeh; Auw hfcobh wlp\ qlum nqm |cmwcmh gfoth tu buzdg,
ot fam bu jfm ch gun jfnmiwh echh, WUMIU Gfpioub hcobh nc, fot gun jnmiwh bus? LZNCIB Fx,jcnrviem, i bafb bgix mzhy 2 o jufiv. WUMIU U, baio, tifw hfco, w; Bl . rfob bouz, LZNCIB Hicobh tw
kgeni mx jwixiw'h iaaidb C bfei. Bgzh awum mx ncjh, qx xuzwh, mx hco ch jzwrit. LZNCIB Bgio gfpi mx ncjh bgi hco bgfb bgix gfpi buue. WUMIU Heo awum bgx ncjh? U bwinjfhh hkiibnx zwrit! Repi mi mx heo frfco. LZNCIB Xuz echh gx bgi quue. omm Mftfm, xuzwmuhg\wdwlpm f kuwlkchu xuz. WUMIU Kum ch u\wmuhg\vr’ Ozwhi
M, afdginu, Giw mubgin ch bg nfx ua bgi Quzh, Fot fruut i, ot fkchi fo pewbzuzh C ozvihit give targbivi b xuz binet kabgfn; C binn xu Dijani? U tiw fdduzob mx nai ch mx auih tib. QIOPUNCU FKf, ol bgi hjuwb ch f bi qinb. WUMIU P, hu C aif;
bgi muwi ch mx zowihb. DFIZNIB Ofx, nuhmmm i: Ki gfpi f bweancor Chebiio M" kgx bgio, C bgfoe xuz fan C Wlue xuz ‘guoihb riobnimio; ruut ocrgb. Muwi buwdgin mwl‘ Dumi uo bgio, nibh bu qit. Fg, hewwfg, qx mx afx, cb kfsih nfbi: Cin bu mx winb. [Isizob fnn gzb LZNCIB fot Ozwhi]
LZNCIB Dumi gebgiw, ozuhi,Kgfb ch Bgihuo LZnCiB bacoe, i xuzor Jiowzdu. LZNCIB Kafbh gi b aunnukh b, bofb C eouk oub. LZNCIB Ru bu gimx
kittcor git. ‘Wumiu, Iul' Muobfrzi; LZNCIB Mx uonx Buu ifwnx hiio meuukﬂ Iul eouko buu nfbi! bu mi, nufogit ioimx. Ozwhi Kgfb'h bgch? kgfo'h bgeh? LZNCIB F wgxmi C nifwo't ipio ouk Ua uoi C tfodit
kebgfn. [Uoi dfnnh kebgeo "Lzncib, ']Dzwm:ouo fouo! Dumii, nith fkfx; bgi hbwforiwh fn i ruoi. [1sizob] WUMIU FOT LZNCIB FDB CC JWUNURZI tifbg-qit nci, i : Kuznt tei, K:hg biotiw Lzncib m'hdgT chouk
bgi dgfwm ua nuueh, Qzb bu geh aui hzjjuhi Fot hgi hbifn nupi gint f aui, gi ot hgi
Vgt o it b o, . il Bier Eenci ke omai o, (51 WUMUEOT L HDIOI wwdgf. TN Dlo .1 kit kg o i e G B e g o 20 b o .0 el i, fo k.
kebgeo cb] [lobiw QIOPUNCU fot MIWDZBCU] QIOPUNCU Wumiu! mx i; Fot, I qit. QIOPUI bgeh kix, fot nifj't fon, MIWDZBCU Ofx, C'nn duolzwi buu. Wumiu! gzmuzwh! mftmfo! jfhhcuo! nupiw! Fijifw bguz co bgi
nceioihh ua f herg: Hjife gzb uoi wgxmi, fot C fm hfbchacit; Dwx qzb 'Fx mil” jwuouzodi uzb ‘nupi' fot ‘tupi’ Hjife Du mx mhnq Piozh uoi afew kuwt, Uoi ocde-ofmi auw giw jzwancot huo fot gicw, Xuzor Ftfm Dzjct, gi bgfb hgub hu bwem, Kgio Ecor qirrfw-mfet! Bgi fjiich tift, fot C
i, fjfw bu 21t QIOPUNCU ot ca gigif b, bguz kenb forw gem. MIWDZBCU Bgch dfoou foiw o bkuznt forw gem
Bu wfchi f ‘dewdni Ua humi nibbcor cb hgi m\ nfctcb fot dunlzwll b mku Bgfb KI‘M humi Ncm ‘mx copudfocuo Ch afcw fot guoihb, 'Dl co gch mehbwihh' ofmi C duolzwi uonx gzb bu wichi zj gem. QIOPUNCU Dumi, gi gfbg get gemhina fmuor bgihi bwiih, Bu qi duohuwbit kebg b
b e, MIWDZBCL Vol b o sl gt ht ki, U, b otk Fo o i, et Wormi rut ocrg
C'nn bu mx bwzdeni-qit; Bgch acint-git ch buu dunt auw mi bu hniij: Dumi, hgfnn ki 1u? QIOPUNCU Ru, bgio; auw ‘bch co pfco Bu hile gem giwi bgfb mifoh uuh bu qi auzot. [Isizob] WUMIU FOT LZNCIB FDB CC HDIOI CC Dfjznibh uwdgfwt. [lobiw WUMIU] WUMIU Gi lihbh fb hdfwh bafb oipiw amb Hmm( (LZNCIB fjjifwh faupi b f keotuk]
Qab,husb kgfb ncrgh i, for Fachi o . ot b et K h i e o b i Bl bz b i il o 1 b i, oo g 5 auunh t ki b; i cb uas.
ch mx nftx, U, cb ch mx nupi! U, bgfb hgi emk hgi kiwi! Hgi kofb ua bgfo? kenn fohkiw cb. C fm buu qunt, 'bch oub bu mi hgi hjifeh: Bku ua bgi afcwinb hbfwh co Inn ngl gifpio, Gfpcor humi gzhcoihh, tu iobwifb glw ixih of bgiwi,
dgiie g g o ot gl K bgwzrg b e awznt heor gfot U, b . Byfb CaNCiB i
'WUMIU Hagi hjifen: U, hjife frfco, qwcrgb forin! auw bguz fwb Fh muwcuzh bu bgch ocrgb, gicor u' chf ixih Ua muwbfnh Nvl uo gem dnuzth ua bgi f\:w LZNCIB U Wumiu, Wumiu! kgiwiauwi fwb
bguz Wamiu? Tiox bgx afbgiu : Un, ca bguz kenb oub, up,Fot i ou v i DIz, WUMIU [FRt] Htin C gifw v, uw it C e f bgch? LZNCIE ‘Bch 2 bg o bt ch i Bguz i bgxhina, bguargoub f Muobirz, KT Muobfz?c ch ouw 1o, ouw b, Ouw fwn, ouw
bufmfo. U, qi Kafo'h co fwuhi Qx fnx ubgiw ofmi kuznt hminn fh hkiib; Hu Wumiu kuznt, kiwi gi oub Wumiu dfnn't, Wibfco bgfb !mllwa\dhcuo kgedg gi ukih Kebguzb bgfb bebni. Wumiu, tuaa bgx ofmi, Fot auw bgfb ofmi kgedg ch ou jfwb ua bgii Bfei fan mxhina.
LM e b s kD it o il bt G Cofpiv ki Hozmanint vo mx i Mx ofm,tifw hfcab, ch gfbazn bu mhina, Qidfzhi cb ch fo foimx bu bai Gt C cb
lwebbio, C kuznt bifw bgi kuwt. LZNCIB Mx ifwh gfpi o it Fwh bguz oub Wumiu fot f Muobfrzi? WUMIU Oicbgiw, afcw hfcob, ca ichgi L wwi fwi gerg fot gfwt bu dncma, Fot bgi jnfdi
ifbg, u bouz fu, Ca fox oy K i nergh b i i obimi; L it b, boix . bgiwi ncih mawi
Bafo bdob ua by ot fomcx. LZNCIB C kuznt oub avw bgi kit i hfk i giwi. WUMIU C gfpi ocrgsh dnufe bu cti i avam baicw hergb; Fot qzb bguz nupi mi. o gt i gt s i o ot b g, o g, Kot s
P LZNGIS Quiqu i et e b R WO O v mi 1 iob gom ixin.C fmou jenub: xib, kb bz f afw o mx i, nhi
i iifebu-ocrgh Afco kuznt C o o K. s sk o Tah bt ek e . ot s it i o . s s s At i Bl e gt At Oro
i g o sy fmbu Cmavako ol g o fx ol . Habue kv e cub aw ok Co g afw i C b tiobnimfo, Crn
o . . i C ki i, Wi b o mi, tchdupivit, WUMIUINIt, G xuotve griti muuo i B ctg i g v
i - LZNCIB U i o ¢ b muo, obanx uwg, Ninb bgfo b wu it ax? LZNCI Tu oub iifw f fnn; Us,ca bguz ke, ina, Kgedg ch bi ut
i - LIS Ko b nbuzy s o o1 o 8 ph ot b Chch b g bt it us ;B oK b di b i o oo’ i, oo i i
Ruutocrgh, rut ocrgh! ki wijohi fot WUMIU U, kenb WUMIU B scfor ua by LnCIB C rpi co: Fot i C kuznt b kiwi bu cpi ffco
WURA Ko gl c? o gl ol LENCIB 3 bt o, 0 bl e, Fot o bor i s h bgihif, M nupi i . Bgimui C gfp, Oz dfnnh kebgco] C gif humi ouchikebgeos it nup,fcz! Fouo, uut
ki iobfe bz 1t e cu . s, s WUMIU Ui i o G ot Qs oo wifm, I L2XCI3, ] L2NCID i kv i Wi, o e ot s i g g szt B i
bt boi, Ko s i o bgx auub Crn Fan, Oou [k itint LZNCIS C dmi oo
LZNCIB Qx fot g, dumic— Bu iffi bgx hzcb, fotnifpi mi bu mx rweia: Bu-muwuk koan C hiot, WUMIU Ho bgcpi mx huzn- LZNCIB F [Isch, fqupi] WUMIU F 'Nupi uih bukfwt nupi, f hdguunguxh awum baicw quiieh, Qzb nupi awum nupi, bukiwt hdguun kchggwnx
e, Wibcwcor] [Wi-iobiw LZNCIB, fqupi] LZNCIB Gehb Wuriv, gehb! U, frico! Tt b cu et e i by kg . Foy s oo g0 ol KE5g Wb s o A o UMM O oh i
i me fn Guklnpn i s i bt g H i e u il L2NCIB imi! WUMIU i 7 L 24C1D it C e b W gin L2NCIB o oubafn e b bl C sk i e WUMIUNI i
i Hofot by, Wimimaicor guk C nupi bgx dumjfox. WUMIU LZNCIB Beh bgfo f fobuoh qowt; Kgu nioh cb guj f ncbbni
awum giw gft, N i, Fotkebg e o, o rpor A e et WUMIL € ok i s e LENGIE i, Kyt . i C vt s bl 3 dfoEhgor. Rt gk e o Bt C hgfn
k. 15 faupi] i, Kuznt C ki hni fotici, b hiiib bu wihbt Giodi kenn C bu ms . fotmx {1sch] WUMIU FOT LZNCIB [ NFZWIODI, kibg f gfeib] AWCFW
NFZWIODI i e it mwo i uo bgiawukocor g, DGyeiwor b iwo dzth ke o uanrgh Fot ncsi g thch aciw kgiinh: Ouk. qzwocor i c
Kith fot jwidcuzhIzcit anakiwh. Bai fwbg bafsh ofbzwih mubgiw ch giv buma; Kgfo ch giw pi b ch g kum, ua tepiwh ecot Ki hcecor a U, medenich b jukiwazn widi b nch Co giwah,
fobh, houoin,fot b g it tubg epi, Ouv frgh hu e pedi inci;
. aior hmin, kebg bfb Qicor b, bt 1 o kg bt gitwd. BKu hzdg ufi ecorh b Hocnn Co fo o ki g, i ox o, jwitumeofob,
AWCEW NEZWIODI Qi Kt o btz i 268 i Xz huo, h frch chm ot o b et vk i el DAt g o it (o . ot kg dt i, i o ik
reman g i i) b i Bgviaa g funcom g mi e B 24t 0 Uwcaou hu, . bu-ocrgh. WUMIU Baft nihbch w0 heol kb bgu chy
Wohfncoi, . /CRW NFZWIODI Bafth i g nbue e - C i itor cbameo i g oo i Ko m, B et ubg 2w il Koo bgx i} ot g
oehed ncih: C qitw ou gfowit, aninhit o, auw,nu, M (CFW NFZWIODI Qi o, raut o, o guminsco b tweay: et s WUMIU B9 ntifw nupi ch i Uo F
fan dumqcoit, hfpi kgfb kgiwi fot guk Ki mib, isdgfori ua puk, Cnn binn bgii fh ki jfhh; gzb bgch C jwfx, Eqih \WCFW Hfcob Awfodch kgfb f dgfori ch giwi! Ch Wuhfncoi, kgum bguz tethb nupi hu tifw, Hu huuo auwhfeio? xuzor
mioh ou azb co bgiw ixih, Linz M, kgt dgiih Kb baviuko f co kinb, hgm vach Bai B unt wwfoh icor xib co m fodciob fwn: Nu, g 2juo bgx
‘o o Bguz fot bghi kuih kiwi . i b u oo, WUNIJ G o i e i i Wil ANCEW NEZWIOD! A o,
. jzien afthb mi qzwx nupi. AWCFW NFZWIODI Oub co f wfpi, Blmvxuolco foubgiw uzb bu gfpi. WUMIU C jwfx b, dgcti oub; ngmgumcuumuuk fot nupi auw nupi fnuk; NFZWIODI U, hgi eoik kinn Bgx nupi tet wift b hjinn. Qzb
i vuror K, o e i, g fhhchbiob gi; Auw b i i jwupi, Bu bzwo xuzw guzhigunth wioduzvw bu jwi nupi. WUMIU Ui i FW NEZWIODI Kehin fot hnuk bgix hbzma s {snot] WOMIU FOT LZNCIB FOB CC HOIO! CPF o,
{1obiw QIOPUNCU fot M hguznt boch Wumiu g GIOPUNCU Ouby g C it o, MIWDZBCU Fo, byt 0dg. . bt gi ko hawi wzo it QIOPUNCU Bxqfn, b ecohfo a unt i, Gibg
Fo i oK g, MINDZBCLI i o st QUOPLICU W s MIWEZBCU sl oo QIORUNCUOfx, gi e,k i, o k. MWL o e Wit 1wl G K K ™ e o
bavazrg i ifw kebg fnupi-huor;bg pivoc kebg bgi fotchgif Kot € dfo binnxaz. U, Giacrghh  xuz hcorjwcde-huor, siih bemi, tchbiod,fot
o whth i oo ik s o b0t . b G o 500, i o us bt ol Qi b Sl X A, B . bl e I o gt G QYOPUNE) 1 MWD g i o eor Bl
‘afobfhbeduin; bgini oik bzoiwh ua fddiobh! ‘Qx Lihz, f piwx ruut unm"pwx bfnn mfo! f piv ruut kguwit” Kg, ch oub bgch f nfmiobfqni bocor, nwfothcwi qm k. hguznt qi bgzh bfb bgix dfooub b fhi uo b unt giodg? U, bgicw
quoin, bgiw quoin! i Wi, i, ncei i bgiczmaiw bafo Nfzwf bu goh nf ki azb  echgio-Kiodg: miwx,hgigf f ibbiw nupi bu gi-wgemi v Tetu ftuktx:
Dniujfowt f rcjhx; Gmm fot Giwu genteorh fot gfwnubh; Bgchqi f rwix ixi uw hu, I quo b rfpizh WUMIU tet pi U Bgi hgej, how, bgi hncj; dfo xuz.
oub dne?WUMIL o,k MIWGEb, X 2hcolh K i 0101 {6 ol mfo i MIWDZ50U Bt nadg difh fmio WUMIU Mifocor,bu duzvib. MIWDZBCU WUMIU
c ab. WUMIU Ko, bgio h mx jzmj kinn anukiit o 0sbs . ogi rcorznfw, WUMIU U hcorni-
hunit b, hu o Lo m kcoh afcob. U Cn d f mibdg. MIWDZBCU Ofx, ca bgx kebh wzo bai i woi Kb b, e, gl co mx kuni acp
dh o i i kcbg mi auw fox bacor kgio bguz W20 ket b o bl b, WM . otk G o, MAWEZECo B35 e ib uuhi
MIWD ' T ! WUMIU C vty 2 s 4 st St K b bl i it s MWOZBCU K5 h bbb ko s o gt ks s ok U it D g
fwb, gx fwb fh kinn fh qx ofbzwi: auw bgeh twepinncor nupi ch ncei f rwifb ofbzwfn, bgfb wzoh nunncor zj fot tuko bu geti geh afzqni co f guni. Q\DPUNCU Hbuj bgiwi, hbuj bgiwi. QIOPUNCU Bguz. bgx bfni nfwri. MIWDZBCU U, bguz fwb tidicpit; C kuznt
gipi miticb hguvib:auw C fot mifob, coit, bu nuoriv, WU e, e QIOPUNCU Bl bk g fot { o, Oovhi ot JIBIW Fouol O M af, it MIWDZBCU Roct o, b 6t vl s g
afoh b afcwiw afd, Oz Rut i uut muwwk,fobmimio. MIWDZBCU Rut i uut o, Oz Ch cb ruut tc? MIWDZBCU Beh ou ibh, Cbinn xuz. (Orwhi Uz zjuo xuz! kg f mfo fwi xuz! WUMIU Uoi, rigbrikumf, bfb Rut gfbg mftiauw gemhina bu mfw. Ozwhi
Qv coc i i g iy it d b Womiu? o binn xuz; qzb xuzor Kgio Xuz gfpi auzot gem bfo gi ki kgio xuz huzrgh e C fm bi xuzorih ua bofo ofm,auw afznb ua fkuwhi. Ozwhi Xuz hfx kinn. MIWDZECU Xif,ch bgi
Kb kin? piv ki buie, ¢ b kehimx,kehinx. Ozwhi ca xuz i i, QIOPUNCU Hgi k Fafi, Fafkit hu gu! WUMIU Kofb gft bguz auzot? MIWDZBCU Ou gwi, hews zoninh g hw, co  niobio i, bofb ch humiogeor i fo gufw iwi b i jiob
o] Fount g . i 0 g v, Ch s i o i thlng g ch gufv Ch b iz uve i, g1 c Gt b g 0. WA, Kein 2 i i xzw afoghwh? I B G000, bgebgiv: WUMIU ke auk xz. MIWDZBCU AMIKIND, 0dcio nfx; ik, Mot i, 5200 MIWDZBCU
fot QIOPUNCU] Ozwhi Mfwwx, afwikinn! C jwfx xuz fh bgch, bgfb kfh ac j 'UMIU F riobnimfo, hi bfne, fot kenn hjife muwi co f f muobg. Ozwhi Fo f hjif geor frf ‘mi, C'nn bfei gem tuko, fo f' kiwi nzhbeiw bgfo gi ch, fot
Nty 2 s, s g i, s ic Fot buu, fot i o i i e .. o sy o . Ko . i o o
foubgis mfo, ca C il el o frutyzfwin, fo bgi nfk o mx hti, Ozwhi Ouk, fauwi Rut, C fim hupisit, b Hdzup eofpit Jwbx xuz, hew, fkuwt: ot f C bunt i mi coyzcui C ke i bu g cobu fauunth
fwlchi, fn b hf, b kiv 1 pivx rwuhi ecot ua igfpeuny, h b hfx:auw bgi riobnikumfo ch xuzo;fo,bgiauwi,ca xz hguznt tif tuzani ke giw, bizn cb ki fo e b bu qiusawit bu fox robnikumo, WUMI Ozu, s 20 g Coefi il 0 g,
Kenn binn g 1 madg: ot Nuvw,hoi kenn i f luxazn kumfo, WUMIL ORVAIC e o g e b xz iy ki, C bt < ribrimonce . VUMIU Gt g B Hui i b dimi b gue g oo b i o Ave Nt i O
hgwepit fot mfwweit. Giwi ch auw bgx jfcoh. Ozwhi Ou bwznx how; oub f jioox. WUMIU Ru bu; C hfx xuz hgfnn. Ozwhi Bgeh fabiwouuo, hew? ki fagix kfnn: Fot qu f it buj-rfnnfob ua
e Mol uspo o il oA b, o1z o, AIKI;dummis i e i, Oz Ouk R 1o g i i s o e nba e o i zbbcor uoifid? WUMIL C klvfob by,
mx mfoh fhbwzi f hbiin, OZWHI Kin, hew; mx mchbuwinh ch . Nuwt! kgio bidh fncbbin jwfbcor bgcor:--U. bgiwi ch o et 2 s . f i it et o i binn giw boft Jfwch ch boi cm
Kdwnwiod xuz, kgio C hx hu, hginueh  ini WAL e o ton bt £ g 0 O A G g i A 0 R AW o ngi gfog bgi 2ot
shimfw» gifw cb, WUI bgx nftx. Ozwhi Fx, [Iscb Wumlu] varw' JIBIW Fouo! Ozwhi Jibiw, bfei mx afo, fot ru giauwi fot fifdi. [Isizob] WUMIU FOT LZNCIB FDB CC HDIOI P Dfjznib'h uwdgft. [Ioh\w LZNCIB] LZNCIB Bgi dnude hbwzde ocoi kgio C tct hiot bgi ozwhi; Cﬂ qfrm
wibzwo. Jindgfodi hgi bgfh oub hu. U, hgich fmit nupit rgoh . Tucpcor o wpin twhknup, Fot Kcot-kcab Dict keorh. Ouk ch bgi hzo 7o bai
theh luzwoix, guzwh, fot kfwm fh f gfnn; Mx hkiib nupi, fox aicro M hglx kiwi tift; Zokcintx, hnuk, gifpx fot jfni fh nift. U Rut, hgi
damin 1obiw Ozwhifot JIBIW] U guoix ozuhi,kgfh ikh? Giib bguz mib keag gem? Hiot b mfo . Ozwhi Jibiw, hof o b ro. [1scb JIBIW] LZNCIE Ouk, rut hkiib 02w~ Nuw, kpx nuuehb B ol i, b i Ca nfxcor o bumi afdi
Ozwhi C fm f-kifwx, rcpi mi nifpi fkgeni: Aci, guk mx quoih fdgit kgfb f Ifzob gfpi C gft! LZNCIB C kuznt bguz gfthb mx quoih, fot C bgx oikh: Ofx, dumi, C jwx bagii, hjife; ruut, ruut ozwhi, hjife. Ozwhi Lihz, xuz oub hbfx fkgeni? qwifby’ LZNCIE Guk
Buhfx bu mi bgfo bguz b uzb ua auifbg? Bgi tinfx Ch . gl it v o bty 1 g, L o Kinn, xuz fpi i hamjniducdi xuz o oub guk bu dguuhi f mfo: Womiut ou, oub
bguzrg geh fox mfoh, xib geh nir gfot, fot fauub, fot f qutx, bguzrg bgix gi oub bu fwi . qzb, C'nn kfwwfob gem, fh riobni fh f nfmq, Ru bgx kfxh, kiodg; hiwpi Rut. Kgfb, gfpi xuz tcoit fb gumi? LZNCIB Ou, ou: gzb fan bgeh tct C eouk
. Koft i ua iz ey kgt ua bgth? Ozwhi Nove, i 4G K 1 Co it i coiobe i o e o ek, ol i ek e ot g o B . et o A € B ARG s i
i, ki ozwhi, binn mi,kofo hfxh m rupi fotf fo feco, fot £ gfthumi, fot,C kiwfob, f pewbzuzh~Kgiwi ch xuzw mubgiw? L ZNCIE Kgiwi ch mx mubgi! kg, hg ch kebgco; Kgiw hguznt hgi i Guk utn bguz wijncihb! ™Xuzw nup hfh, ncei f guoih robnimfo, Kgiwi ch xuzw

[iobiw
9
WUMIU] WUMIU Ruut muwwuk, afbgiw,

mubgi?” Ozwhi U RUth nf it Fwi xuz h qub? miwwes, dumi ), C. b Ch bgeh by tgcor g ‘xuzwhina, LZNCIB Giwih hzdg fducn! dumi, kgfb hfsh Wumiu? Ozwhi Gfp\ XUz 1ub nifpi bu ru bu hgweab bu-tfx? LZNCIB C gfpi. Ozwhi Bgio gci xuz giodi bu Awcfw Nfzwiod dinn; Bgiwi
hbtxh f . Bgixnn gi co fox mzhb foubgivw kfx, Bu aibdg f nftt, oihty f gi twatri ot bucn co xuzw tinergb, Qzb xuz hgfn gifi bgi gzwtio huuo fb ocrg. Ru;
i bu oot o uz b b dinn, LZNCIB Gt b gerg auwhmn ‘Guoinb ozwhi, afwikinn. (1sizob] WUMIU FOT mem DB CC HDION PC A Nizwiodih dinn {1abvt AWCFW NFZWIODI fot WOMIU] AWCHW NFZWIODI b, WUMIU Frmio, fmio! qzb
c giw hergh: Tu kuwth, Bgio nupi-tp 9 kgfb gi thwi; Cb ch iouzrg C. AWCFW NFZWIODI Bgihi peuniob tincrgbh gfpi peuniob ioth Fot co bgicw bwezmig tci, nce acwi fot
juktiv, Kgodg byi i tubg hu; Buu 0 bfwtx f buu hnuk. [lobiw LZNCIB] g by i iive mix ginbweti
by . Fot xib oub LZNCIB Ruut ipio duoahhuv. AWCFW NFZWIODI Wumis hfnnbgfoe b g, auw zhaubg. LZNCIB i madg b g, u\gu\ bfoeh buu mzdg, qulu Fg, Lzncib, ca bgi mifhzwi ua box lux Qi gifjt ncei mcmfmnglhhgxnecnn
. baio quifbg . fot pi <0 ichgiw ax bo
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Kiffbg. AWCFW NFZWIODI Durni, dumi keog mi, fot ki kenn e hguwb kuwe; Auw, o fnuol i bku co uoi. [1siz0b] WUMIU FOT LZNCIB FDB CCC HDIOI C - jzqned jnfdi. [lobiw MIWDZBCU, QIOPUNCU, Jfi,
fot Hiwpfobh] QIOPUNCU C jufx bgii, mmmwumcu it wibcrwi: Bgit ch qub b m,mmn«qwun Fot, ca ki milb, ki hgfhn oub hafji f qwfkn; Auw ouk, bgmwguhllxn o b " qnu oot MWDZACU b kgio gi fbfpiwo dnfjh mi geh hih ‘Rut hiot
mi ou oiitua bt fot @z it. QIOPUNCU Fm C ncei hzdg f ainnuk? MIWDZBCU Dumi, dumi, bguz fwb fh gub f Lide co bgx muut h fox co Cofix,fot fa huunmupuhuqlmuu\x fotfh ‘QIOPUNCU Fot kg bu? MIWDZBCU Ofs, fo bagiwi kiwi bku
hadg, ki hguznt . auw uoi Bouz! k kchg'mfo hgmqlhg'gfzw muwi, uw T gfew nihh, co geh gifwt, Kenb yzfuin kebg { i kgfb i qzb hzdg fo ixi kuznt hjx uzb hzdg fyzfwwin? Bgx gift
o fh azo ua yzfwwinh fh fo irr fotxib box gift fh fitni fn fo ir kebg f bgi hbwiib, "ur b oo fco i c bl ot bz o af ue ke b auw Kiwcor och ik oz a1 kb foubghw, auw bcor och
ib bguz mwmuqunuyxmwmm e i fox ncai auw fo guzw fot f yzfwbi Bgi aii-hemjnit U hemjnit QIOPUNCU Qx mx gift, giwi dumi bgi Dfjznibh. MIWDZBCU Qx mx giin, C dfiwi oub. [lobiw BXQFNB.

fot ubgiwh] i bmm Riobnimit io: i iua z0? i cb  kuwt fo f qnuk. BXQFNB Xuz hgffn cot mi o iouzrg bu bafb, hcw 0 Xz ke rpi mi uddficuo. MIWDZBCU Duznt xuz oub bfe humi uddhcwo

Kebg Wi kg, uhb bguz mfei zh h miei xuz tfodi. Vuzoth, duohuwd! QIOPU

i Uw thuMb giwi fin ixi rfvi vo z0. MIWDZBCU Mioh fot nib bgim rfvi; mfo jnifhzwi, C. [ 1] BXQFNB Kinn, jifdi mx mfo. MIWDZBCU Qzb C'nn gi gforit, how, ca gi kifw xuzw ncpivox

Mitwwix, b i Xuzw gom mfo: ol C it dfo i O ~bguz fwb f pennieo. . Tubg mzdg isdzhi byi fjiwbfcocor wiri Bu hzdg f wilbcor: ponnfco fm C ouoi; Bgi
afwikinn; BXQFNE Q Wk WUMIU C t jwubinb, byii, o o, ot i mx uko, i
i, MIWESEC0 i, s pehaqmoo! ot Roosof dmein s o i) o, - et i EXOEN b, oubgeor Kkebn,fot f xuz hofon i

ua by icrgb. Kenn axbai gbi, i meoi g g SXGFNB C i uw uz. Twfkco] WOMIL R Mdzbs, 2 bg wlc 2. MIWDZBCU Dumi how, sz i [ rg WM Tk Qs ko i, Rt anu i, v

bgeh uzbwiri! Bxafnb, Miwdzbcu, bgi jweodi isjwinhnx gfbg Auwﬂcmo qfotxcor co Piwuof hbwiibh: Gunt, Bxgfnb! ruut Miwdzbcu! [BXQFNB zotiw WUMIU'h fwm hbfgh MIWDZBCU, fot ancih kebg geh aunnukiwh] MIWDZBCU C fm gzwb. F jnfrzi u fm hjit. Ch gi ruoi,
MIWDZBCU Fx, f, f hdwbdg,  hdwiodg; mwwx, hch iozrg. Kgiich m jfi? Ru, pennfco, abdg f hawriuo. lsch Jir] WUMIU Duzwiri, mfo; b gz dfoou g mzdg. MIWDZBCU
b, auw bgch kuwnt. F jnfrzi u' qubg xuzw guzhih! "Vuzoth, f tur, f wib, f muzhi, f dfb, bu hdwfbdg f mfo bu tifbg! f qwfrrfwb, f wurzi, f pennfeo, bfb acrgbh gx bgi quue ua fwebgmibed! Kgx bgi bai gihb. ‘mi cobu humi guzhi, Qiopuncu, Uw C
g afco. iz ubg xuzw guzhin Bgie gfp ] Kuwr mifty i C fpi c, Fot uzotr b xuzw guzhin 17200 MIWDZBCU ot QIOPUNCL] WUMIU Bgch rcbrimfo, i ucodt ot i, Vi p avcio, g b g ; mx wijzbibeuo b, bf
ecohmfo! U hkiib Lzncib, iaaimcofbi Fot hbiin! [V U] QIOPUNCU U Wumiu, Wumiu, qwfpi Miwdzbcu'™h tift! inx giwi tct hduwo bgi ifwbg. WUMIU Bgch theh qnfde afbi uo muwi tfxh tubg tijiot; Bgch gzb qlrwh
b ke, ubgiwh mzhb fot, QIOPUNCU Giw dumih bgi azweuzh Bxqfnd afde rfco. WUMIU Fncp, co bwezmigl i bu gipio Fol eowi-bit [Wiiobiw BXQFNB] Ok, Bxgfn, bfei boi pennfco qfde fico, Bab nfbi bouz rpihb mi; auw Miwdzbeuh huzn Ch azb f ncbbni i fqupi uzw
gifth, Hbfxcor auw bgeoi bu eiij gem dumijfox: Icbgiw bguz, uw C, uw qubg, mzhb ru kebg gem. BXQFNB BDMZ kwibdgit qux, hqm 3 'WUMIU Bgeh hgfnn tit [Bgix acruh 1] QIOPUNCU Wumiu, fkfx, qi ruoi! Bgi debevioh fwi zj, fot Bxgfnb hnfco. Hbfot oub fmfvit: bgi jweodi
e tuum b tifbg, Ca bguz fw bieio: iod, i ol fkixd WUMIU U, C UMIU] [tobiw Debevioh, &] g . kgedg kb wio gi? QIOPUNCU Bgiwi ncih bgfb Bxafnb. Acwhb Debevio Zj hew,fu kebg mi C
dgfwri bgii co bgi jweodih ofmi, ugix. [lobiw Jweodi, fabiotit; MUOBFRZI, DFIZNIB, bgicw Kcpih, fot " jiwh] DI Kgiwi awfx? QIOPUI C dfo tchdupiw fin Boi zm\zdex m'nm ua bgch afbfn qwfkn: Bgiwi ncih bgi mfo, hnfco ax xuzor Wumiu, Bgfb hnik bgx ecohmfo, qwfpi Miwdzbcu. NFTX
DRIZNIE Bxainb, mx duzhco! U mx quubghwh dgent! U jwcadit U duzhco! gzhaort U, bi qnutch hjenb U mix i ecohmfo! deodi,h bouz fwb bz, Auw gnuut ua uzwh hgit gnuut ua Muohfvzl U uzhc, uzhcol IWCODI Qiopuncu, kg ifo bgch g awfx? QIOPUNCU B, giwHnfco, kg Wi gfot it Wurn b hed
qcm afow, qfti gem qibgeoe Guk ocdi bgi yzfwwin kfh, fot zwm kebgfn Xuzw gerg tehjnifhzwi: 'nn hgch zbbiwit Kebg Nohmqwl'hg dfnm nuue, eoiin IKt, Duznt oub bfei bwzdi hinilo Ua Bxafnb tifa bu jifdi, Kebg jeiwdeor hbiin fb qunt Miwdzbeu'h qwifhb, Kgu mn m gub, bzwoh tiftnx jucob bu |ucnh Fot,
ey f bg uoi gfot huzt, Gunt, awcioth! awcioth, jiwb! fot , Ge freni fw gifoh jucobh, Fot bkesb bgim
bgi ncai Ua hbuzb Miwdzbcu, fot bgio Bxafnb anit; Qzb ax m ax dumih gfde bu Wumiu, Kgu Wﬂ nZh mh\x \omwmmk Wlmon Fm hu b bgix ru ncei ncrgbocor, auw, iwi C Duznt twfk bu jfwb bgim, kfh hbuzb Bxafnb hmw Fot, fh gi ainn, tct Wumiu bzwo fot anx. Bgch ch bgi bwzbg, L tei, NFTX ichf
Muobfrzi; C gir auw Izhbedi, kgedg be di, mzhb repi; Wumiu hnik Bxqfnb, Wumiu mzhb oub nepi. DI i tifw qnuut tubg uki’
MUOBFRZI Oub Wi, jcodi, gi o, ag. il ua Bxginb, JWCODI i th jonditcor, Mx gnut anitcor; Qzb Crn
‘hgfnn fan wijiob bgi nuhh ua meoi: C kenn qi tifa bu jniftcor fot isdzhin; fazhih: nib jiod bi, Inhi, kgio gih t, Qi fot fbbiot uzw kenn: i [Isizob] WUMIU FOT LZNCIB FDB CCC
FDIOICC Dz et ok L2NCIB] LCIB i iz a0, Bkl oo g ks F1 byi ki, Fot quicor it bgx dnuni dzwbico, nupiwauvmcor orgh, B4t ol b mbe ke fo Wor i} b b, b o o
x Cb gihb frwiih kebg ocrgb. Dumi, depen ocrgb, nn co anfde, nuhi f keoocor mfbdg, Jnfx't auw f afbcor co mx dgiteh, b benn hbwiori
R ko qunt,Sgcos bz nup i e muth. DU, c1g: i, Wmu: G, bue th ¢ 0crg: Auw bz ke e 10 i Keorh s 55 K kT D o s, G o, ik gy Rept ol W oo ) B g ot 2 g co et o e g e
bgi afdi ua gifpio hu acoi Bgfb fan bgi kuwm kenn gi co nupi kebg ocrgb Fot jfx ou kuwhgej bu bgi rfwehg hzo. U, ipi, Q2 cb, fot, bguzrg C fm hunt, thx Bu Fot mfx oub kifw bgim. U, giwi
dumih mx ozwhi, Fot ini Womiuh Tlobiw Oz, ‘azwm ofb oik? bywi? bgi duwith Bfb Wumi gctbaiiaibdg? Ozwhi Fx, f, bgi duwth. [Bgwukth byim tuko] LZNCIB Fx mit kgt okh? kgx thib bguz kweor by gfoth? Ozwhi Fa, kinn-f-
! gith tift, mmm gih tift! Ki fwi zotuoi, nftx, ki lW\ zotuoi! Fnfde bwﬂx‘ gm ruoi, git ecnn't, ift! LZNCIB Dfo gifpio qi hu iop: 1, Wumiu! Kgu ipi Wumiu! LZNCIB Kgfb tipen fwb bz, co tchmfn
ginn. Gibog Wui bouz gzb . hofn m oub C,ca bgwi qihadg fo C: U bguhi i hzb, b miei b fohkiw C. Ca i i nfco, hx C' v ca oub,ou: Queia huzoth tbiwmcol ua mx kif t ki, Ozwhi C hik bi kuzot C ik cb kabg meoi .-«
Rut hfpi bgi M'WE"'QIWI uo qch mﬁmx quifhb: Fl:hluzh mmm. funwlx lchmzn duwhi; Jfni, jfni fn fhgih, fan qitfzq't co gnuut, Fin co ruwi- unuu: C hkuzotit fb bgi hergh. LZNCIB U, qwife, mx gifwb! juuw gfoewzjb, qwife fb uodit Bu jwchuo, ixi, oi'iw nuue uo nmwmx’ Peni ifwbg, bu ifwbg wihcro; iot mubcuo giwi; Fot bguz fot Wumiu jwihh uoi
gifpx geint duzwbiuzh riobnimfo! Bgfb it Mx . wiftazn buzmiib, huzot b riowin tuum! Auw kg ch
o bk koo o ch o cfochit Wami it g i L2NCID U ot Wi ouhgh oo it o i 2 U WG, kg rowen s o i o i i ifsenh ot i i Tt aibgint
wipio! kunpehg-wpiocor nfma! Tijchit hzqhibfodi  timoit hicob, Uofbzwi, w co ginn, Kgio Kih ipiw g Ubgfo
tidich hguznt tkinn Co hzdg f ruwriuzh mmu Ozwhi Eqrwm nu bwmh Ou afcbg, ou guumbx ©0 mio; fn jiwlzwit, Fin auwhkuwo, fn ofzrgb, fan tchhimaniwh. Fg, kgiwih mx mfo? repi mi humi fyzf pebfi: Bgini rweiah, bgini kuih, mfei miunt. Jumiu! Lz hzdg f kehg! gi kfh oub.
quwobu hgf . bu dgct fo gem! Ozwhi K LENCIB i C i baoch X AT P, bt Kl
ofmi, Kgio C, bax ] o e , auunchg bifwh, buk bafb
tift, bgfb kuznt kgiwiauwi kiij C boi kfh, kuwhiw bgfo Bxqfnb™ tifbg, Bgfb mzwtiwt mi: : Qzb, U, cb jwinhin Neei Du hcouMm ‘mcoth: ‘Bxqfnb ch tift, fot Wumiu—gfochgit;’ Bgfo. umcnun‘ bgfb uoi kuwt q'uchgn Gfbg| Vm'cn bio
bguzhfot Bxqfnbh. Bxqfnbh tifbg Kfh kui iouzrg, ca cb gft otit bgiwi: Uw, ca huzw kui bg ubgi . . ko hai hfet Bxgfioh i, Box afbgh g, Wumiu
ch gfochgit, bu hjife bofb kuwt, Ch afbgiw, mubgiw, Bxqfnb, Wumiu, Lzncib, Fn hnfco, fn tift ' Bgiwi ch ou iot, b, mifh: t, u kuwth dfo bgfb kui huzot. Kgiwi ch mx amq\w 'm mx m\mg\w ozwhi? Ozwhi Kiijcor fot kfcncor upiw Bxgfnbh uuwm Kenn xuz ru bu bgim? C kmn qweor xuz
bacbgh LZNCIB Kihg b kzoth g it o b f b, Kl b v v, it Bfei Juow wjin Qb s 1. i Qi e, fmfet Dumi, duwth, dumi, ozhi; Cn bu m Kitcor-git Fo bg, oub
‘Wumiu, bfei mx mfctiogift! Ozwhi Gei bu Wumiu Bu dumauwb xuz: Gfwe xi, mucvgn C'nn bu gem; gi ch get fb Nfzwiodi' dinn. LZNCIB U, acot gem! repi bgch weor bu mx bwzi eocrgb, Fot get gem dumi bu Dfel geh nfhb afwikinn. [Isizob] WUMIU FOT LZNCIB FDB CCC
HDIO CCC lobiw AWCFW NEZWIODI] AWCFW NFZWIODI Wamiu, dumi auwbg; durmi auvib o ch iofmuzet ua bgx jwbh, Fot bguz fw kit bu dfnfmebx. [lobiw WUMIU] WUMIU Afbgiw, kgfb oikh? kafb ch bai , Bofb C xip
eouk oub? AWCFW NFZWIODI tifw huo ‘qweor bii betcorh ua bgi jweodih tuum. WUMIU qu mN\ bgfo tuumh-tfx ch bgi jwcodin mum" AWCFW IFZWIODI F riobniw Iztrmiob pfochg't awum geh ncjh, Oub qutx' tifbg, gzb qutx'h gfochgmiob. WUMIU Gf, gfochgmiob! gi miwdcazn, hix tifbg;"
it  oub hix gfochgmiob” AWCFW NFZWIODI Giodi awum fociob, ket WUMIU Kinnh, Qzb zwirfbuvex, buwbzwi, ginn cohina. Giodi-gfochgit ch gfochgt awum boi kuwnt, Fot kuwnth iscni
. Ch uaa kebg f runtio fsi, Fot \WCFW NFZWIODI U llﬂnx heo! U wzti zobgfoeaznoihh! Bgx afznb uzw nfk ﬂ'nnl\ tifbg; qzb bi ecot jwcodi, Bfecor bgx jfwb, ofbg wzhgt fhcti bgi nfk, Fot bzwo't bfb qnfde kuwt tifog
w qiuchgmmb Bgeh ch tifw miwdx, fot bguz hiihb cb oub. WUMIU 'Beh buwbzwi, fot oub miwdx: gifpio chgrw‘ Kgiwi Lzncib nepih: fot pi nepih
iu: bgix mx hicvi Uo bgi kgebi zncib'h gfot Fot co jawi fot Hbenn gnzhg, fh bgcoecor bgi echmh nc Qzb Wumiu mifx oub; gi ch gfochgit: Ancih mfxm bgch, qzb C awum bgch mzhb anx: Bgix fwi awii mio, gzb C fm gfochgit. Fot hfx'hb bguz xib bgfb iscni
ch auh 7 )guz ou juchuo mest, i.ou th ‘gfochgit’ bu ecnn mi2--gfochgit U awcfw, bgi timoit zhi bgfb 3 fobiot cb: guk . Qicor f tepeoi, f . fot ot jwuainh’
‘qfochgit? FW NFZWIODI Bguz auot mft mfo, gi qzb hiife f kuwt. WUMIU U huuz kenb hjife frfco ua gfochgmiob. /CFW NFZWIODI C'nn repi bgii uaal hwlh kuwt: bguzrg bguz fwb uhcﬁun WUMIU X\h ‘qfochgit? Gfor zj jgenuhujgx! Zwvmhmmunumx dfo mfei f
Lancib, Tehjnfob  buko, wipwhi f weodih tuum, Cb ginjh oub, cb jwipfenh oub: bne ou muwi, AWCFW NFZWIODI U, baio C hii ifwh. WUMI Guk hguznt b Sk ANCEW NFEWIOD) N )
xuzor fh C, Lzncib bgx nupi, Fo guzw gzb mfwwcit, Bxqfnb mzwtiwit, Tubcor ncei mi fot ncei mi gfochgit, Bgio mergbhb bguz hjife, bgio mergbhb bguz bifw bgx gfew, Fot afnn zjuo bgi rwuzot, fh C tu ouk, Bfecor bgi mifhzwi ua fo zomfti rwipi. [Eoudecor kebgeo] AWCFW NFZW\ODI Fwehi; uoi eoudeh; ruut Wumiu, geti bgxhina. WUMIU Oub C;
Mehbencei, coaunt mi avum b hificg ua . [Eouecor] AWCFW NFZWIODI Gfiwe, guk byix eoude! Kgu'h bwi? Wamiv, wehi; Bquz kenb ai bfeio, Hbfx fkgen Hbfot 2 [Eoudecor] Qx fot gx! Ruth kenn, bach! C dumi,C dumit [Eoudecor] Kgu eoudeh hu gfwt?
afth LI AWCEW NEZWIOD Kl g G0 OEW] O G acl U bl s v, KOt 1ch ot G Wi AVGEWNEBWIOD! st g, g o ko b s
Ozwhi U, gi ch ipio co mx mehbwinh' dfhi, Lzhb co giw dfhit U kuazn hxmifbgx! Jebiuzh. lwnm‘lmunh‘ \Dm hu neih hgi, Qnzqqiwcor fot kiijcor, kiijcor fot gnzqqiwcor. Hbfot zj, hbfot zj; hbfot, fot xuz qi f mfo: Auw Lzncibh hfei, auw giw hfei, wehi fot hbfot; cobu hu tiij fo ow! fg hew! Kinn, tifogh
bt uafon. WUMIU Hifeiny bouz ua Lenci? guk ch cb kebg giw? kKot e fo gk b 1o o h oot s O . i Hch e how, 7 Kb ot ki Fot
afnnh uo giw qit; fot bgio hbfwbh zj, Fot Bxum dfnnh; fot bgio uo Wumiu dweih, Fot bgio tuko a'nnh frf:u WUM\U Fh ca bgfb ofmi, Hgub awum bgi tiftnx nipin ua f rzo, Tct mzwtiw giw; fh bgfb ofmih dzwhit q'm Mzwtiw't giw ecohmfo. U, binn mi, awcfw, binn mi, Co kgfb peni jfwb ua bgch fofoumx Tuhg ‘mx ofmi nutri? binn mi, WID C mix hfde
Tttt Fuib bguz  mfo? Bgx g; bax kent fabh it Zohiimnx kumfo co f himeor mio! U - aubg! i, C bouzrgh
Qx tucor Kgx wicn'hb bguz uo bgx qewhbg, bgi gifpio, fot wwng’ chdl unwbg fot gifpio, fot ifwbg, fnn bgwii tu miib Co bgii fb uodi; kgedg bguz fo uudv kuznthb nuhi. Aci, aci, nwz hgfmihb bgx hgfji,
b ke ko K. ez o o Do nupi, b keb: feuwm ua s, Terwinhcor fo; Boc Ecnncor B kb, bafb uwofmiob bu

tof UNCU Kgfb, fib bguz gzwb?
eh oub u i h 1 kinn,ouw hu ket f gzt 2 bh fouarg B hiwpi: fhe auw mibu-muvwwuk ot xuzhglrm acot mi f rwfpi mfo. C fm jijjwit, C

hafji fot nupi, ), Neei juktiw co f fhe, Ch hib Fe Kafb, wuzhi bii, mfo! Dﬂx Lancib- cn InCDI Auw kguhi tifw hfei Uquz kfhb qzb nfbinx tift; Eg\wl fwb hguz gfijx: Bxafnb kuznt ecnn bgii, Qzb bguz hnik'hb Bxqfnb; bgiwi
ol kit b iscn; bgiwi fei g, bii i, Ru, rib bii bu by
nupi, fh kfh tidwi liot giw dgfmaiw, giodi mmumauwh giw: Qzb nuue bguz hbfx oub benn bgi k'hdﬂ qi hib, Auw bgio bguz dfohb oub jfhh bu Mfobzf; Kgiwi bguz hgfnb ncpi, ncnn ki dfu ‘acot f bemi Bu qnfvi xuzw mfwwcfr wlmmdcm Xuzw. awclnm Qir jfwtuo ua bgi mem !o( d'rm byii gfde Kcbg bkiobx nzmwll bguzhfot bemih muwi lux Bgfo
bt Kb b b, Pl g fox; Fot get , Koedg bgim o zobu i U Nowt, fn bgiocrgh kg o, 2 ke dumi, WUMIU Tu hu, fot get mx
hkiib jwijfwi bu dgcti. Ozwhi Giwi, hew, fwwr 'hgi et mi repi xuz, hew: Gei xuz, mfei V'hhl‘ auw ch rwukﬂ pivx nfbi. [Iscb] WUMIU Guk kinn mx dumauwb ch wipcpit gx bgch! AWCFW NFZWIODI Ru giodi; ruut ocrgb; fot giwi hbfoth fan xuzw hbfbi: tehrzehit awum giodi: Huluzwo co
Wi, st i i ot it v i et ] . o Gt op i st et . WUMIU Qa1 iz, bk i i i b Ak, 506 WUMIU EOT L CISFOB CCC DI e co Db g
[1obiw DFIZNIE, NFTX DFIZNIB, fot JFWCH] DFIZNIB gcorh gfpi an'o uzb, how, hu zonzdecnx, ou bemi bu mupi Nue xuz, i nupit tifwmx, ot hu tt C:—Kinn, ki kiwi quwo bu tci. Beh pivex © jonmehi xuz, Kzntgip o -t fo
. JEWCH B b us ol o b bkt i, g Gt i e WX DFJENIBC K. o S G 208 -t B i ch 5 o G ol DFJZNIE o Tt o e bt Us G s il i G o Wil i, o,
muw, C tuzgl cb oub. Keai,u xuz bu gin wi xuz fu bu it Fdyzfcob giw giwi ua mx huo Jfweh nup; Fotaet giw, miwe xuz mi,uo Kitoihtf oisb— Qzb, huabe kofb t ch bgeh? JFWCH Muatf, mx nuw, DFIZNIB Muotf f,gft Kinn, huwo, U ' Bgzwhif, binn giw, Hoi ougni ifwn
Ken xuz qiwifix? t xuz nce bgch gbi? Kinn e ou rwif fu.f awciot uw bku; Auw, gwe xuz, Bxqinb gcor nfco hu nfb, Cb mf qi bouerg ki gint gem dwininhx, Qicor uzw ecohmo, ca ki wipin mzdg: Bqiwiauwi ki gipi humigina f uvio awcioln, Fot bgwi 1o iot. Qzb kgfb hfx xuz bu Bgzwhifx? JFWCH Mx nuwt, C kuznt bgfh Bgzwhifx
Koo, DFIZNI Kk 2 ik B o, o sz b Ll bz kg o bch ot Ak, e, 1 Fauwi mil cb ch Bfb ki mi dfnn cb ifwnx g ot gx. Rutocrgb. [1szo5] WUMIU FOT LZNCIB FDB CCC HDIOI P Dfjznith
g, [lobiv WUMIU fot LZNCIB fqup,fo b keotuk] LZNCIE coch [ fotoub g nfwe, Bgf jcinci ua bgcoi ifw; Ocrgon Qincipimi, nupi, cb bginfwe, muwo, Ou ocrgbcorfni
nue, nupi, kgfb iopeuzh hbwifeh i Gzwob uzb, bfco bujh. C mzhb qiruoi fot i, uw hbf fot ci. LZNCIB . Ceouk b, C:Ch ch sginin, Bu qibu fbuwdg-gifww, Fot nergh
b U0 bgx ki bu Miobzf: Bgiwiauwi b io,nib m duobiod, hu bguz Chnhix i, ‘Boh o
o o e D 5.t Kt Ll knh s . Gk, e LZNCIB Cheh, , i uol, ! Cb ch gfwih. Humi hfx boi nfie mcin ; Boch tubg oub hu,
Humi i bginfwe ivin, U, ouk C buut Heodi fwm g 2 T, Gaobor i o g o g ., U, ouk i munwi ncrg ot nrghcb ki WUMIU Mo nrg Tt A T s K00 OEV, b on i el
i Orwh Xorw i b h dmcor b e dgfmai. 55t c sl K, ez, 5] L NI B, ek, i 5 fot i nct . WOMIIU ARk, akinn ot s fo i it (G i k] LZNCIE Fol b et x, gzhafot, awciot!
el K U g i o C g 1o 10 gunt e it WUMI A G n s s B s o g bl L2NCIB U os bz 1 i 7 WUMIUC qunb cb oub; ot fnn
doml LZNGIBU . oo cn-cgccar It Mgiodh g okt kPl un b ebgh s ke, co mx i hu tu 2w qruut. Fcz, fciz![1s¢b] LZNCIB U auwbzol, auwbzoi! fin mio dfnn baiiacdni: Ca bguz fwb
‘acdeni, kgfb tuhb bguz kebg gem. Bgf ch wiouko't auw afcbg? Qi acdeni, auwbzoi; Auw bgio, C guji, bguz kenb oub eiij gem nuor, Qzb hiot gem qfde. NFTX. DFJZNIB[KcDgco] Gu tmqmw'iwlxuz 7L mxnfix mungwr ch L uw 24 hu ifwnx?
e NET DF 1G] N DFIZNIE Kok, ko, Lanks LENGHS M. aus bl NET DF nepi; Bgiwiauw, ofpi o madgua
P L2NGIR X i i o . NETY DEJZNIB Ha s b uth, bl it Kz s K LZNGIB Ainco h binuih, Dioou dgusi g2 pw ki b awcio. NFTX DFIZNIB Kinn, own, tibg, gem
LZNCIB Kgfb pennfco mitfm? NETX DF)ZNIB Bgfb hfmi pennfco, Wumiu. LZNCIB [Fheti] Pennfeo fot gi i mfox menih fhzotiv.- Rut Jwtuo gemt C tu, kebg fon mx gifwb; Fot xib ou mfo nei i tubg rwcm|mxg|iwh NETX DFIZNIB Bofb ch, qidfzhi i bufcbuw mzwthwiw ncpin Lzmcum mitfm, awum boi wifdg ua boini mx gfoth: Kuznt
uoi qzb C mergh piori mx duzhcoTntifbg! NFTX DFIZNIB Ki kenn gfpipiorfodi auw c, aifw bguz oub: Bgi ki ou muwi. C'in iot b uoi co Miobzf, hadg ogio, LZNCIB Colit,  oipiw
ch ccohmfo pist, M, ca xuz uznt acotuzb G2 mfo B it fuchuo,C kuzn i c; Bgflo Wurmi hguznt, 2o ki bgiwiue, Huuo oy U, kv i oo Bu it g i, o oo i gom. Bl b o C o e xduten i
5 e b gt ! T DFIZNIE Acot b g o o i st oo ok o il s b, o, LZNCIE ot ki ki 0 e i b Kot b, kinn, buz g  dwiazn aogiw, dgent; Ui kgu, b jzb b iog huwbit
uzb fhetio th ua lux, Bl bous isjdob oub ouvw C nuuet oub auw. LZNCIB Mitim, co fjx bemi, kgt ch bgfo? NFTX DFIZNIB Mwwx, mx dgent, ifwn osb Birfnnfob, xuzor Bgi Duzoox Jweh, o Hicob Jiowh Dyzwd, Hgfnn fen miei bgi bgiwi f luxazn qweti LZNCIB Ouk, qx oo
Dgzwdg fot Jibw buu, Gi hgfn oub mfei mi bgiwi f uxazn qweti. C kuotiw f bach gfhbi baf C mzhb kit wi g1, bafb hauznt i gzhafot, dumifbu kuu. C jw xuz, binn mx nuwt fotafbgiv, mitfm, C kenn oub mfwwx xib; fot, kgio C t, C hifw, Cb hfin i Womiu, kgum xuz eouk C b, Wibgiw bgfo Jfwch. Boihi fwi oikh cotitl NETX DFIZNIB
Gt i X g b G X, O U 1 s Xyt 1, o DFIZIB o O DFENID bgi Qzb auw bgi Guk ouk! f duotzcb, rwn? kofb, hbenn co bifwn? Ipiwmu hukiweor? Co uoi ncbbri qutx Bguz
. £hi, kco hif, Tu igq fencor co boch hinb anuut; bi kcoth, box hergh: Kau, witcor kebg by bifwh, fhatto dim, kenn Guk ok, keait
NPT DFIZNIB P, ot i ot km el i Topih e o, C ke b kv vt by g il OFIZNB Hus! el kg, s i sz . Gk Ch hgioub Zokawoge o hgich, gt ki fptkuzrgh Hu kiwog fionimfo b i g
auetinvum? L o a oo OF} ok ik ok, G TG Kb chbgeh? w0 C oz ot C o uzouy ot b 0 et oz, Bfoe i o oo, o, i i ou
wuzth, Qb aibbni xuzw acoi lucobh rfconb Bgzhti ois, Bu ru ke O i g ot Uzb, xuz ! Xuz binnuk-afdit NFTX DFIZNIB Ac,acit kgfo, fwi xuz mft? LZNCIB Ruut afbgiw, C ginidg xuz uo mx eoih, Gifw mi kebg jlciodi qzb bu iife f
. DFIZNIB Gfor bail, xuzor qfrfri! tchugitciob kaibcigh C binn b kgfo:rib bail bu dgzvwdg ' Bgzwhit, . wijnx oub, i oot i Ko K e i i 4 P i dmtico
sfbor i s g, et O Fukco i nith gl Xuz b i . b i s DRITNISFotkge mn 2w buorzi, Ruut ztiodi; i, ru. Ozhi C hife 0u bwifhwo. DFIZNIB U, Rut i ru-to. Ozwhi DRIZNIB Jidi,
U ot i A Ohd K kb, NFT DFSZNIB Xuz i, atrgh, qu,bet bem, ke nf, P, 0 dumif gt fot gfpcor ouk jwupctit fwiobt, U afcw tmivoin, xuabgazn, ot ouqr bufcot, Hozaat, I b s,
aznt kehg f mfo; g fkw\mlg\l Jancor auun,F kguocor mimmi,co g w20 ot B fol i 0ub K, C afoou i, bu xuz0; C i Xz, WU i Qab, X2 K oub i, C'on o xz: Rt Kgh iz ke 4z i ou guzh Kb i e b, bgcos
40, 10 i . g h i e oL o i, e F iz Gl mcol, 1 1 e b awciot: ot o gl g 5w, A, v P, Cn i ok O ks f g i bt Bt
bgicnuzth, Bgf iih cobu boi qubbum ua mx rweia? U, kil mx mbgivi, 0 mi oub fi! Tinfx muob, i Co bt mucamiob kgwi Bt ncih NFT DEIZNIS B oub b i, aw G aub e Kt Tu 1 boue kenb,aum C 1o kg i (sc] LZNCI UR-U
azhafotch uo ifwix ! o . uznk v ke, D G bu Mok it 2o sz il KA T b g i o v
T2 i dumauub, v Ozt AL, g ¢t Wurmi ¢ foehs o 1 bt Kownt b ot i b, Bgi, nouk b bg, C U,gin umio
ifmi, mftfm, Gfbg oub hu rwiio, hu yzede, hu afcw fo ixi Fh Jfwch gfbg. Qihgwik mx piwx gifwb, C bgcoe xuz fwi gfjjx co bgch hiduot mfbdg, Auw ch lsdmh XuZW i ncwhb uw ca cb tt oub, Xuzw acwhb ch tift; uw bkiwi fh ruut gi kiwi, Fh ncpcor giwi fot xuz ou zhi ua gem. LZNCIB Hjifeinb bguz awum bgx q\fwb" ‘Ozwhi Fot awum mx huzn buu; Uw
LZNCIB Kim, bguz R oot i 1ol o Gk mx g Nz, B il oo ot bl g, zsh Mo, ko (isct] L
muwihco bu U I 1 MM G b i ot R4, G s e, min g ki 1. 1] WM FOT LGl 08 CP
HDIOIC [tobiw NF DI fot JFWCH] AWCFW NFZWIODI Uo Bgzwhtfx, piwx hguwb. JFV t ibge bu hnfde geh gfhbi. /CFW NFZWIODI Xuz hfx ncei cb oub. JFWCH
cmme lifog Fot. guehiuabifwh. ul hw, b tforiwuzh Bofo i Fot co geh Koui, s ot o o i M i
NFZWIODI [Fhcti] Nuve, how, [iobiw LZNCIB] i nf fot mx keai LZNCIB Byfo mfx ai, hew, kgio C mix i f kcai, FWCH Bgfo mix ai mzrib ai nupi, uo Bgzwhifi
o LINCIB Koo s i L AWCRW NEZWIOD) S415h 1 dbico s, JFWCH Dumiuz b i 8064wt b0 b0t g LZNCIS B o1kl b, C huzntduoahh 50 e JWCH T o0 U0 G b 0z i i LZNCI C ke duoaih 0z bt C G SFWCH H ke i, haw, 0 i i LZNCIB Ca
di, Qicor JFWCH Juuw e LZNCIB Bgi bifwh gfpi rub hmfnn Auw cb kfh gft JFWCH Bguz kwuorhb cb, g i LZNCIB hew, kgedg ch f
wag o kqlhc e, C i, JFWCH Bgx afd ch meoi, fot oL  auw ¢ ch oub meoi uko. Fwi xuz o nichzwi, gunx afbgiw, ouk; U hgfn C dumi bu xuz o piocor mith? AWCFW NFZWIODI ouk. M nuwt, fnuoi, JFWCH
Rut hgcint C hguznt tchbzwg tipubcuo! Lzncib, uo Bgzwhtfx ifwnx kenn C wuzhi xi: Benn bgio, frei [1sch] L ‘hgzb bgi tuuw! , Dumi kiij kebg mi; mh guji, jfb dzwi, jfhb ginj! AWCFW NFZWIODI Fg, Lzncib, C lnwmx
bguz mzhd, fot oubgeor mis juuviurz b, Uo gzt osb i mfunwet bu bgch duzob. LZNCIE Binn mi oub,avct bafb bguz gifh ua bgch, Zonih bguz b mi qulc C mf jwiiob cb: C, co bg ki i m Ruthico' mx gifwb fot Wormiu
bguz uzw gfoth: Fot iwi bach gfot, gx bgii bu Wumiu hifn't, giv tiit, Uy foubgiw, bgch hgfnn Repi mi qmum Bkcsb ‘mx isbwimih fot mi bgch gnuutx eocai Hgfnn jnfx bgi zmjcwi,
oo o Kgedg g ummeico ab i fof b Dun oo et vabwa guoew aueer. Qi oub h ot b i C nuor b i C AWCFW i€ 10 hi et ua i, Kgedo i h Uy o iazbco, gl i kg i o Ca. g o by
Bgio ch cb nwnx bguz kenb zotiwbfei F b bgch hgfmi, Fot, ca bguz thwihb, C'nn repi LZNCIB U, get mi nifj, Uw
; uw et gy Uiedupityzebi keog tf U, KE i s 0 X BT e U 1 b ol ot gt kg 1o gchhgwuzl Bgcorh bofb, bu gifw bgim bunt, gfgi mfi mi
bwimgni; Fot C kenn tu ch gL b, Bu nepi hkuh nuvl 10DI Gunt, bgio; ru gumi, ai miwwx, rcpi duohiob Bu mfwwx Jfweh: Kitoihtfx ch bu-muwwuk: bgx dgfmaqiw: Bfei bguz bgch pefn, gicor bgio co git, Fot bgeh
bguz uzz; Kgio 31 D pcoh hfo w2 F Um0 ks Gamia, a0 o 2 i 1) 61 o i, G P K 0 i, DS s B, B co g i 'mdgnehhglrm i Bu jfn gin, by i’ keotukh afin, Ncei g, kgio i hgzbh 2 bai the ua ncai 1dg
i, tiwepit Haf e e o 1, Fot bgio fei 1 awu f nifhfob hni. Ouk. i e git, by fwb bous tift: Bgio, 1 bgi mfooiw uauzw
duzobwx ch. Co Kgiwi fn b ecotwit uabai Dfjznioh nci. o bai mifo bemi,frfcoht bguz haf Hgh vk g ghnn g i fot C Kenn kfbdg box Kfecor, fot bgfh piwx ocrgh Hgfn Wamiu gifw baii giodi bu
Wioh ot g o il v g i i Ca o oo b, o Kl v, A bgx w5 bor . 1 repimit U, a1 Nowuor 0 wuh sz Co bgch winunpi: Con it v kg it Bu MIG02t, i mx nibbiwn b bg vt
LZNCIS Nup pi i vt o wiorh hin i ot Ak i afbigh [15z0b] WUMIL FOT LZNCIS FOB P HDION CC i co DI e b DFSZNIB, NETX DFSZNIB, Orui fot bk Hiwpcorie) DFSZNIE Ho o 2 copcbi g f e s Al bl How, v gt i bkiob oot e
Hiduot Hiwpfob . how; auw Cy bgim hu? Hiduot ow, och ncde geh uk DFIZNIB Ru, gi uoi. [sch Hiduot Hiwpfob] Ki hgfnn gi mzdg
X, auwhuubg. DFIZNIB Kinn, gi mfx dgfodi bu tu humi ruut uo giw: F jiipchg hina-kenn't gfwnubwx cb ch. Ozwhi Hii hgweab [1obiw L. 3] ouk, giwi gfpi xuz giio rfttcor? LZNCIB Kgiwi
C gfpi nifwot mi bu wiiob bgi hco Us tchugitciob ujuhcbeuo Bu xuz!mxuzwagmhn ot fm iolucot Qx gunx Nfzwiodi u afnn jwnhbwibi g, Fot gir xuzw jfwtuo: o, C mipiw wznit qx xuz ¢ ru bin gem ua bgeh: C 2jbu-muwuk muwocor. LZNCIB C mib byi
® dinn; Fot quzoth va mutintx. DFIZNIB Kgx, C it uo: bgch ch kinn: hbfot 7 Bgch ch b hguznt i, Nib i hi bgi duzob;Fx, mivw, u, i, fo abdg gem gebgiw. Ouk, fauwi Ruttbach wipwiot gun awct, Uzw kguni dcb ch mzdg quzot bu gem. LZNCIB.
Ozwt, Kenn 2 Kb i cobu i i, B Ginj i izt ftazn OO F xuZ 59208 ab b &zwoch i bu-Muvk? NTX DFJZNIB O, 0ub b BGZWT;bgh b 0uzrg, DRJZNIE R, 02whi, ki g KEn b dgzweg -k, < [0 LZNCID o O] NFTX DFLZNI Kl ooy
'Beh ouk oifw ocrgh. DFJZNIB Bzhg, C chn hbwv fquzh Fot fan bgcorh hgfnn qi kinn, bgt Lzncib, ginj bu tide zj bu-ocrgb; nib mi fauoi; C'nn jnfx bgi guzhikcai auw bgeh uodi. Kgfb, gu! Bgix fwi fan auwbg. Ki izobx Jfweh,
gifwd ch kuotwuzh nergh, [isizob] WUMIU FOT L Lancibh dgfmaju. {lobiv LZNCIE fot Ozwhi] LZNCIE Fx, bguhi fobcwih fwi qihb:azb, robni ozwh,  jue b, nifpimi bu ol chueh 80
Fbf, K ki bos ok, ot 2 1 N T DFSZ0I] N TX OF 20 Kot . gin? LZNCIB Ou, inifhi xuz, 7jkebg xuz; Auw, C fm hzvi, xuz
gt o, Co b NFTX L g . P A G i[5 NET DB o ] LINCIE At ut ki d i i 1c-C o dnt b e b B mmunh v b i v ncal: i b e o b
gitu o Dumi,pefn. Kafo o fan? Hgfn byiwi. [Nfxcor ko i fjuc ofpimifit, Nino
o b e g ot eh g Qutnig et WA C i o . oo, o, A gfbg o il it 1 Q. Gk, i s cob ngmumq ke giauwi i bemi bgfo Wumiu Dumi bu wiim ml"hg\wlmamuam |ucoh[ Hgfn C oub, bio, gihbcant co bi pfznb, Bu kguhi
am . i i owfomit wi mx Womiu dumin? Uw, ca C nc b, fo . Kol ifwh, bgi quoin Ua fn m qzweit fodinbuwh w fdeit: Kgiwi gnuux
Bxqin, o, Nena g, 1 bgix . btocrgo : nfde, ., Hu fwnx Klecor, kgfo hgucieh el mloeh buv uzh s bl g, 515 ncor mUwbITh, iwcor b, wzo it~ U C Kt g G ub
tchbwizrgh,  aifwh? Fot min jnfx ucobh? Fot Bxginb awum gch iy <o byeh wiri n quoi, Fn kebg fdnza, m uzh mx tijiwfoi qwicoh? U, nuve! mibgcoeh C i mx duzhco rgu Hicor uzb Wumiv, bofb tthich geh quix Zjuo f wiciwi
Koob s vt M i, i b . C s i ) mnn gt e o NIUFOTLZNCIB o [1obiv NETX DFIZNIB fot Ozwhi] NFTX DFJZNIB Gunt, bfei bainieixh,fot abdg muwi hici, ozwhi. Ozwhi Baix dffn auw tfin fot yzcodih co i fhbws. obiv
DFIZNIE] DFIZNIB Dumi, hocw, hocrw, hbcw! byi iduot bt b dnude: mifoh, rut Forincdf: Ozwhi Ru, xuz dub-yzito, , Rib xuz bu it afcbg, Xuzn i hede bu-muvvuk Auvw bgch ocrgbh Kfodgeor. DFIZNIE Ou,oub f kgeb: kbl C gfpi Kbdgt iwi ouk
Fnn ocrgb auw nihhiw dfzhi, fot oi'iw giio hede. NFTX DFIZNIB Fx, xuz DVW llmﬂ i Qzb C kenn kfbdg xuz ouk. [Isizob NFTX DFJZNIB fot Ozwhi] DFIZNIB F lifnuzh guut, f lifnuzh guut! [lobiw bgwii uw auzw Hiwpcormio, kebg hicbh, nurh, fot gfheibh] Ouk, ainnuk, Kgfbh bgiwi? Acwhb Hiwpfob

i 1g ua rwcia hgukh
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Bgcorh auw by duue, how; gzb C eouk oub kafb. DFIZNIB Mfei gffibi, miei gfnbi. [1sch Howwg, Dfn Jibiw, gi kenn byix fwi, Hiduot if gift, hew, bofb kenn acot uzb nurh, Mihh, fot kinn gf Bguz
g g nrth-gift Ruutfcbg, o . g durob kenn g ke mahed howirg, Aaw hu i hic g kuznt:C i Gem o, izhed kegco] Ozt Keait Kofb.gut K, oz, C it [Wi-abiw O] R Keio Lanci, s fol e giw f: o fo s kb Jweh: g, mfei g Mied g, g quctinuuum i ch dum i MIei

gfhbi, C hfx. [Isizob] WUMIU FOT LZNCIB FDB CP HDIOI P Lzncib'h dgfmaiw. [lobiw Ozwhi] Ozwhi Mchbwihh! kgfb, mchbwihh! Lzncib! afhb, C kfwwfob giw, hgi: Kgx, nfmq! kgx, nftx! aci, xuz hnzr-f-git! Kgx, nupi, C hfx! mftfm! hkiib-gifwb! kgx, qweti! Kgfb, oub f kuwt? xuz bfei Hniij auw f ki .C
Kcunwio, Bgi Duzobx fich gf hib 2 och i, Bofb xuz hgfn wihb qzb ncdoni. Rut awwrcpi i, M, fot mio, guk huzot ch i i C mzhb ot i . M, mitfm, mitim Fx, nib boi duzobx bei xuz co xuzw it; Gin awergh xuz 2], afcbg. Ken cb oub i? [Zotwfi b zwbicon] Kafb, winh't! fot o xuzw dnbgint fot tuko frfcol C
‘mzhb oiith kfei xuz; Nftx! nftx! nftx! Ffh, fnfh! Ginj, ginj! mx nftx tift! U, kinn-f-tfx, bgfb ipiw C kfh quwo! Humi fyzf pebfi, gu! Mx nuwt! mx nftx! [lobiw NFTX DFIZNIB] NFTX Ozwhi L NFTX DFIZNIB Kgfh ch bgi mfbbiw? Ozwhi Nuue, nuue! U gifpx th! NFTX DFJZNIB U mi, Umi! Mx dgent,
m o nca, Wipcpi,nuue zj, uw C ke tci kebg bgi G, gin! Dinn ginj. lobiw DRIZNIE] DFIZNIE Auw hgfmi, qicor Lancib auwbg; giv nuwt ch dumi. Ozwhi Hoith i, tdihi, hoih it e boi th! NFTX DFIZNIB Fnide b . g tt,hgih tft,hgih it DEIZNIB G nib m h giw: uzb,fnfh hgih dunt: G gnuutch hibbni, fot v
lucobh fwi hbcaa; Ncai fot bgihi ncjh gfpi nuor giio hijfwfbit: Tifog ncih uo giw ncei fo zob ihb Zjuo fnn bgi acint. O; NFTX DFIZNIB U kuazn bemit DFIZNIB Tifbg, bgfb gfbg bf'io giw giodi bu mfei mi kfcn, Beih zj mx buorzi, fot kenn oub nib mi hjife. [lobiw AWCFW NFZWIODI fot JFWCH,
Kebg Mzhedcfoh] AWCFW NFZWIODI Dumi, ch bg qici wiftx bu ru bu dgzwd bu u, qzb oip Uhuot o Tifb nico kebg bgx kcai Bgiwi hgi ncih, Anukiv  hg ki, tianukiwit qx gom. Tifbg ch m huo-co-nf,Tifbg ch mx g M targbivi gi gfbg kitit: C kenn ti,Fot nifpi gom

fnn; ncai, ncpeor, fn ch Tifbg'h. JFWCH Gfpi C bguzrgb nuor ifdi, Fot hergh th bgch? NFTX DFJZNIB Fddzwhit, zogfjjx, kwvhdwl‘ ‘gfbiazn the! Muhb mchiwfqni guzw bgfb ‘i bemi hfk Co nfbcor nfquzw ua geh jenrwemfrit Qzb o, juuw uoi, uoi juuw fot nupcor dgent, Qzb uoi bgcor bu wilucdi fot hunfdi

o, Fot dwzin tifbg gfbg dfbgt cb awum mx hergb! Ozwhi U kuit U kuazn, kuazn, kuazn tix! Muhib nfmiobfani tx, muhb kuazn thx, Bf ipiw, ipiw, C tetxib giguntt U tixt U the! U the! U gfbiazn tixt Oipiw kfh hilo hu qnfde f tx fh bgch: U kuazn th, U kuazn thx! JFWCH Qirzenit, tepuwdit, kwuori, hicbit, hnfco! Muhb tibinbfani ifbg, ax bji girzent,
Qx dwzm ch gl i ot U] sl o cal 2w co g DFIZNIE TEJG, e, G, e Zockava o, i b ok 4 i 29w i el o o o T T it P e o ;o g mx gt K

10DI Jifdi, gu, auw hgfmit duoazhouoh dzwi nepih oub Co byihi duoazhcuoh. Gifpio fot xuzwhina Gt fnn, Fot fan bgi g Xuz oub eij awum tifbg, Qzb gifpio eiijh geh jfwb co ibiwofn ncai. Bgi munb xuz huzrgb kih giw jwumubcuo; Auw bidh
xuzw glfpm hgl hguzmqn\pmm! Fotkiij i ouk hiicor hgi ch ﬂphm! fherg U, co beh nupi, x w dgent hu cn, Bt xuz wzo mit ior b g ch kion Hgm oub kinn miwwcit bofb nepih or, Toe 2 xuzw i, o0 wuhimfw
Uo o giw ginb fozwi qth zh fo nfmiob, u i . Uzw Kittcor dgifw bu f bt azwefn
i, U i o b nannio tcwrhdgfr, o et anki iwp o e i ot gcor for bgim b b} duabutv. AWCFW NEZWIODI How 10z fot, i 1 : Fot ru, How Jfweh; 20bu giw rwipi Bg\qnmmhmnuzwz]uo xuz auw humi cn; Mupi bgim ou

muwi gx dwuhhoor byiow gorg kenn. [Isizob DFIZNIB, NFTX DFIZNIB, JFWCH, fot AWCFW NFZWIODI] Acwhb Mzhcdcfo Afebg, ki méx jzb 2j uzw cji, fot i ruoi. Ozwhi Guoib ruutainnukh, fg, j2b 2, jzb zj: Auw, kinn xuz eouk, bgch ch f jcbcazn dffni. [1sch] Acwhb Mzhcdcfo Fx, gx mx buibg, bai dffi mfx gi fmiotit. 1obiw JIBIW] JIBIW
Mzhedcfoh, U, mzhcdcfoh, ‘Gifwbih ifh, Gifwbh ifh U, fo xuz kenn gfpi mi ncgi, jnfx ‘Gifwbh ithi. Acwhb Mzhcdcfo Kgx ‘Gifwbih ifi2 JIBIW U, mzhedefoh, qidfzhi mx gifwb mm"amxn M gifwb ch aznn ua kui- U, jnf mi humi miwvix tzmj, bu dumauwh mi. Acwhb Mzhedcfo Oub f Lz ki; ‘beh ou bemi bu i ouk. JIBIW Xuz kenn oub, bgio?

Acwhb Mzhcdcfo Ou. JIBIW C kenn bgio repi cb xuz huzotnx. Acwhb Mzhcdefo Kgfb kenn xuz repi zh? JIBIW Ou muoix, uo mx afcbg, qzb bgi miie; C kenn repi JIBIW Bgio kenn C nfx trriw uo xuzw jfbi. C kenn dfwwx ou dwubdgibh: C'nn wi
02 Il 2 X2 Ui i? A Ml Fo 2 ot 2, xz 001 HiGuo il xz 2 o i, 02043 xuw . JIBI B g oz eng . fotjzb 2 mio: Kagio rwcjcor rweia bgi gifwh ubg kuzot, Fot tuniazn tzmjh bgi meot
ujjwinh, "~ kgx henpiw huzot? kgx pi Kafb hfx xuz, f hkiib huznt JlBlWJWIth' Kafb hfx xuz, Gzrg “henpiw huzot, huzot auw henpiw. JIBIW Jwibbx buu! Kgfb hix xuz,
Limin Huzot}ho? Bt Mahodelo Afcg,C couk oub kg bu . JIBIW U, C o xuz i i huzotcor: o macd B ) B R, 551 s N K 4010 b
hfmi! Hiduot Mzhcdcfo Gfor gem, Lfde! Dumi, kinn co giwi; bfwwx auw bgi muzwmwh fot hbfx tcooiw. [Isizob] WUMIU FOT LZNCIB FDB P HDIOI C Mfobaf. F- hbwuh [Ioh\wWUMlU] WUMIUCaC hniij, Mx twifmh fo gfot: Mx quhum'h ch bgwuoi; Fot fan
byeh t fo zofddzhbumt hjcweb Nabh m fqupi bgi rwwzot ¥ ot i Sy Ao by = ok BOR g g o, o C i, fo b, Fge uxt
[tobiw QFNBGFHFW, quubit] Oikh awum Piwuof uk ouk, Qfnbgfhfw! Tuhb bguz cub qweor mi nibbiwh awum hqw ncib? bgfb C fhe frfco; Auw oubgeor dfo gi cnn, ca hgi gi kinr mo hgv ch kinn, fot. uuy r Fot giw
emmuwbin jfwb kebg foinh ncpih. C hi giw nfct Fotjwihiobn oz U o, e kit st sl o, WOMHL Gl g C . vt ot i,

(QFNBGEHFW C i e, hw, 1 oo Xuaw nuteh i i fot et fo o Humimehfpiobzv, WUMIL Bz, b i et Nipi i, fot b0 gorC et i . G buz s i i b1 i QEBGFHELY O, st . WUMIU 0 et bgi o, ot gowtbguhi whi; G i kcbg bgi
hbwfcrgb. [Iscb QFNBGFHFW] Kinn, Lzncib, C kenn nci kehg bgii bu- nclqn Nib'h hii auw mifoh: U mchdgcia, bguz fwb hkcab Bu iobiw co bgi tu wimimgiw fo fjubgidf ot giwifquzbh gi Dz ua hemjnih; mifrwi kiwi geh nuueh, Hofiwj
mehiwx gt Fol co geh oiit huj . fot ubgi Az g T ekt o g R g BN, GO ot mzho hith, Wimofobh u fdebgit fo et o gcon hdobivet, bu miei 2} fhguk, Oubcor bych jiozwx, bu
i G o f ot i sk, K i h i Yo Fot Fh C wimimqiw, boch hauznt qi bgi guzhi. Qicor guncf,byi girrh hgui ch hazb. qu vt i i i)
Fiubgidfux e Cun, gt ch o 8 i i 1 - tifw 1 h g juktin acwit Tubg

e avum b afbin dfoouoh kuma. Fjubgidfvx Hadg muwhm twarh C gfpi: gzb Mfobzfh nfkc Ch tifbg bu fox gi WU i Fotaifwhb bu byeoi ixih, Duobimjb Bgi awciot ouw
bai kuwnth nfi; Bgi kuwnt faauwith ou nfk bu mfei byii wedg; Bgio gi oub . qzb quife c, fot b bch. Fjubgidfwx M jupi, qxbmbmxkum ‘uohiobh. WUMIU C jfx bgx jupiwbx,fot oub bgx Kcan, Fjubgidfwx J2b b co fox ncyzctbcor xuz kenn, Fotticoe cb sz ot ca Xz gft bgi bwiorbg Ua bkiob mio, b kuznttehjfbodg xuz

a runt, kuwhi Chinn ngumhun hquzthnummwum Awikion: ox . o ibbgainaco nig.Duri, i fot o uchuo mkchqnu Bu Lzncibh rwipi; auw bgiwi mzho C zh bgii
[isizab] WUMIU FOT LZNCIB FDB P MDIOI CC Awcw Niziodi dinn. lob AWCFW LUGO] AWCFW LUGO Gune quubgiw, gut [ NF: NFZWIODI Bgch hfmi ‘Wumiu? U, ca geh meat gi kweb, repi mi gch nibbiw.
AWCFW LUGO Rucor bu acot f gfwi-auub qwubgi uzb Uoi ua uzw uwtiw, bu fhhudcfbi mi, Giwi co bgeh debx pehbcor byi hede, Fot acotcor e f tetwicr ‘Hllmu by tuuwh, i Hu bofo mx hjit bu Mfobzf biwi kih hbfx'
AWCFW NFZWIODI Kgu gfwi mx nibbiw, bgio, bu Wumiu? AWCFW LUGO C duznt q b, Hu aifwazn kiwi hglx i contbe, AWCPW NFZWIOD! ax Bgi nibbiw ki , fot by Mix tw mzdg
toriw. Awcfw Lugo, ru giodi; Rib mi fo cwuo duwuk, fot uwcurcnnnwvcvgn Zohu mx dinn. AWCFW LUGO Quubgiv, G u ot qucor b by [1cb] AWCFW NFZWIODI Ouk mzho C fow Lancib kfei: Hgi kcrm Gibg gft fddetiobh; Qzb C kenn
kowebi frfco bu Mfobzf, Fot eij giw Wumi dumi; i dnuhit co o) L ZNCIB FDB P HDION CCC F dyrwdgufwt e cb {buma qinuorco b b Dfznbh. lobv SFWCH, ot g ig] buwdg, qu: giodi, Xib jzb cb uzb,
auw C ko i i, Zotw xuot xik bih ' i fn o, Gt bgeo i bu icor nuuh Jebg e s i th bguz hginb gifw cb: kgehbni bgio bu mi i Tu fh C gt bail, ru. JFRI

u hgtnn Qi

[Fheti] C fn famuhb fawfct bu hbfot fuoi Giwi co bgi dgawdgxfwt; xib C kenn fipiobawi. [Wibcwi] JFWCH e anukiw, kebg anukiwh byx qwetfh git C hbwik.- s € kenn tik, U, Kfobeor bfb, bgtb C Ocrgon
hgfnn qi bu hbwik box rwipi fotkii. [Bgi Jfri kachbnif] Bgi qux repih kfwocor humibgcor tubg fijwufdg. Kfb dzwhit auub kfotiwh beh kfx bu- i, Bt m i ot bl pit wei? Kol kchqrhuwﬂg' mzazni mi, ocrob, fkgeni rwmcwm] [Iomwqulu'm QENBGEHEW, kb (g mibouce a1 WOMIU Rep i bt b
ot bgi kwiodgeor cwuo. Gunt, bfei bgeh nibbiv € dgfwri bgil, Kgfbiw bguz gifwhb uw hiihb, hbfot fan fuua, Fot tw

awum ghw ift acoriw F |wn‘l:uzhwwl oo C mal 2 Co iy i bwiun s ik Qg L v b ek Co kot C azwbgin hofm ot s, O i, C ke i i o bgv:h ot b ot oo hipfri-kcnt, Muwi aciwdi fot muwi
hif. kenn gi uoi, how, UMIU H Nepi, fot g jwuhiiwuizh: fot awikin, uut ainnuk. FFhe] A i bch i, Geh nuueh C aifw, tuzg. [Wibcwih]
WUMIU 8guz tiinblani ik, bguz umg uaibg, Rurit cbg i i muwhin uabg b, Bgzhcmnuwdnhgx wbbio I bu jo Ft o rchi, Con dwim bgi keog muwiaut JFWCH Bach ch nupih duzhco, kebg kgedg rweia, Ch ch hzjjuhit, bai afcw dwifbzwi it Fot
giwi ch dumi bu tu humi pennfouzh hofmi Bu bgitift qutcih: C kenn fjwigiot gom. H peni Muobfrzi DI afo :.mwn gt o U ot kchgm\ auwm]uzmmhwl WUMIL C mzh coli: b i e Rust rioni o, i o
tinjiwfbi mfo; Anx giodi, fot ifpi mi: bgcoe zjuo bgini uoi; Nib bgi faawergh boil. C giniidg bgil, xuzbg, Jzb oub foubgw heo Zjuo mx gif, Qx zwrcor mi bu azwx: U, qi uoit Qx g Hbf oub, gi ruoi; ncp . F mftmfoh fkfx. JFWCH
g dunowtbeson,Fot gt b anw o g, WUMI Kenb bz et mi b gp bl que (8l a0 1 U it b oo kcnnmdmnnm mau [\sch] JFWCH U, C fm hinfcot [Amnh] Canguzwmwmcazn Ul bure, s mikcog Larcs P WOMIU Co b, kenn. i i e bch s
bx Jfwch! Kgfb hfct mx mfo, et oub fobiot gem fh ki wuti2 C bcoe Gibunt mi Jfwch Lan hu? Uw fim C mit,gifweor gem b ua Lzncib, Bu bgcoe cb kih hu? , Uoi
qzwx nnumfnwczmmmhrwmn F rwipi? U out f nfobiwo, hnfargbiv't xuzb, Auw givi ncin Lzncib, fot qumx ion Bach pfand faifhibcor “ifbg, nci bguz bgiwi, ax it mfo ot [Nfxcor JFWCH co bi buma] fwi o bgi |ucobua !
qiauwi tfbg: U, guk mex C DI byh fnergbocor? U mx nupit mx kcait Tifbg, ‘tbgi . Gibg gft ou Bguz iohcro xib ncjh fot co b daiieh, Fot tfbgh jni anfr Bxqfnb, anuuit hgiib? U, kgfb muwi
apuzw o Ct i, Bgfo kibg b gfo by 20 b xuzg 00 ki B hzotivege bt ki bgeo oim? Auwrcp i duzhcot F i Lancio, Ko bz xib u afu? hfn C qincip Bath Zofzgbfobcn g ch sz, Fot b bgi it thwe bu gi . C hibenn kenn o
kchq DO ot s bch i s em s T 1o i, e Cwinc Keb K b 0 s G- U, g o C 1 . Fot hgfei bgi wm ixih Fwh, bfei xuzw nfib imawfdit fot, ncjh, U xuz B tuuwh ua quifbg, hifh
titbg! hipuzw zctit Bguz vl Giwit b m up [Tcoeh] U e b B warh iy, B g fechhC . T (o, b ubgh o ol dgowdgut, AWCFW
NFZWIOD!, ke nfobvi, dwuk,fol ] AWCFW NFZAI0D! i ‘Awfocch qi mx it guk uab bu-ocrgh Gfpi mx unt aib hbzmqml b wipih! Kguh bgiwi? Q . f awciot, FW NFZWIODI Qnehh gi zjuo xuz! Binn mi, ut
wzgh fotixinith heznnh? h C tehdiwo, Ct 4 u, qun heve: fot b mx i, Uoibof xuz nupi. AWCFW NFZWIODI Kgu ch ch? QFNBGFHEW Wumiv. ACFW. NFZWIOD! Guk uor gt g i b QFNEGFHFWAznngmafoguzw AWCFW NFZWIOD! Ru kebg mi bu bgi
pln QENBGEHEWC i mlhh\weuukhnuhqzhch uoi god; Fot aifwaznnx 9.Ca C tet hbfx NE2WIODI i b G ol Al duminzieo i U, madg Fh C tet il zothw . twifmb mx mfbiw fot
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If you tried to encrypt this by hand, working 12 hours a day and taking time off for weekends,
would take you about three weeks to encrypt. And you would probably make some mistakes. It
would take another three weeks to decrypt the encrypted ciphertext.

Your computer can encrypt or decrypt the entire play perfectly in less than two seconds.

But you need to know how to program a computer to do the encryption. That’s what this book is
for. If you can program a computer, you can also hack ciphertext that other people have encrypted
and tried to keep secret. Learn to program a computer, and you can learn to be a hacker.

Let’s begin!
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CHAPTER 3

THE INTERACTIVE SHELL

Topics Covered In This Chapter:
Integers and floating point numbers
Expressions

Values

Operators

Evaluating expressions

Storing values in variables
Overwriting variables

Before we start writing encryption programs we should first learn some basic programming
concepts. These concepts are values, operators, expressions, and variables. If you’ve read the
Invent Your Own Computer Games with Python book (which can be downloaded for free from

Let’s start by learning how to use Python’s interactive shell. You should read this book while
near your computer, so you can type in the short code examples and see for yourself what they
do.

Some Simple Math Stuff

Start by opening IDLE. You will see the interactive shell and the cursor blinking next to the >>>

(which is called the prompt). The interactive shell can work just like a calculator. Type 2 + 2
into the shell and press the Enter key on your keyboard. (On some keyboards, this is the Return
key.) As you can see in Figure 3-1, the computer should respond with the number 4.

Email questions to the author: al@inventwithpython.com
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Figure 3-1. Type 2+2 into the shell.

2 + 2isn’taprogram by itself, it’s just a single instruction (we’re just learning the basics right
now). The + sign tells the computer to add the numbers 2 and 2. To subtract numbers use the —
sign. To multiply numbers use an asterisk (*) and to divide numbers use /.

Table 3-1: The various math operators in Python.

Operator Operation

+ addition

- subtraction
* multiplication
/ division

When used in this way, +, -, *, and / are called operators because they tell the computer to
perform an operation on the numbers surrounding them. The 2s (or any other number) are called
values.

Integers and Floating Point Values

In programming whole numbers like 4, 0, and 99 are called integers. Numbers with fractions or
decimal points (like 3.5 and 42.1 and 5. 0) are floating point numbers. In Python, the
number 5 is an integer, but if we wrote itas 5. 0 it would be a floating point number

Expressions
Try typing some of these math problems into the shell, pressing Enter key after each one:

242424242
8*6

10-5+6

2+ 2
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Figure 3-2 is what the interactive shell will look like after you type in the previous instructions.

File Edit Shejl Debug Options Windows Help

Type "copyright®™, “credita" or "license ()" for more information.
33> 2 + 2

22> 2+2+2+2+2

10

>>> 8*6

Fe-)

>>> 10-5+6
11

>>> 2 +

4

>>>

Figure 3-2. What the IDLE window looks like after entering instructions.

These math problems are called expressions. Computers can solve millions of these problems in
seconds. Expressions are made up of values (the numbers) connected by operators (the math

signs). There can be any amount of spaces in between the integers and these operators. But be
sure to always start at the very beginning of the line though, with no spaces in front.

operator
value

value
Lz\; {J
——)

expression

Figure 3-3. An expression is made up of values (like 2) and operators (like +).

Order of Operations

Y ou might remember “order of operations” from your math class. For example, multiplication
has a higher priority than addition. Python copies this for the * and + operators. If an expression
has both * and + operators, the * operator is evaluated first. Type the following into the
interactive shell:

>> 2 +4 % 3 +1
15
>>>
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Because the * operator is evaluated first, 2 + 4 * 3 + 1evaluatesto2 + 12 + 1and
then evaluates to 15. It does not evaluateto 6 * 3 + 1,thento 18 + 1,andthento 19.
However, you can always use parentheses to change which should operations should happen first.
Type the following into the interactive shell:

>> (2 +4) * 3+ 1
24
>>>

Evaluating Expressions

When a computer solves the expression 10 + 5 and gets the value 15, we say it has evaluated
the expression. Evaluating an expression reduces the expression to a single value, just like solving
a math problem reduces the problem to a single number: the answer.

An expression will always evaluate (that is, shorten down to) a single value.

The expressions 10 + 5and 10 + 3 + 2 have the same value, because they both evaluate to
15. Even single values are considered expressions: The expression 15 evaluates to the value 15.

However, if you type only 5 + into the interactive shell, you will get an error message.

>>> 5 +
i SyntaxError: invalid syntax

This error happened because 5 + is not an expression. Expressions have values connected by
operators, but in the Python language the + operator expects to connect two values. We have only
givenitonein“5 + ”. This is why the error message appeared. A syntax error means that the
computer does not understand the instruction you gave it because you typed it incorrectly. This
may not seem important, but a lot of computer programming is not just telling the computer what
to do, but also knowing exactly how to tell the computer to do it.

Errors are Okay!

It’s perfectly okay to make errors! You will not break your computer by typing in bad code that

causes errors. If you type in code that causes an error, Python simply says there was an error and
then displays the >>> prompt again. You can keep typing in new code into the interactive shell.

Until you get more experience with programming, the error messages might not make a lot of
sense to you. You can always Google the text of the error message to find web pages that talk

Python error messages and their meanings.
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Practice Exercises, Chapter 3, Set A

Every Value has a Data Type

“Integer” and “floating point” are known as data types. Every value has a data type. The value
42 is a value of the integer data type. We will say 42 is an int for short. The value 7.5 is a value
of the floating point data type. We will say 7. 5 is a float for short.

There are a few other data types that we will learn about (such as strings in the next chapter), but
for now just remember that any time we say “value”, that value is of a certain data type. It’s
usually easy to tell the data type just from looking at how the value is typed out. Ints are numbers
without decimal points. Floats are numbers with decimal points. So 42 isan int, but 42.0 is a
float.

Storing Values in Variables with Assignment Statements
Our programs will often want to save the values that our expressions evaluate to so we can use
them later. We can store values in variables.

Think of a variable as like a box that can hold values. You can store values inside variables with
the = sign (called the assignment operator). For example, to store the value 15 in a variable
named “spam”, enter spam = 15 into the shell:

| >>> spam = 15
P >>>

Figure 3-4. Variables are like boxes with names that can hold values in them.
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You can think of the variable like a box with the value 15 inside of it (as shown in Figure 3-4).
The variable name “spam” is the label on the box (so we can tell one variable from another) and
the value stored in it is like a small note inside the box.

When you press Enter you won’t see anything in response, other than a blank line. Unless you see
an error message, you can assume that the instruction has been executed successfully. The next
>>> prompt will appear so that you can type in the next instruction.

This instruction with the = assignment operator (called an assignment statement) creates the

variable spam and stores the value 15 in it. Unlike expressions, statements are instructions that
do not evaluate to any value, they just perform some action. This is why there is no value
displayed on the next line in the shell.

It might be confusing to know which instructions are expressions and which are statements. Just
remember that if a Python instruction evaluates to a single value, it’s an expression. If a
Python instruction does not, then it’s a statement.

An assignment statement is written as a variable, followed by the = operator, followed by an
expression. The value that the expression evaluates to is stored inside the variable. (The value 15
by itself is an expression that evaluates to 15.)

equal sign
variable
name expression

spam = 10 + 5
. g
i
assignment statement

Figure 3-5. The parts of an assighment statement.

Remember, variables store single values, not expressions. For example, if we had the statement,
spam = 10 + 5, thenthe expression 10 + 5 would first be evaluated to 15 and then the
value 15 would be stored in the variable spam. A variable is created the first time you store a
value in it by using an assignment statement.

>>> spam = 15
>>> spam

15

>>>
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And here’s an interesting twist. If we now enter spam + 5 into the shell, we get the integer 20:

>>> spam = 15
>>> spam + 5
20

>>>

That may seem odd but it makes sense when we remember that we set the value of spamto 15.
Because we’ve set the value of the variable spam to 15, the expression spam + 5 evaluates to
the expression 15 + 5, which then evaluates to 20. A variable name in an expression evaluates
to the value stored in that variable.

Overwriting Variables

We can change the value stored in a variable by entering another assignment statement. For
example, try the following:

>>> spam = 15
>>> spam + 5
20

>>> spam = 3
>>> spam + 5
8

>>>

The first time we enter spam + 5, the expression evaluates to 20, because we stored the value
15 inside the variable spam. But when we enter spam = 3, the value 15 is overwritten (that
is, replaced) with the value 3. Now, when we enter spam + 5, the expression evaluates to 8
because the spam + 5 now evaluatesto 3 + 5. The old value in spam is forgotten.

To find out what the current value is inside a variable, enter the variable name into the shell.

>>> spam = 15
>>> spam
15

This happens because a variable by itself is an expression that evaluates to the value stored in the
variable. This is just like how a value by itself is also an expression that evaluates to itself:

>>> 15
15
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We can even use the value in the spam variable to assign spam a new value:

>>> spam = 15

>>> spam = spam + 5
20

>>>

The assignment statement spam = spam + 5 is like saying, “the new value of the spam
variable will be the current value of spam plus five.” Remember that the variable on the left side
of the = sign will be assigned the value that the expression on the right side evaluates to. We can
keep increasing the value in spam by 5 several times:

>>> spam = 15

>>> spam = spam + 5
>>> spam = spam + 5
>>> spam = spam + 5
>>> spam

30

>>>

Using More Than One Variable

Your programs can have as many variables as you need. For example, let’s assign different values
to two variables named eggs and fizz:

10
15

>>> fizz
>>> eggs

Now the fizz variable has 10 inside it, and eggs has 15 inside it.
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Figure 3-6. The “fizz” and “eggs” variables have values stored in them.

Let’s try assigning a new value to the spam variable. Enter spam = fizz + eggs intothe
shell, then enter spam into the shell to see the new value of spam. Type the following into the
interactive shell:

>>> fizz = 10

>>> eggs = 15

>>> spam = fizz + eggs
>>> spam

25

>>>

The value in spam is now 25 because when we add fizz and eggs we are adding the values
stored inside fizz and eggs.

Variable Names

The computer doesn’t care what you name your variables, but you should. Giving variables
names that reflect what type of data they contain makes it easier to understand what a program
does. Instead of name, we could have called this variable abrahamLincoln or monkey. The
computer will run the program the same (as long as you consistently use abrahamLincoln or
monkey).

Variable names (as well as everything else in Python) are case-sensitive. Case-sensitive means
the same variable name in a different case is considered to be an entirely separate variable. So
spam, SPAM, Spam, and sPAM are considered to be four different variables in Python. They
each can contain their own separate values.
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It’s a bad idea to have differently-cased variables in your program. If you stored your first name
in the variable name and your last name in the variable NAME, it would be very confusing when
you read your code weeks after you first wrote it. Did name mean first and NAME mean last, or
the other way around?

If you accidentally switch the name and NAME variables, then your program will still run (that is,
it won’t have any “syntax” errors) but it will run incorrectly. This type of flaw in your code is
called a bug. A lot of programming is not just writing code but also fixing bugs.

Camel Case

It also helps to capitalize variable names if they include more than one word. If you store a string
of what you had for breakfast in a variable, the variable name whatIHadForBreakfast is
much easier to read than whatihadforbreakfast. Thisis called camel case, since the
casing goes up and down like a camel’s humps. This is a convention (that is, an optional but
standard way of doing things) in Python programming. (Although even better would be
something simple, like todaysBreakfast. Capitalizing the first letter of each word after the
first word in variable names makes the program more readable.

Practice Exercises, Chapter 3, Set B

Summary - But When Are We Going to Start Hacking?

Soon. But before we can hack ciphers, we need to learn some more basic programming concepts.
We won’t need to learn a lot before we start writing encryption programs, but there’s one more
chapter on programming we need to cover.

In this chapter you learned the basics about writing Python instructions in the interactive shell.
Python needs you to tell it exactly what to do in a strict way, because computers don’t have
common sense and only understand very simple instructions. You have learned that Python can
evaluate expressions (that is, reduce the expression to a single value), and that expressions are
values (such as 2 or 5) combined with operators (such as + or -). You have also learned that you
can store values inside of variables so that your program can remember them to use them later on.

The interactive shell is a very useful tool for learning what Python instructions do because it lets
you type them in one at a time and see the results. In the next chapter, we will be creating
programs of many instructions that are executed in sequence rather than one at a time. We will go
over some more basic concepts, and you will write your first program!
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CHaAPTER 4

STRINGS AND WRITING
PROGRAMS

Topics Covered In This Chapter:

e Strings

e String concatenation and replication

e Using IDLE to write source code

e Saving and running programs in IDLE
e The print () function

e The input () function

e Comments

That's enough of integers and math for now. Python is more than just a calculator. In this chapter,
we will learn how to store text in variables, combine text together, and display text on the screen.
We will also make our first program, which greets the user with the text, “Hello World!” and lets
the user type in a name.

Strings

In Python, we work with little chunks of text called string values (or simply strings). All of our
cipher and hacking programs deal with string values to turn plaintext like 'one if by land,
two if by space.' into ciphertext like 'Tge kg im npgv, jst kg im oapxe.'.
The plaintext and ciphertext are represented in our program as string values, and there’s a lot of
ways that Python code can manipulate these values.
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We can store string values inside variables just like integer and floating point values. When we
type strings, we put them in between two single quotes (') to show where the string starts and
ends. Type this in to the interactive shell:

>>> spam = 'hello’
>>>

The single quotes are not part of the string value. Python knows that 'hello" is astring and
spam is a variable because strings are surrounded by quotes and variable names are not.

If you type spam into the shell, you should see the contents of the spam variable (the 'hello"
string.) This is because Python will evaluate a variable to the value stored inside it: in this case,
the string 'hello'.

>>> spam = 'hello’
>>> spam

'hello'

>>>

Strings can have almost any keyboard character in them. (We’ll talk about special “escape
characters” later.) These are all examples of strings:

>>> 'hello'
'hello'

>>> 'Hi there!'
'Hi there!’

>>> "KITTENS'
'KITTENS'

LI}

>>>

>>> '7 apples, 14 oranges, 3 lemons'

'7 apples, 14 oranges, 3 Temons'

>>> 'Anything not pertaining to elephants is irrelephant.'
'Anything not pertaining to elephants is irrelephant.'

>>> '0%&#WY%*&0cTsdYO*&gTfCBYO*&%3yc8r2'
'0*&#wY%*&0cFsdYO*&gTC%YO*&%3yc8r2"’

Notice that the ' ' string has zero characters in it; there is nothing in between the single quotes.
This is known as a blank string or empty string.
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String Concatenation with the + Operator
You can add together two string values into one new string value by using the + operator. Doing
this is called string concatenation. Try entering 'Hello' + 'World! ' into the shell:

>>> 'Hello' + 'World!'
'HelToWorld!'
>>>

To put a space between “Hello” and “World!”, put a space at the end of the "Hel1o"' string and
before the single quote, like this:

>>> 'Hello ' + "World!'
'Hello World!'
>>>

Remember, Python will concatenate exactly the strings you tell it to concatenate. If you want a
space in the resulting string, there must be a space in one of the two original strings.

The + operator can concatenate two string values into a new string value ('Hello ' +
'"World!'to '"Hello World!"), just like it could add two integer values into a new integer
value (2 + 2 to 4). Python knows what the + operator should do because of the data types of the
values. Every value is of a data type. The data type of the value 'Hello"' is astring. The data
type of the value 5 is an integer. The data type of the data that tells us (and the computer) what
kind of data the value is.

The + operator can be used in an expression with two strings or two integers. If you try to use the
+ operator with a string value and an integer value, you will get an error. Type this code into the
interactive shell:

>>> 'Hello' + 42
Traceback (most recent call last):
File "<stdin>", 1ine 1, in <module>
TypeError: Can't convert 'int' object to str implicitly
>>> 'Hello' + '42'
'Hell042'
>>>
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String Replication with the * Operator

You can also use the * operator on a string and an integer to do string replication. This will
replicate (that is, repeat) a string by however many times the integer value is. Type the following
into the interactive shell:

>>> 'Hello' * 3

'HeTloHeTlTloHello'

>>> spam = 'Abcdef'

>>> spam = spam * 3

>>> spam

'AbcdefAbcdefAbcdef'

>>> spam = spam * 2

>>> spam
'AbcdefAbcdefAbcdefAbcdefAbcdefAbcdef'
>>>

The * operator can work with two integer values (it will multiply them). It can also work with a
string value and an integer value (it will replicate the string). But it cannot work with two string
values, which would cause an error:

>>> 'Hello' * 'world!'
Traceback (most recent call last):
File "<stdin>", 1ine 1, in <module>
TypeError: can't multiply sequence by non-int of type
>>>

A} ]

str

What string concatenation and string replication show is that operators in Python can do different
things based on the data types of the values they operate on. The + operator can do addition or
string concatenation. The * operator can do multiplication or string replication.

Printing Values with the print () Function

There is another type of Python instruction called a print () function call. Type the following
into the interactive shell:

>>> print('Hello!")
Hello!

>>> print(42)

42

>>>
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A function (like print () in the above example) has code in that performs a task, such as
printing values on the screen. There are many different functions that come with Python. To call
a function means to execute the code that is inside the function.

The instructions in the above example pass a value to the print () function in between the
parentheses, and the print () function will print the value to the screen. The values that are
passed when a function is called are called arguments. (Arguments are the same as values
though. We just call values this when they are passed to function calls.) When we begin to write
programs, the way we make text appear on the screen is with the print () function.

You can pass an expression to the print () function instead of a single value. This is because
the value that is actually passed to the print () function is the evaluated value of that
expression. Try this string concatenation expression in the interactive shell:

>>> spam = "Al'

>>> print('Hello, ' + spam)
Hello, Al

>>>

The "Hello, ' + spamexpression evaluatesto 'Hello, ' + spam, which then
evaluates to the string value 'Hello, A1l'. This string value is what is passed to the print ()
function call.

Escape Characters

Sometimes we might want to use a character that cannot easily be typed into a string value. For
example, we might want to put a single quote character as part of a string. But we would get an
error message because Python thinks that single quote is the quote ending the string value, and
the text after it is bad Python code instead of just the rest of the string. Type the following into the
interactive shell:

>>> print('Al's cat is named Zophie.')
File "<stdin>", line 1
print('Al's cat is named Zophie.')
A
SyntaxError: invalid syntax
>>>

To use a single quote in a string, we need to use escape characters. An escape character is a
backslash character followed by another character. For example, \t, \n or \ '. The slash tells
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Python that the character after the slash has a special meaning. Type the following into the
interactive shell:

>>> print('Al\'s cat is named Zophie."')
Al's cat is named Zophie.
>>>

An escape character helps us print out letters that are hard to type into the source code. Table 4-1
shows some escape characters in Python:

Table 4-1. Escape Characters

Escape Character What Is Actually Printed

AN\ Backslash (\)
\' Single quote ()
\" Double quote (")
\n Newline

\t Tab

The backslash always precedes an escape character, even if you just want a backslash in your
string. This line of code would not work:

>>> print('He flew away in a green\teal helicopter.')
He flew away in a green eal helicopter.

This is because the “t” in “teal” was seen as an escape character since it came after a backslash.
The escape character \ t simulates pushing the Tab key on your keyboard. Escape characters are
there so that strings can have characters that cannot be typed in.

Instead, try this code:

>>> print('He flew away in a green\\teal helicopter."')
He flew away in a green\teal helicopter.

Quotes and Double Quotes

Strings don’t always have to be in between two single quotes in Python. You can use double
guotes instead. These two lines print the same thing:

>>> print('Hello world"')
Hello world
>>> print("Hello world")
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Hello world

But you cannot mix single and double quotes. This line will give you an error:

>>> print('Hello world")
SyntaxError: EOL while scanning single-quoted string
>>>

I like to use single quotes so | don’t have to hold down the shift key on the keyboard to type
them. It’s easier to type, and the computer doesn’t care either way.

But remember, just like you have to use the escape character \ ' to have a single quote in a string
surrounded by single quotes, you need the escape character \ " to have a double quote in a string
surrounded by double quotes. For example, look at these two lines:

>>> print('I asked to borrow Alice\'s car for a week. She said, "Sure."')
I asked to borrow Alice's car for a week. She said, "Sure."

>>> print("She said, \"I can't believe you let him borrow your car.\"")
She said, "I can't believe you let him borrow your car."

You do not need to escape double quotes in single-quote strings, and you do not need to escape
single quotes in the double-quote strings. The Python interpreter is smart enough to know that if a
string starts with one kind of quote, the other kind of quote doesn’t mean the string is ending.

Practice Exercises, Chapter 4, Set A

Indexing

Your encryption programs will often need to get a single character from a string. Indexing is the
adding of square brackets [ and ] to the end of a string value (or a variable containing a string)
with a number between them. This number is called the index, and tells Python which position in
the string has the character you want. The index of the first character in a string is 0. The index 1
is for the second character, the index 2 is for the third character, and so on.

Type the following into the interactive shell:

>>> spam = 'Hello'
>>> spam[0]

lHl

>>> spam[1]

e
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>>> spam[2]
I'II

Notice that the expression spam[0] evaluates to the string value 'H', since H is the first
character in the string 'Hello'. Remember that indexes start at 0, not 1. This is why the H’s
index is 0, not 1.

string: ‘|H|e|[1]|1|o]’
indexes: 0 1 2 3 4

Figure 4-1. The string 'Hello' and its indexes.

Indexing can be used with a variable containing a string value or a string value by itself such as
'Zophie'. Type this into the interactive shell:

>>> 'Zophie'[2]
'p

The expression ' Zophie' [2] evaluates to the string value "p'. This 'p' string is just like
any other string value, and can be stored in a variable. Type the following into the interactive
shell:

>>> eggs = 'Zopie'[2]
>>> eggs

lpl

>>>

If you enter an index that is too large for the string, Python will display an “index out of range”
error message. There are only 5 characters in the string "Hello'. If we try to use the index 10,
then Python will display an error saying that our index is “out of range”:

>>> 'Hello'[10]

Traceback (most recent call last):
File "<stdin>", 1ine 1, in <module>

IndexError: string index out of range

>>>
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Negative Indexes

Negative indexes start at the end of a string and go backwards. The negative index -1 is the index
of the last character in a string. The index -2 is the index of the second to last character, and so
on.

Type the following into the interactive shell:

>>> 'Hello'[-1]

>>> 'Hello'[-2]
l'll
>>> 'Hello'[-3]
|'I|
>>> 'Hello'[-4]
'e
>>> 'Hello'[-5]
lHl
>>> 'Hello'[0]
|H|
>>>

Notice that -5 and 0 are the indexes for the same character. Most of the time your code will use
positive indexes, but sometimes it will be easier to use negative indexes.

Slicing

If you want to get more than one character from a string, you can use slicing instead of indexing.
A slice also uses the [ and ] square brackets but has two integer indexes instead of one. The two
indexes are separate by a : colon. Type the following into the interactive shell:

>>> "Howdy'[0:3]
'"How'
>>>

The string that the slice evaluates to begins at the first index and goes up to, but not including,
the second index. The 0 index of the string value 'Howdy ' is the H and the 3 index is the d.
Since a slice goes up to but not including the second index, the slice 'Howdy ' [0: 3] evaluates
to the string value 'How'.

Try typing the following into the interactive shell:

>>> 'Hello world!'[0:5]
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'Hello'

>>> 'Hello world!'[6:12]
'world!"'

>>> 'Hello world!'[-6:-1]
'world'

>>> 'Hello world!'[6:12][2]
'r
>>>

Notice that the expression 'Hello world!'[6:12] [2] firstevaluatesto 'world! ' [2]
which is an indexing that further evaluatesto 'r'.

Unlike indexes, slicing will never give you an error if you give it too large of an index for the
string. It will just return the widest matching slice it can:

>>> 'Hello'[0:999]
'Hello'

>>> 'Hello'[2:999]
"o’

>>> "Hello'[1000:2000]

LI}

>>>

The expression "Hello' [1000:2000] returns a blank string because the index 1000 is after
the end of the string, so there are no possible characters this slice could include.

Blank Slice Indexes

If you leave out the first index of a slice, Python will automatically think you want to specify
index 0 for the first index. The expressions 'Howdy' [0:3] and 'Howdy' [ :3] evaluate the
same string:

>>> "Howdy'[:3]
"How'

>>> "Howdy'[0:3]
"How'

>>>

If you leave out the second index, Python will automatically think you want to specify the rest of
the string:

>>> "Howdy'[2:]
lwdyl
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>>>

Slicing is a simple way to get a “substring” from a larger string. (But really, a “substring” is still
just a string value like any other string.) Try typing the following into the shell:

>>> myName = 'Zophie the Fat Cat'
>>> myName[-7:]

'Fat Cat'

>>> myName[:10]

'Zophie the'

>>> myName[7:]

'the Fat Cat'

>>>

Practice Exercises, Chapter 4, Set B

Writing Programs in IDLE’s File Editor

Until now we have been typing instructions one at a time into the interactive shell. When we
write programs though, we type in several instructions and have them run without waiting on us
for the next one. Let’s write our first program!

The name of the software program that provides the interactive shell is called IDLE, the
Interactive DevelLopement Environment. IDLE also has another part besides the interactive shell
called the file editor.

At the top of the Python shell window, click on the File » New Window. A new blank window
will appear for us to type our program in. This window is the file editor. The bottom right of the
file editor window will show you line and column that the cursor currently is in the file.
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[Eile Edit Format Run Options Windows Help

Ln:1|Col: 0

Figure 4-2. The file editor window. The cursor is at line 1, column 0.

You can always tell the difference between the file editor window and the interactive shell
window because the interactive shell will always have the >>> prompt in it.

Hello World!

A tradition for programmers learning a new language is to make their first program display the
text “Hello world!” on the screen. We’ll create our own Hello World program now.

Enter the following text into the new file editor window. We call this text the program’s source

code because it contains the instructions that Python will follow to determine exactly how the
program should behave.

Source Code of Hello World

email me at al@inventwithpython.com if you are still stuck.)

hello.py
. # This program says hello and asks for my name.
. print('Hello world!")
. print('What is your name?')
. myName = input()
. print('It is good to meet you,

Uil A W IN R

+ myName)

The IDLE program will give different types of instructions different colors. After you are done
typing this code in, the window should look like this:
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File Edit Format Run Options Windows Help

1lo0 and asks for my name. <

meat you, ' + !r.yNam:»'

Ln:5/Col: 42

Figure 4-3. The file editor window will look like this after you type in the code.

Saving Your Program

Once you’ve entered your source code, save it so that you won’t have to retype it each time we
start IDLE. To do so, from the menu at the top of the File Editor window, choose File » Save
As. The Save As window should open. Enter hello.py in the File Name field, then click Save.
(See Figure 4-4.)

You should save your programs every once in a while as you type them. That way, if the
computer crashes or you accidentally exit from IDLE you won’t lose everything you’ve typed. As
a shortcut, you can press Ctrl-S on Windows and Linux or 8-S on 0S X to save your file.

Save in: I Ju Python32

Py

= Name Type Size [
g
= |/ DLLs File folder €
Recent Places )
.. Doc File folder €
- . include File folder €
Desktop . Lib File folder 3
o 1 libs File folder €
41*'—':4.»| 1. Scripts File folder 3
Libraries Lot File folder €
.‘L\ .. Tools File folder €
e 2 hello.py Python File 1KB 7
Computer
@
Network
< | i | 3
File name: l LI Save |
Save astype: | Python files (*.py." pyw) | Cancel

Figure 4-4. Saving the program.
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A video tutorial of how to use the file editor is available from this book's website at

Running Your Program

Now it’s time to run our program. Click on Run » Run Module or just press the F5 key on your
keyboard. Your program should run in the shell window that appeared when you first started
IDLE. Remember, you have to press F5 from the file editor’s window, not the interactive shell’s
window.

When your program asks for your name, go ahead and enter it as shown in Figure 4-5:

e e e
|| File Edit Shell Debug Options Windows
Python 3.2 (r32:88445, Feb 20 20!
00 32 bit (Intel)] on win32

Type "copyright", "credits"™ or "]
ormation.

>>>

>>>

Hello world!

What is your name?

Albert

It is good to meet you, Albert
>>>

Figure 4-5. What the interactive shell looks like when running the “Hello World” program.

Now when you push Enter, the program should greet you (the user, that is, the one using the
program) by name. Congratulations! You’ve written your first program. You are now a beginning
computer programmer. (You can run this program again if you like by pressing F5 again.)

If you get an error that looks like this:

Hello world!
What is your name?
Albert
Traceback (most recent call last):
File "C:/Python27/hello.py", 1line 4, in <module>
myName = input()
File "<string>", Tine 1, in <module>
NameError: name 'Albert' is not defined




50 http://inventwithpython.com/hacking

...this means you are running the program with Python 2, instead of Python 3. This makes the
penguin in the first chapter sad. (The error is caused by the input () function call, which does

continuing.

Opening The Programs You’ve Saved

Close the file editor by clicking on the X in the top corner. To reload a saved program, choose
File » Open from the menu. Do that now, and in the window that appears choose hello.py and
press the Open button. Your saved hello.py program should open in the File Editor window.

How the “Hello World” Program Works

Each line that we entered is an instruction that tells Python exactly what to do. A computer
program is a lot like a recipe. Do the first step first, then the second, and so on until you reach the
end. Each instruction is followed in sequence, beginning from the very top of the program and
working down the list of instructions. After the program executes the first line of instructions, it
moves on and executes the second line, then the third, and so on.

We call the program’s following of instructions step-by-step the program execution, or just the
execution for short. The execution starts at the first line of code and then moves downward. The

execution can skip around instead of just going from top to bottom, and we’ll find out how to do
this in the next chapter.

Let’s look at our program one line at a time to see what it’s doing, beginning with line number 1.

Comments

hello.py
1. # This program says hello and asks for my name.

This line is called a comment. Comments are not for the computer, but for you, the programmer.
The computer ignores them. They’re used to remind you of what the program does or to tell
others who might look at your code what it is that your code is trying to do. Any text following a
# sign (called the pound sign) is a comment. (To make it easier to read the source code, this
book prints out comments in a light gray-colored text.)

Programmers usually put a comment at the top of their code to give the program a title. The IDLE
program displays comments in red text to help them stand out.
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Functions

A function is kind of like a mini-program inside your program. It contains lines of code that are
executed from top to bottom. Python provides some built-in functions that we can use (you’ve
already used the print () function). The great thing about functions is that we only need to
know what the function does, but not how it does it. (You need to know that the print ()
function displays text on the screen, but you don’t need to know how it does this.)

A function call is a piece of code that tells our program to run the code inside a function. For
example, your program can call the print () function whenever you want to display a string on
the screen. The print () function takes the value you type in between the parentheses as input
and displays the text on the screen. Because we want to display Hel11lo world! on the screen,
we type the print function name, followed by an opening parenthesis, followed by the 'Hello
world! ' string and a closing parenthesis.

The print () function

hello.py
2. print('HeTllo world!")
3. print('What 1is your name?')

This line is a call to the print () function (with the string to be printed going inside the
parentheses). We add parentheses to the end of function names to make it clear that we’re
referring to a function named print (), not a variable named print. The parentheses at the
end of the function let us know we are talking about a function, much like the quotes around the
number '42" tell us that we are talking about the string ' 42' and not the integer 42.

Line 3 is another print () function call. This time, the program displays “What is your name?”’

The input () function

hello.py
4. myName = 1input()

Line 4 has an assignment statement with a variable (myName) and a function call (input () ).
When input () is called, the program waits for the user to type in some text and press Enter.
The text string that the user types in (their name) becomes the string value that is stored in
myName.

Like expressions, function calls evaluate to a single value. The value that the function call
evaluates to is called the return value. (In fact, we can also use the word “returns” to mean the
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same thing for function calls as “evaluates”.) In this case, the return value of the input ()
function is the string that the user typed in-their name. If the user typed in Albert, the input ()
function call evaluates (that is, returns) to the string 'Albert"'.

The function named input () does not need any arguments (unlike the print () function),
which is why there is nothing in between the parentheses.

hello.py
Al

5. print('It is good to meet you, + myName)

For line 5’s print () call, we use the plus operator (+) to concatenate the string ' Tt is
good to meet you, ' and the string stored in the myName variable, which is the name that
our user input into the program. This is how we get the program to greet us by name.

Ending the Program

Once the program executes the last line, it stops. At this point it has terminated or exited and
all of the variables are forgotten by the computer, including the string we stored in myName. If
you try running the program again and typing a different name it will print that name.

Hello world!

What is your name?

Alan

It is good to meet you, Alan

Remember, the computer only does exactly what you program it to do. In this program it is
programmed to ask you for your name, let you type in a string, and then say hello and display the
string you typed.

But computers are dumb. The program doesn’t care if you type in your name, someone else’s
name, or just something silly. You can type in anything you want and the computer will treat it
the same way:

Hello world!

What 1is your name?

poop

It is good to meet you, poop

Practice Exercises, Chapter 4, Set C
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Summary

Writing programs is just about knowing how to speak the computer’s language. While you
learned a little bit of this in the last chapter, in this chapter you’ve put together several Python
instructions to make a complete program that asks for the user’s name and then greets them.

All of our programs later in this book will be more complex and sophisticated, but don’t worry.
The programs will all be explained line by line. And you can always enter instructions into the
interactive shell to see what they do before they are all put into a complete program.

Now let’s start with our first encryption program: the reverse cipher.
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CHAPTER D

THE REVERSE CIPHER

Topics Covered In This Chapter:
e The len () function
while loops

The Boolean data type
Comparison operators
Conditions

Blocks

“Every man is surrounded by a neighborhood of

voluntary spies.”
Jane Austen

The Reverse Cipher

The reverse cipher encrypts a message by printing it in reverse order. So “Hello world!” encrypts
to “!dlrow olleH”. To decrypt, you simply reverse the reversed message to get the original
message. The encryption and decryption steps are the same.

The reverse cipher is a very weak cipher. Just by looking at its ciphertext you can figure out it is
just in reverse order. .syas ti tahw tuo erugif llits ylbaborp nac uoy ,detpyrcne si siht hguoht neve
,elpmaxe roF
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But the code for the reverse cipher program is easy to explain, so we’ll use it as our first
encryption program.

Source Code of the Reverse Cipher Program

In IDLE, click on File » New Window to create a new file editor window. Type in the following
code, save it as reverseCipher.py, and press F5 to run it: (Remember, don’t type in the line
numbers at the beginning of each line.)

Source code for reverseCipher.py

. # Reverse Cipher
. # http://inventwithpython.com/hacking (BSD Licensed)

1
2
3
4. message = 'Three can keep a secret, if two of them are dead.'
5. translated = "'
6
7
8
9

. i = lTen(message) - 1
. while i >= 0:
translated = translated + messagel[i]
10. i=1-1
11.
12. print(translated)

Sample Run of the Reverse Cipher Program
When you run this program the output will look like this:

.daed era meht fo owt fi ,terces a peek nac eerhT

To decrypt this message, copy the “.daed era meht fo owt fi ,terces a peek nac eerhT” text to the

paste it as the string value stored in message on line 4. Be sure to have the single quotes at the
beginning and end of the string. The new line 4 will look like this (with the change in bold):

reverseCipher.py
4. message = '.daed era meht fo owt fi ,terces a peek nac eerhT'

Now when you run the reverseCipher.py program, the output will decrypt to the original
message:

Three can keep a secret, if two of them are dead.
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Checking Your Source Code with the Online Diff Tool

Even though you could copy and paste or download this code from this book’s website, it is very
helpful to type in this program yourself. This will give you a better idea of what code is in this
program. However, you might make some mistakes while typing it in yourself.

To compare the code you typed to the code that is in this book, you can use the book’s website’s
browser. Paste your code into the text field on this web page, and then click the Compare button.
The diff tool will show any differences between your code and the code in this book. This is an
easy way to find typos that are causing errors.

Step 3

Cick the Torpars Sutton

Corrgers |
The Book's Program Your Program

' or f? Capsar Cipher

How the Program Works

reverseCipher.py
1. Reverse Cipher
2. h

#
# http://inventwithpython.com/hacking (BSD Licensed)

The first two lines are comments explaining what the program is, and also the website where you
can find it. The “BSD Licensed” part means that this program is free to copy and modify by
anyone as long as the program retains the credits to the original author (in this case, the book’s
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gets copied around the Internet, a person who downloads it will always know where to look for
the original source. They’ll also know this program is open source software and free to distribute
to others.

reverseCipher.py
4. message = 'Three can keep a secret, if two of them are dead.'

Line 4 stores the string we want to encrypt in a variable named message. Whenever we want to
encrypt or decrypt a new string we will just type the string directly into the code on line 4. (The
programs in this book don’t call input (), instead the user will type in the message into the
source code. You can just change the source directly before running the program again to encrypt
different strings.)

reverseCipher.py
T

5. translated =

The translated variable is where our program will store the reversed string. At the start of the
program, it will contain the blank string. (Remember that the blank string is two single quote
characters, not one double quote character.)

The 1len () Function

reverseCipher.py
7. i = len(message) - 1

Line 6 is just a blank line, and Python will simply skip it. The next line of code is on line 7. This
code is just an assignment statement that stores a value in a variable named i. The expression that
is evaluated and stored in the variable is 1en (message) - 1.

The first part of this expression is 1en (message) . This is a function call to the 1en ()
function. The 1en () function accepts a string value argument (just like the print () function
does) and returns an integer value of how many characters are in the string (that is, the length of
the string). In this case, we pass the message variable to 1en (), so 1en (message) will tell
us how many characters are in the string value stored in message.

Let’s experiment in the interactive shell with the 1en () function. Type the following into the
interactive shell:

>>> len('Hello")
5
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>>> len('")

>>> spam = 'Al'
>>> len(spam)

>>> len('Hello' + " ' + 'world!")
12
>>>

From the return value of 1en (), we know the string 'Hello"' has five characters in it and the
blank string has zero characters in it. If we store the string "A1 "' in a variable and then pass the
variable to 1en (), the function will return 2. If we pass the expression 'Hello' + ' ' +
'world! ' tothe 1len () function, it returns 12. This is because 'Hello' + ' ' +
'world! "' will evaluate to the string value 'Hello world! ', which has twelve characters in
it. (The space and the exclamation point count as characters.)

Line 7 finds the number of characters in message, subtracts one, and then stores this number in
the 1 variable. This will be the index of the last character in the message string.

Introducing the while Loop

reverseCipher.py

8. while i >= 0:

This is a new type of Python instruction called a while loop or while statement. A while
loop is made up of four parts:

1. The while keyword.

2. Anexpression (also called a condition) that evaluates to the Boolean values True or
False. (Booleans are explained next in this chapter.)

3. A:colon.

4. Ablock (explained later) of indented code that comes after it, which is what lines 9 and
10 are. (Blocks are explained later in this chapter.)

1. The while keyword
2. A condition

i >=¢D:k3. A colon

translated = translated + message(i]
= 1

2 = i=-%

4. A block of code
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Figure 5-2. The parts of a while loop statement.

To understand while loops, we will first need to learn about Booleans, comparison operators,
and blocks.

The Boolean Data Type

The Boolean data type has only two values: True or False. These values are case-sensitive
(you always need to capitalize the T and F, and leave the rest in lowercase). They are not string
values. You do not put a ' quote character around True or False. We will use Boolean values
(also called bools) with comparison operators to form conditions. (Explained later after
Comparison Operators.)

Like a value of any other data type, bools can be stored in variables. Type this into the interactive
shell:

>>> spam = True
>>> spam
True

>>> spam
>>> spam
False
>>>

False

Comparison Operators
In line 8 of our program, look at the expression after the while keyword:

reverseCipher.py

8. while i >= 0:

The expression that follows the while keyword (the i >= 0 part) contains two values (the
value in the variable i, and the integer value 0) connected by an operator (the >= sign, called the
“greater than or equal” operator). The >= operator is called a comparison operator.

The comparison operator is used to compare two values and evaluate to a True or False
Boolean value. Table 5-1 lists the comparison operators.
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Table 5-1. Comparison operators.

Operator Sign Operator Name
< Less than
> Greater than
<= Less than or equal to
>= Greater than or equal to
== Equal to
= Not equal to

Enter the following expressions in the interactive shell to see the Boolean value they evaluate to:

>>> 0 < 6

True

>> 6 < 0

False

>>> 50 < 10.5
False

>>> 10.5 < 11.3
True

>>> 10 < 10
False

The expression 0 < 6 returns the Boolean value True because the number 0 is less than the
number 6. But because 6 is not less than 0, the expression 6 < 0 evaluates to False. 50 is not
lessthan 10.5,5050 < 10.5isFalse.10.5islessthan11.3,5010 < 11.3 evaluates
to True.

Look againat 10 < 10. Itis False because the number 10 is not smaller than the number 10.
They are exactly the same size. If Alice were the same height as Bob, you wouldn’t say that Alice
is shorter than Bob. That statement would be false.

Try typing in some expressions using the other comparison operators:

>>> 10 <= 20
True
>>> 10 <= 10
True
>>> 10 >= 20
False
>>> 20 >= 20
True
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>>>

Remember that for the “less than or equal to” and “greater than or equal to” operators, the < or >
sign always comes before the = sign.

Type in some expressions that use the == (equal to) and ! = (not equal to) operators into the shell
to see how they work:

>>> 10 == 10

True

>>> 10 == 11

False

>>> 11 == 10

False

>>> 10 != 10

False

>>> 10 = 11

True

>>> 'Hello' == 'Hello'
True

>>> 'Hello' == 'Goodbye
False

>>> 'Hello' == 'HELLO'
False

>>> 'Goodbye' != 'Hello'
True

v

Notice the difference between the assignment operator (=) and the “equal to” comparison
operator (==). The equal (=) sign is used to assign a value to a variable, and the equal to (==

sign is used in expressions to see whether two values are the same. If you’re asking Python if two
things are equal, use ==. If you are telling Python to set a variable to a value, use =.

String and integer values will always be not-equal to each other. For example, try entering the
following into the interactive shell:

>>> 42 == 'Hello'
False

>>> 42 == '42'
False

>>> 10 == 10.0
True
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Just remember that every expression with comparison operators always evaluates to the value
True or the value False.

Conditions

A condition is another name for an expression when it is used in a while or if statement. (if
statements aren’t used in the reverse cipher program, but will be covered in the next chapter.)
Conditions usually have comparison operators, but conditions are still just expressions.

Blocks

A block is one or more lines of code grouped together with the same minimum amount of
indentation (that is, the number of spaces in front of the line). You can tell where a block begins
and ends by looking at the line’s indentation.

A block begins when a line is indented by four spaces. Any following line that is also indented by
at least four spaces is part of the block. When a line is indented with another four spaces (for a
total of eight spaces in front of the line), a new block begins inside the block. A block ends when
there is a line of code with the same indentation before the block started.

Let’s look at some imaginary code (it doesn’t matter what the code is, we are only paying
attention to the indentation of each line). We will replace the indenting spaces with black squares
to make them easier to count:

1. codecodecodecodecodecodecode # zero spaces of indentation

2. w=wssscodecodecodecodecodecodecodecodecode # four spaces of indentation

3. =ssscodecodecodecodecodecodecode # four spaces of indentation

4. wwsssssscodecodecodecodecodecodecodecodecode # eight spaces of indentation
5. ==sscodecodecodecodecode # four spaces of indentation
6
7
8

. ===scodecodecodecodecodecode # four spaces of indentation
. codecodecodecodecodecodecodecodecodecodecode # zero spaces of indentation

You can see that line 1 has no indentation, that is, there are zero spaces in front of the line of
code. But line 2 has four spaces of indentation. Because this is a larger amount of indentation
than the previous line, we know a new block has begun. Line 3 also has four spaces of
indentation, so we know the block continues on line 3.

Line 4 has even more indentation (8 spaces), so a new block has begun. This block is inside the
other blocks. In Python, you can have blocks-within-blocks.
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On line 5, the amount of indentation has decreased to 4, so we know that the block on the
previous line has ended. Line 4 is the only line in that block. Since line 5 has the same amount of
indentation as the block from line 3, we know that the block has continue on to line 5.

Line 6 is a blank line, so we just skip it.

Line 7 has four spaces on indentation, so we know that the block that started on line 2 has
continued to line 7.

Line 8 has zero spaces of indentation, which is less indentation than the previous line. This
decrease in indentation tells us that the previous block has ended.

There are two blocks in the above make-believe code. The first block goes from line 2 to line 7.
The second block is just made up of line 4 (and is inside the other block).

(As a side note, it doesn’t always have to be four spaces. The blocks can use any number of
spaces, but the convention is to use four spaces.)

The while Loop Statement

reverseCipher.py
8. while i >= 0:

9. translated = translated + message[i]
10. i=1-1
11.

12. print(translated)

Let’s look at the whi1le statement on line 8 again. What a whi 1e statement tells Python to do is
first check to see what the condition (which on line 8is i >= 0) evaluates to. If the condition
evaluates to True, then the program execution enters the block following the whi1e statement.
From looking at the indentation, this block is made up of lines 9 and 10.

If the while statement’s condition evaluates to False, then the program execution will skip the
code inside the following block and jump down to the first line after the block (which is line 12).

If the condition was True, the program execution starts at the top of the block and executes each
line in turn going down. When it reaches the bottom of the block, the program execution jumps
back to the while statement on line 8 and checks the condition again. If it is still True, the
execution jumps into the block again. If it is False, the program execution will skip past it.

You can think of the while statement while i >= 0: as meaning, “while the variable i is
greater than or equal to zero, keep executing the code in the following block”.
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“Growing” a String

Remember on line 7 that the 1 variable is first set to the length of the message minus one, and
the while loop on line 8 will keep executing the lines inside the following block until the
condition i >= Qs False.

reverseCipher.py
7. i = lTen(message) - 1
8. while i >= 0:

9. translated = translated + messagel[i]
10. i=1-1
11.

12. print(translated)

There are two lines inside the while statement’s block, line 9 and line 10.

Line 9 is an assignment statement that stores a value in the translated variable. The value
that is stored is the current value of translated concatenated with the character at the index i
in message. In this way, the string value stored in translated “grows” until it becomes the
fully encrypted string.

Line 10 is an assignment statement also. It takes the current integer value in i and subtracts one
from it (this is called decrementing the variable), and then stores this value as the new value of

1.

The next line is line 12, but since this line has less indentation, Python knows that the while
statement’s block has ended. So rather than go on to line 12, the program execution jumps back to
line 8 where the while loop’s condition is checked again. If the condition is True, then the
lines inside the block (lines 9 and 10) are executed again. This keeps happening until the
condition is False (that is, when i is less than 0), in which case the program execution goes to
the first line after the block (line 12).

Let’s think about the behavior of this loop. The variable i starts off with the value of the last
index of message and the translated variable starts off as the blank string. Then inside the
loop, the value of message [1] (which is the last character in the message string, since i will
have the value of the last index) is added to the end of the translated string.

Then the value in i is decremented (that is, reduced) by 1. This means that message [1] will
be the second to last character. So while i as an index keeps moving from the back of the string
in message to the front, the string message [1] is added to the end of translated. Thisis
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what causes translated to hold the reverse of the string in the message. When 1 is finally
setto -1, then the while loop’s condition will be False and the execution jumps to line 12,

reverseCipher.py
12. print(translated)

At the end of our program on line 12, we print out the contents of the translated variable
(that is, the string ' .daed era meht fo owt fi ,terces a peek nac eerhT')to
the screen. This will show the user what the reversed string looks like.

If you are still having trouble understanding how the code in the while loop reverses the string,
try adding this new line inside the whi1e loop:

reverseCipher.py
8. while i >= 0:

9. translated = translated + message[i]
10. print(i, message[i], translated)
11. i=1 -1
12.

13. print(translated)

This will print out the three expressions i, message[i], and translated each time the
execution goes through the loop (that is, on each iteration of the loop). The commas tell the
print () function that we are printing three separate things, so the function will add a space in
between them. Now when you run the program, you can see how the t ranslated variable
“grows”. The output will look like this:

48 . .

47 d .d

46 a .da

45 e .dae

44 d .daed

43 .daed

42 e .daed e

41 r .daed er

40 a .daed era

39 .daed era

38 m .daed era m
37 e .daed era me
36 h .daed era meh
35 t .daed era meht

34 .daed era meht

33 .daed era meht f
32 o .daed era meht fo
31 .daed era meht fo

-+
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30 o .daed
29 w .daed
28 t .daed
27 .daed
26 f .daed
25 i .daed
24 .daed
23 , .daed
22 t .daed
21 e .daed
20 r .daed
19 c .daed
18 e .daed
17 s .daed
16 .daed
15 a .daed
14 .daed
13 p .daed
12 e .daed
11 e .daed
10 k .daed
9 .daed
8 n .daed
7 a .daed
6 c .daed
5 .daed
4 e .daed
3 e .daed
2 r .daed
1 h .daed
0 T .daed
.daed era

era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era
era

meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht
meht

fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo
fo

meht fo owt

(0]
ow
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt
owt

.F
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi
fi

,te
,ter
,terc
,terce
,terces
,terces
,terces
,terces
,terces
,terces
,terces
,terces
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,terces
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,terces
,terces
,terces
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,terces
,terces
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a
a
a
a
a
a
a
a
a

a

AU VI DR DR VI )

p
pe
pee
peek
peek
peek
peek
peek
peek
peek
peek
peek
peek
peek

fi ,terces a peek nac

n
na
nac
nac
nac
nac
nac
nac
nac

e
ee
eer
eerh
eerhT

eerhT

The first line, which shows “48

On the next iteration of the loop, the print () call displays “47

.7, is showing what the expressions i, message[i], and
translated evaluate to after the string message [1] has been added to the end of
translated but before i is decremented. You can see that the first time the program execution
goes through the loop, i issetto 48, and so message [1] (that is, message [48]) is the string
'.'.The translated variable started as a blank string, but when message [1] was added to
the end of it on line 9, it became the string value ' . '.

.d”. You can see that i has

been decremented from 48 to 47, and so now message [1] iISmessage [47], which is the
'd" string. (That’s the second “d” in “dead™.) This 'd' gets added to the end of translated
so that translated is now setto ' .d".

Now you can see how the translated variable’s string is slowly “grown” from a blank string
to the reverse of the string stored in message.
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Tracing Through the Program, Step by Step

The previous explanations have gone through what each line does, but let’s go step by step
through the program the same way the Python interpreter does. The interpreter starts at the very
top, executes the first line, then moves down a line to execute the next instruction. The blank lines
and comments are skipped. The while loop will cause the program execution will loop back to
the start of the loop after it finishes.

Here is a brief explanation of each line of code in the same order that the Python interpreter
executes it. Follow along with to see how the execution moves down the lines of the program, but
sometimes jumps back to a previous line.

reverseCipher.py

1. # Reverse Cipher

2. # http://inventwithpython.com/hacking (BSD Licensed)
3.

4. message = 'Three can keep a secret, if two of them are dead.'
5. translated = ''

6.

7. i = Ten(message) - 1

8. while i >= 0:

9. translated = translated + message[i]

10. i=1 -1

11.

12. print(translated)

Step 1 Linel Thisis a comment, so the Python interpreter skips it.

Step 2 Line2  Thisis a comment, and skipped.

Step 3 Line4  Thestring value ' Three can keep a secret, if two of
them are dead.' isstoredinthe message variable

Step 4 Line5 The blank string ' ' is stored in the t ranslated variable.

Step 5 Line7 len(message) - 1 evaluatesto 48. The integer 48 is stored in the i
variable.

Step 6 Line8 The while loop’s condition i >= 0 evaluates to True. Since the
condition is True, the program execution moves inside the following
block.

Step 7 Line9 translated + message[i] to '.'.Thestringvalue '." is stored
inthe translated variable.

Step 8 Line10 i - 1 evaluatesto 47. The integer 47 is stored in the i variable.

Step 9 Line8  When the program execution reaches the end of the block, the execution
moves back to the whi 1e statement and rechecks the condition. i >= 0
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evaluates to True, the program execution moves inside the block again.

Step10 Line9 translated + message[i] evaluates '.d'. The string value '.d"’
is stored in the translated variable.

Step11 Line10 i - 1 evaluatesto 46. The integer 46 is stored in the i variable.

Step 12 Line8 The while statement rechecks the condition. Since i >= 0 evaluates to
True, the program execution will move inside the block again.

Step 13 ...The lines of the code continue to loop. We fast-forward to when 1 is set to
to Oand translatedissetto ' .daed era meht fo owt fi
Step 149 ,terces a peek nac eerh'..

Step 150 Line8 The while loop’s condition is checked, and 0 >= 0 evaluates to True.

Step151 Line9 translated + message[i] evaluatesto '.daed era meht fo
owt fi ,terces a peek nac eerhT'. Thisstring is stored in the
translated variable.

Step 152 Linel0 i - 1 evaluatesto O - 1, which evaluatesto -1. -1 is stored in the i
variable.

Step 153 Line8 The while loop’s conditionis i >= 0, which evaluatesto -1 >= 0,
which evaluates to False. Because the condition is now False, the
program execution skips the following block of code and goes to line 12.

Step 154 Line12 translated evaluatesto the stringvalue '.daed era meht fo
owt fi ,terces a peek nac eerhT'.Theprint () functionis
called and this string is passed, making it appear on the screen.
There are no more lines after line 12, so the program terminates.

Using input () In Our Programs

The programs in this book are all designed so that the strings that are being encrypted or
decrypted are typed directly into the source code. You could also modify the assignment
statements so that they call the input () function. You can pass a string to the input ()
function to appear as a prompt for the user to type in the string to encrypt. For example, if you
change line 4 in reverseCipher.py to this:

reverseCipher.py
4. message = input('Enter message: ')

Then when you run the program, it will print the prompt to the screen and wait for the user to
type in the message and press Enter. The message that the user types in will be the string value
that is stored in the message variable:

Enter message: Hello world!
!'dlrow olleH
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Practice Exercises, Chapter 5, Section A

Summary
Now that we have learned how to deal with text, we can start making programs that the user can

run and interact with. This is important because text is the main way the user and the computer
will communicate with each other.

Strings are just a different data type that we can use in our programs. We can use the + operator
to concatenate strings together. We can use indexing and slicing to create a new string from part
of a different string. The 1en () function takes a string argument and returns an integer of how
many characters are in the string.

The Boolean data type has only two values: True and False. Comparison operators ==, !=, <,
>, <=, and >= can compare two values and evaluate to a Boolean value.

Conditions are expression that are used in several different kinds of statements. A while loop
statement keeps executing the lines inside the block that follows it as long as its condition
evaluates to True. A block is made up of lines with the same level of indentation, including any
blocks inside of them.

A common practice in programs is to start a variable with a blank string, and then concatenate
characters to it until it “grows” into the final desired string.
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CHAPTER O

THE CAESAR CIPHER

Topics Covered In This Chapter:

e The import statement

e Constants

e The upper () string method

e for loops

e if,elif,andelse statements
e The inand not in operators
e The find () string method

“BIG BROTHER IS WATCHING YOU.”

“1984” by George Orwell

Implementing a Program

In Chapter 1, we used a cipher wheel, a St. Cyr slide, and a chart of letters and numbers to
implement the Caesar cipher. In this chapter, we will use a computer program to implement the
Caesar cipher.

The reverse cipher always encrypts the same way. But the Caesar cipher uses keys, which encrypt
the message in a different way depending on which key is used. The keys for the Caesar cipher
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are the integers from 0 to 25. Even if a cryptanalyst knows that the Caesar cipher was used, that
alone does not give her enough information to break the cipher. She must also know the key.

Source Code of the Caesar Cipher Program

Type in the following code into the file editor, and then save it as caesarCipher.py. Press F5 to
run the program. Note that first you will need to download the pyperclip.py module and place this
file in the same directory (that is, folder) as the caesarCipher.py file. You can download this file

Source code for caesarCipher.py
# Caesar Cipher
# http://inventwithpython.com/hacking (BSD Licensed)

import pyperclip

# the string to be encrypted/decrypted
message = 'This is my secret message.'

O oo NI WN

# the encryption/decryption key
key = 13

e
N RO

. # tells the program to encrypt or decrypt
. mode = 'encrypt' # set to 'encrypt' or 'decrypt'

el
v W

. # every possible symbol that can be encrypted

16. LETTERS = "ABCDEFGHIJKLMNOPQRSTUVWXYZ'

17.

18. # stores the encrypted/decrypted form of the message

19. translated = "'

20.

21. # capitalize the string in message

22. message = message.upper()

23.

24. # run the encryption/decryption code on each symbol in the message string
25. for symbol in message:

26. if symbol in LETTERS:

27. # get the encrypted (or decrypted) number for this symbol
28. num = LETTERS.find(symbol) # get the number of the symbol
29. if mode == 'encrypt':

30. num = num + key

31. elif mode == 'decrypt':

32. num = num - key

33.

34. # handle the wrap-around if num is Targer than the Tength of
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35. # LETTERS or Tess than 0

36. if num >= 1en(LETTERS):

37. num = num - 1en(LETTERS)

38. elif num < O:

39. num = num + T1en(LETTERS)

40.

41. # add encrypted/decrypted number's symbol at the end of translated
42. translated = translated + LETTERS[num]

43,

44, else:

45. # just add the symbol without encrypting/decrypting
46. translated = translated + symbol

47.

48. # print the encrypted/decrypted string to the screen
49. print(translated)

50.

51. # copy the encrypted/decrypted string to the clipboard
52. pyperclip.copy(translated)

Sample Run of the Caesar Cipher Program
When you run this program, the output will look like this:

GUVF VF ZL FRPERG ZRFFENTR.

The above text isthe string ' This is my secret message. ' encrypted with the Caesar
cipher with key 13. The Caesar cipher program you just ran will automatically copy this
encrypted string to the clipboard so you can paste it in an email or text file. This way you can

easily take the encrypted output from the program and send it to another person.

To decrypt, just paste this text as the new value stored in the message variable on line 7. Then
change the assignment statement on line 13 to store the string 'decrypt' in the variable mode:

# the string to be encrypted/decrypted
message = 'GUVF VF ZL FRPERG ZRFFNTR.'

O 00 N O

# the encryption/decryption key

10. key = 13

11.

12. # tells the program to encrypt or decrypt

13. mode = 'decrypt' # set to 'encrypt' or 'decrypt

caesarCipher.py

When you run the program now, the output will look like this:
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THIS IS MY SECRET MESSAGE.

If you see this error message when running the program:

Traceback (most recent call last):
File "C:\Python32\caesarCipher.py", line 4, in <module>
import pyperclip
ImportError: No module named pyperclip

...then you have not downloaded the pyperclip module into the right folder. If you still
cannot get the module working, just delete lines 4 and 52 (which have the text “pyperclip” in
them) from the program. This will get rid of the code that depends on the pyperclip module.

Checking Your Source Code with the Online Diff Tool
To compare the code you typed to the code that is in this book, you can use the online diff tool on

your code into the text field on this web page, and then click the Compare button. The diff tool
will show any differences between your code and the code in this book. This can help you find
any typos you made when typing out the program.

Practice Exercises, Chapter 6, Set A

How the Program Works
Let’s go over exactly what each of the lines of code in this program does.

Importing Modules with the import Statement

caesarCipher.py
. # Caesar Cipher
# http://inventwithpython.com/hacking (BSD Licensed)

AW N R

. import pyperclip

Line 4 is a new kind of statement called an import statement. While Python includes many
built-in functions, some functions exist in separate programs called modules. Modules are
Python programs that contain additional functions that can be used by your program. In this case,
we’re importing a module named pyperclip so that we can call the pyperclip.copy ()
function later in this program.
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The import statement is made up of the import keyword followed by the module name. Line
4 is an import statement that imports the pyperclip module, which contains several
functions related to copying and pasting text to the clipboard.

caesarCipher.py
# the string to be encrypted/decrypted
message = 'This is my secret message.'

O 00 N O

# the encryption/decryption key

10. key = 13

11.

12. # tells the program to encrypt or decrypt

13. mode = 'encrypt' # set to 'encrypt' or 'decrypt'

The next few lines set three variables: message will store the string to be encrypted or
decrypted, key will store the integer of the encryption key, and mode will store either the string
'encrypt' (which will cause code later in the program to encrypt the string in message) or
"decrypt "' (which will tell the program to decrypt rather than encrypting).

Constants

caesarCipher.py
15. # every possible symbol that can be encrypted
16. LETTERS = 'ABCDEFGHIJKLMNOPQRSTUVWXYZ'

We also need a string that contains all the capital letters of the alphabet in order. It would be
tiring to type the full ' ABCDEFGHIJKLMNOPQRSTUVWXYZ ' string value each time we use it in
the program (and we might make typos when typing it, which would cause errors in our
program). So instead we will type the code for the string value once and place it in a variable
named LETTERS. This string contains all the letters that our cipher program can possibly
encrypt. This set of letters (which don’t have to be just letters but can also be numbers,
punctuation, or any other symbol) is called the cipher’s symbol set. The end of this chapter will
tell you how to expand this program’s symbol set to include other characters besides letters.

The LETTERS variable name is in all capitals. This is the programming convention for constant
variables. Constants are variables whose values are not meant to be changed when the program
runs. Although we can change LETTERS just like any other variable, the all-caps reminds the
programmer to not write code that does so.
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Like all conventions, we don’t have to follow it. But doing it this way makes it easier for other
programmers to understand how these variables are used. (It even can help you if you are looking
at code you wrote yourself a long time ago.)

The upper () and 1lower () String Methods

caesarCipher.py
18. # stores the encrypted/decrypted form of the message
19. translated = "'
20.
21. # capitalize the string in message
22. message = message.upper()

On line 19, the program stores a blank string in a variable named translated. Just like in the
reverse cipher from last chapter, by the end of the program the translated variable will
contain the completely encrypted (or decrypted) message. But for now it starts as a blank string.

Line 22 is an assignment statement that stores a value in a variable named message, but the
expression on the right side of the = operator is something we haven’t seen before:

message.upper ().

This is a method call. Methods are just like functions, except they are attached to a non-module
value (or in the case of line 22, a variable containing a value) with a period. The name of this
method is upper (), and it is being called on the string value stored in the message variable.

A function is not a method just because it is in a module. You will see on line 52 that we call
pyperclip.copy (), but pyperclip isa module that was imported on line 4, so copy () is
not a method. It is just a function that is inside the pyperc1 ip module. If this is confusing, then
you can always call methods and functions a “function” and people will know what you’re
talking about.

Most data types (such as strings) have methods. Strings have a method called upper () and
lower () which will evaluate to an uppercase or lowercase version of that string, respectively.
Try typing the following into the interactive shell:

>>> 'Hello world!"'.upper()
"HELLO WORLD!'

>>> "'Hello world!'.lower()
'hello world!'

>>>
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Because the upper () method returns a string value, you can call a method on that string as
well. Try typing '"Hello world!'.upper () .lower () intothe shell:

>>> 'Hello world!"'.upper().Tower()
'hello world!"'
>>>

'Hello world!'.upper () evaluatesto the string 'HELLO WORLD! ', and then we call
the lower () method on that string. This returns the string "hello world! ', whichis the
final value in the evaluation. The order is important. 'Hello world!'.lower () .upper ()
is not the same as 'Hello world!'.upper () .lower ():

>>> 'Hello world'.lower() .upper()
"HELLO WORLD!'
>>>

If a string is stored in a variable, you can call any string method (such as upper () or
lower () ) on that variable. Look at this example:

>>> fizz = "Hello world!'
>>> fizz.upper(Q

"HELLO WORLD!'

>>> fizz

'HeT1lo world!"

Calling the upper () or lower () method on a string value in a variable does not change the
value inside a variable. Methods are just part of expressions that evaluate to a value. (Think about
it like this: the expression fizz + 'ABC' would not change the string stored in £izz to have
"ABC' concatenated to the end of it, unless we used it in an assignment statement like fizz =
fizz + 'ABC'))

Different data types have different methods. You will learn about other methods as you read this

The for Loop Statement

caesarCipher.py
24. # run the encryption/decryption code on each symbol in the message string
25. for symbol in message:
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The for loop is very good at looping over a string or list of values (we will learn about lists
later). This is different from the while loop, which loops as long as a certain condition is True.
A for statement has six parts:

1. The for keyword

1. The for keyword. . 3. Thein
2. A variable name. 2. A variable name g keyword

3. The in keyword.
4. A string value (or a variable
containing a string value).

symbol message:
s2cme code here

5. A colon. 4. A string or variable
6. A block of code. containing a string
5. A colon

6. A block of code
Figure 6-1. The parts of a for loop statement.

Each time the program execution goes through the loop (that is, on each iteration through the
loop) the variable in the for statement takes on the value of the next character in the string.

For example, type the following into the interactive shell. Note that after you type the first line,
the >>> prompt will turninto . . . (although in IDLE, it will just print three spaces) because the
shell is expecting a block of code after the for statement’s colon. In the interactive shell, the
block will end when you enter a blank line:

>>> for letter in 'Howdy':
print('The Tletter is ' + letter)

The letter is
The letter is
The letter is
The letter is
The letter is
>>>

< 9= 0=

A while Loop Equivalent of a for Loop

The for loop is very similar to the while loop, but when you only need to iterate over
characters in a string, using a for loop is much less code to type. You can make a while loop
that acts the same way as a for loop by adding a little extra code:

>> i =0
>>> while i < Ten('Howdy'):
Tetter = "Howdy'[1]
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print('The Tetter is ' + letter)
i=1+1

The letter is
The letter is
The letter is
The letter is
The letter is
>>>

< a=so0x

Notice that this while loop does the exact same thing that the for loop does, but is not as short
and simple as the for loop.

Before we can understand lines 26 to 32 of the Caesar cipher program, we need to first learn
aboutthe if, elif, and else statements, the in and not in operators, and the £ind ()
string method.

Practice Exercises, Chapter 6, Set B

The i f Statement

An if statement can be read as “If this condition is True, execute the code in the following
block. Otherwise if it is False, skip the block.” Open the file editor and type in the following
small program. Then save the file as password.py and press F5 to run it.

Source code for password.py
. print('What is the password?')
. password = input(Q
. if password == 'rosebud':
print('Access granted.')
. if password != 'rosebud':
print('Access denied.")
. print('Done.")

NOoO vl Wi

When the password = input () line is executed, the user can type in anything she wants and
it will be stored as a string in the variable password. If she typed in “rosebud” (in all lowercase
letters), then the expression password == 'rosebud' will evaluate to True and the
program execution will enter the following block to printthe 'Access granted. ' string.

If password == 'rosebud' is False, then this block of code is skipped. Next, the second
if statement will have its condition also evaluated. If this condition, password !=
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'rosebud’' is True, then the execution jumps inside of the following block to print out
'Access denied. . If the condition is False, then this block of code is skipped.

The else Statement

Often we want to test a condition and execute one block of code if it is True and another block
of code if it is False. The previous password.py example is like this, but it used two if
statements.

An else statement can be used after an i £ statement’s block, and its block of code will be
executed if the i f statement’s condition is False. You can read the code as “if this condition is
true, execute this block, or else execute this block.

Type in the following program and save it as password2.py. Notice that it does the same thing as
the previous password.py program, except it uses an if and el se statement instead of two 1 f
statements:

Source code for password2.py
. print('What is the password?')
. password = input()
. if password == 'rosebud':
print('Access granted."')
. else:
print('Access denied."')
. print('Done.")

NOoO v s Wi

The elif Statement

There is also an “else if”” statement called the e11 £ statement. Like an i f statement, it has a
condition. Like an e1se statement, it follows an i f (or another e11 f) statement and executes if
the previous i f (or e1if) statement’s condition was False. Youcanread if,elif and else
statements as, “If this condition is true, run this block. Or else, check if this next condition is true.
Or else, just run this last block.” Type in this example program into the file editor and save it as
elifeggs.py:

Source code for elifeggs.py
. numberOfEggs = 12
. if numberOfEggs < 4:
print('That is not that many eggs.')
. elif numberOfEggs < 20:
print('You have quite a few eggs.')
. elif numberOfEggs == 144:

SV WN
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7. print('You have a lot of eggs. Gross!')
8. else:
9. print('Eat ALL the eggs!')

When you run this program, the integer 12 is stored in the variable numberOfEggs. Then the
condition numberOfEggs < 4 ischecked to see if it is True. If it isn’t, the execution skips
the block and checks numberOfEggs < 20.Ifitisn’t True, execution skips that block and
checks if numberOfEggs == 144. If all of these conditions have been False, then the
else block is executed.

Notice that one and only one of these blocks will be executed. You can have zero or more
elif statements following an if statement. You can have zero or one el se statements, and the
else statement always comes last.

The in and not in Operators

An expression of two strings connected by the in operator will evaluate to True if the first
string is inside the second string. Otherwise the expression evaluates to False. Notice that the
inand not in operators are case-sensitive. Try typing the following in the interactive shell:

>>> 'hello' in 'hello world!'
True

>>> 'ello' in 'hello world!"'
True

>>> 'HELLO' in 'hello world!'
False

>>> 'HELLO' in 'HELLO world!'
True

>>> "' in 'Hello'

True

>>> "' 1in
True

>>> 'D' in 'ABCDEF'
True

>>>

The not in operator will evaluate to the opposite of in. Try typing the following into the
interactive shell:

>>> 'hello' not in 'hello world!'
False
>>> 'ello' not in 'hello world!'
False
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>>> 'HELLO' not in 'hello world!'
True

>>> "HELLO' not in 'HELLO world!'
False

>>> "' not in 'Hello'

False

>>> "' not 1in
False

>>> 'D' not in 'ABCDEF'
False

>>>

(]

Expressions using the in and not in operators are handy for conditions of i f statements so that
we can execute some code if a string exists inside of another string.

Also, the in keyword used in for statements is not the same as the in operator used here. They
are just typed the same.

The £ind () String Method

Just like the upper () method can be called on a string values, the find () method is a string
method. The £ind () method takes one string argument and returns the integer index of where
that string appears in the method’s string. Try typing the following into the interactive shell:

>>> 'hello'.find('e")
>>> 'hello'.find('0")

>>> fizz = 'hello’
>>> fizz.find('h'")

>>>

If the string argument cannot be found, the £ind () method returns the integer —1. Notice that
the £ind () method is case-sensitive. Try typing the following into the interactive shell:

>>> 'hello'.find('x")
-1
>>> 'hello'.find('H")
-1
>>>
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The string you pass as an argument to £ind () can be more than one character. The integer that
find () returns will be the index of the first character where the argument is found. Try typing
the following into the interactive shell:

>>> 'hello'.find('ello")

1

>>> 'hello'.find('To")

3

>>> 'hello hello'.find('e")
1

>>>

The £ind () string method is like a more specific version of using the in operator. It not only
tells you if a string exists in another string, but also tells you where.

Practice Exercises, Chapter 6, Set C

Back to the Code

Now that we understand how if, elif, else statements, the in operator, and the £ind ()
string method works, it will be easier to understand how the rest of the Caesar cipher program
works.

caesarCipher.py

26. if symbol in LETTERS:
27. # get the encrypted (or decrypted) number for this symbol
28. num = LETTERS.find(symbol) # get the number of the symbol

If the string in symbo1 (which the for statement has set to be only a single character) is a
capital letter, then the condition symbol in LETTERS will be True. (Remember that on line
22 we converted message to an uppercase version with message = message . upper (), SO
symbol cannot possibly be a lowercase letter.) The only time the condition is False is if
symbol is something like a punctuation mark or number string value, suchas '2' or '4"'.

We want to check if symbo1l is an uppercase letter because our program will only encrypt (or
decrypt) uppercase letters. Any other character will be added to the translated string without
being encrypted (or decrypted).
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There is a new block that starts after the i £ statement on line 26. If you look down the program,
you will notice that this block stretches all the way to line 42. The e1se statement on line 44 is
paired to the i f statement on line 26.

caesarCipher.py

29. if mode == 'encrypt':
30. num = num + key

31. elif mode == 'decrypt':
32. num = num - key

Now that we have the current symbol’s number stored in num, we can do the encryption or
decryption math on it. The Caesar cipher adds the key number to the letter’s number to encrypt it,
or subtracts the key number from the letter’s number to decrypt it.

The mode variable contains a string that tells the program whether or not it should be encrypting
or decrypting. If this string is 'encrypt ', then the condition for line 29’s i £ statement will be
True and line 30 will be executed (and the block after the e 11 £ statement will be skipped). If
this string is any other value besides 'encrypt ', then the condition for line 29’s i f statement
is False and the program execution moves on to check the e1i f statement’s condition.

This is how our program knows when to encrypt (where it is adding the key) or decrypt (where it
is subtracting the key). If the programmer made an error and stored 'pineapples"' inthe
mode variable on line 13, then both of the conditions on lines 29 and 31 would be False and
nothing would happen to the value stored in num. (You can try this yourself by changing line 13
and re-running the program.)

caesarCipher.py

34. # handle the wrap-around if num is larger than the Tength of
35. # LETTERS or less than 0

36. if num >= 1en(LETTERS):

37. num = num - T1en(LETTERS)

38. elif num < O:

39. num = num + 1en(LETTERS)

Remember that when we were implementing the Caesar cipher with paper and pencil, sometimes
the number after adding or subtracting the key would be greater than or equal to 26 or less than 0.
In those cases, we had to add or subtract 26 to the number to “wrap-around” the number. This
“wrap-around” is what lines 36 to 39 do for our program.
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If num is greater than or equal to 26, then the condition on line 36 is True and line 37 is
executed (and the e11 £ statement on line 38 is skipped). Otherwise, Python will check if num is
less than 0. If that condition is True, then line 39 is executed.

The Caesar cipher adds or subtracts 26 because that is the number of letters in the alphabet. If
English only had 25 letters, then the “wrap-around” would be done by adding or subtracting 25.

Notice that instead of using the integer value 26 directly, we use 1en (LETTERS) . The function
call 1en (LETTERS) will return the integer value 2 6, so this code works just as well. But the
reason that we use len (LETTERS) instead of 26 is that the code will work no matter what
characters we have in LETTERS.

We can modify the value stored in LETTERS so that we encrypt and decrypt more than just the
uppercase letters. How this is done will be explained at the end of this chapter.

caesarCipher.py
41. # add encrypted/decrypted number's symbol at the end of translated
42 . translated = translated + LETTERS[num]

Now that the integer in num has been modified, it will be the index of the encrypted (or
decrypted) letter in LETTERS. We want to add this encrypted/decrypted letter to the end of the
translated string, so line 42 uses string concatenation to add it to the end of the current value
of translated.

caesarCipher.py

44, else:
45, # just add the symbol without encrypting/decrypting
46. translated = translated + symbol

Line 44 has four spaces of indentation. If you look at the indentation of the lines above, you’ll see
that this means it comes after the i £ statement on line 26. There’s a lot of code in between this
if and else statement, but it all belongs in the block of code that follows the i f statement on
line 26. If that i £ statement’s condition was False, then the block would have been skipped and
the program execution would enter the e1se statement’s block starting at line 46. (Line 45 is
skipped because it is a comment.)

This block has just one line in it. It adds the symbo1 string as it is to the end of translated.
This is how non-letter strings like * ' or ' . ' are added to the translated string without being
encrypted or decrypted.
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Displaying and Copying the Encrypted/Decrypted String

caesarCipher.py
48. # print the encrypted/decrypted string to the screen
49. print(translated)
50.
51. # copy the encrypted/decrypted string to the clipboard
52. pyperclip.copy(translated)

Line 49 has no indentation, which means it is the first line after the block that started on line 26
(the for loop’s block). By the time the program execution reaches line 49, it has looped through
each character in the message string, encrypted (or decrypted) the characters, and added them to

translated.

Line 49 will call the print () function to display the translated string on the screen. Notice
that this is the only print () call in the entire program. The computer does a lot of work
encrypting every letter in me ssage, handling wrap-around, and handling non-letter characters.
But the user doesn’t need to see this. The user just needs to see the final string in translated.

Line 52 calls a function that is inside the pyperclip module. The function’s name is copy ()
and it takes one string argument. Because copy () is a function in the pyperclip module, we
have to tell Python this by putting pyperclip. in front of the function name. If we type

copy (translated) instead of pyperclip.copy (translated), Python will give us an
error message.

You can see this error message for yourself by typing this code in the interactive shell:

>>> copy('Hello")

Traceback (most recent call last):
File "<stdin>", 1ine 1, in <module>

NameError: name 'copy' is not defined

>>>

Also, if you forget the import pyperclip line before trying to call pyperclip.copy (),
Python will give an error message. Try typing this into the interactive shell:

>>> pyperclip.copy('Hello")
Traceback (most recent call last):

File "<stdin>", 1line 1, in <module>
NameError: name 'pyperclip' is not defined
>>>
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That’s the entire Caesar cipher program. When you run it, notice how your computer can execute
the entire program and encrypt the string in less than a second. Even if you type in a very, very
long string for the value to store in the message variable, your computer can encrypt or decrypt
a message within a second or two. Compare this to the several minutes it would take to do this
with a cipher wheel or St. Cyr slide. The program even copies the encrypted text to the clipboard
so the user can simply paste it into an email to send to someone.

Encrypt Non-Letter Characters

One problem with the Caesar cipher that we’ve implemented is that it cannot encrypt non-letters.
For example, if you encrypt the string ' The password is 31337. ' with the key 20, it will
encryptto 'Dro zkccgybn sc 31337."' This encrypted message doesn’t keep the

password in the message very secret. However, we can modify the program to encrypt other
characters besides letters.

If you change the string that is stored in LETTERS to include more than just the uppercase letters,
then the program will encrypt them as well. This is because on line 26, the condition symbol

in LETTERS will be True. The value of num will be the index of symbol in this new, larger
LETTERS constant variable. The “wrap-around” will need to add or subtract the number of
characters in this new string, but that’s already handled because we use 1en (LETTERS) instead
of typing in 26 directly into the code. (This is why we programmed it this way.)

The only changes you have to make are to the LETTERS assignment statement on line 16 and
commenting out line 22 which capitalizes all the letters in message.

caesarCipher.py
15. # every possible symbol that can be encrypted

16. LETTERS = " !"#$%&\' (O *+,-./0123456789: ; <=>?@ABCDEFGHIJKLMNOPQRSTUVWXYZ [\\]
A_"a bcdefghijklmnopgrstuvwxyz{|}~"
17.

18. # stores the encrypted/decrypted form of the message
19. translated = "'

20.

21. # capitalize the string in message

22. #message = message.upper()

Notice that this new string has the escape characters \ ' and \\ in it. You can download this new

This modification to our program is like if we had a cipher wheel or St. Cyr slide that had not
only uppercase letters but numbers, punctuation, and lowercase letters on it as well.
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Even though the value for LETTERS has to be the same when running the program for decryption
as when it encrypted the message, this value doesn’t have to be secret. Only the key needs to be
kept secret, while the rest of program (including the code for the Caesar cipher program) can be
shared with the world.

Summary

You’ve had to learn several programming concepts and read through quite a few chapters to get
to this point, but now you have a program that implements a secret cipher. And more importantly,
you can understand how this code works.

Modules are Python programs that contain useful functions we can use. To use these functions,
you must first import them with an import statement. To call functions in an imported module,
put the module name and a period before the function name, like: module. function ().

Constant variables are by convention written in UPPERCASE. These variables are not meant to
have their value changed (although nothing prevents the programmer from writing code that does
this). Constants are helpful because they give a “name” to specific values in your program.

Methods are functions that are attached to a value of a certain data type. The upper () and
lower () string methods return an uppercase or lowercase version of the string they are called
on. The £ind () string method returns an integer of where the string argument passed to it can
be found in the string it is called on.

A for loop will iterate over all the characters in string value, setting a variable to each character
on each iteration. The 1 £, e1if, and else statements can execute blocks of code based on
whether a condition is True or False.

The in and not in operators can check if one string is or isn’t in another string, and evaluates
to True or False accordingly.

Knowing how to program gives you the power to take a process like the Caesar cipher and put it
down in a language that a computer can understand. And once the computer understands how to
do it, it can do it much faster than any human can and with no mistakes (unless there are mistakes
in your programming.) This is an incredibly useful skill, but it turns out the Caesar cipher can
easily be broken by someone who knows computer programming. In the next chapter we will use
our skills to write a Caesar cipher “hacker” so we can read ciphertext that other people encrypted.
So let’s move on to the next chapter, and learn how to hack encryption.
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CHAPTER 7

HACKING THE CAESAR CIPHER
WITH THE BRUTE-FORCE
TECHNIQUE

Topics Covered In This Chapter:

e Kerckhoffs’s Principle and Shannon’s Maxim
e The brute-force technique

e The range () function

String formatting (string interpolation)

Hacking Ciphers
We can hack the Caesar cipher by using a cryptanalytic technique called “brute-force”. Because

our code breaking program is so effective against the Caesar cipher, you shouldn’t use it to
encrypt your secret information.

Ideally, the ciphertext would never fall into anyone’s hands. But Kerckhoffs’s Principle (named
after the19th-century cryptographer Auguste Kerckhoffs) says that a cipher should still be secure
even if everyone else knows how the cipher works and has the ciphertext (that is, everything
except the key). This was restated by the 20" century mathematician Claude Shannon as
Shannon’s Maxim: “The enemy knows the system.”
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Figure 7-1. Auguste Kerckhoffs Figure 7-2. Claude Shannon
January 19, 1835 - August 9, 1903 April 30, 1916 - February 24, 2001
“A cryptosystem should be secure even if “The enemy knows the system.”

everything about the system, except the key, is
public knowledge.”

The Brute-Force Attack

Nothing stops a cryptanalyst from guessing one key, decrypting the ciphertext with that key,
looking at the output, and if it was not the correct key then moving on to the next key. The
technique of trying every possible decryption key is called a brute-force attack. It isn’t a very

sophisticated hack, but through sheer effort (which the computer will do for us) the Caesar cipher
can be broken.

Source Code of the Caesar Cipher Hacker Program

Open a new file editor window by clicking on File » New Window. Type in the following code
into the file editor, and then save it as caesarHacker.py. Press F5 to run the program. Note that
first you will need to download the pyperclip.py module and place this file in the same directory

Source code for caesarHacker.py
# Caesar Cipher Hacker
# http://inventwithpython.com/hacking (BSD Licensed)

N wN R

message = 'GUVF VF ZL FRPERG ZRFFNTR.'
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5. LETTERS = 'ABCDEFGHIJKLMNOPQRSTUVWXYZ'

6.

7. # loop through every possible key

8. for key in range(len(LETTERS)):

9.

10. # It is important to set translated to the blank string so that the
11. # previous iteration's value for translated is cleared.

12. translated = "'

13.

14. # The rest of the program is the same as the original Caesar program:
15.

16. # run the encryption/decryption code on each symbol in the message
17. for symbol in message:

18. if symbol in LETTERS:

19. num = LETTERS.find(symbol) # get the number of the symbol
20. num = num - key
21.
22. # handle the wrap-around if num is 26 or larger or less than 0
23. if num < O:
24. num = num + len(LETTERS)
25.
26. # add number's symbol at the end of translated
27. translated = translated + LETTERS[num]
28.
29. else:

30. # just add the symbol without encrypting/decrypting

31. translated = translated + symbol

32.

33. # display the current key being tested, along with its decryption
34. print('Key #%s: %s' % (key, translated))

You will see that much of this code is the same as the code in the original Caesar cipher program.
This is because the Caesar cipher hacker program does the same steps to decrypt the key.

Sample Run of the Caesar Cipher Hacker Program

Here is what the Caesar cipher program looks like when you run it. It is trying to break the
ciphertext, “GUVF VF ZL FRPERG ZRFFNTR.” Notice that the decrypted output for key 13 is
plain English, so the original encryption key must have been 13.

Key #0: GUVF VF ZL FRPERG ZRFFNTR.
Key #1: FTUE UE YK EQODQF YQEEMSQ.
Key #2: ESTD TD XJ DPNCPE XPDDLRP.
Key #3: DRSC SC WI COMBOD WOCCKQO.
Key #4: CQRB RB VH BNLANC VNBBIJPN.
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Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key
Key

#5:
#6:
#7:
#8:
#9:

#10:
#11:
#12:
#13:
#14:
#15:
#16:
#17:
#18:
#19:
#20:
#21:
#22:
#23:
#24:
#25:

BPQA QA UG AMKZMB UMAAIOM.
AOPZ PZ TF ZLJYLA TLZZHNL.
ZNOY 0Y SE YKIXKZ SKYYGMK.
YMNX NX RD XJHWJY RIXXFLJ.
XLMW MW QC WIGVIX QIWWEKI.

WKLV
VIKU
uIiT
THIS
SGHR
RFGQ
QEFP
PDEO
OCDN
NBCM
MABL
LZAK
KYZ3J
JXYI
IwXH
HVWG

LV
KU
T
IS
HR
GQ
FP
EO
DN
M
BL
AK
73
Y1
XH
WG

PB
OA
NZ
MY
LX
Kw
v
Iu
HT
GS
FR
EQ
DP
Cco
BN
AM

VHFUHW
UGETGV
TFDSFU
SECRET
RDBQDS
QCAPCR
PBZOBQ
OAYNAP
NZXMZ0
MYWLYN
LXVKXM
KwWUJwL
JVTIVK
TUSHUJ
HTRGTI
GSQFSH

PHVVDJH.
OGUUCIG.
NFTTBHF.
MESSAGE.
LDRRZFD.
KCQQYEC.
JBPPXDB.
TAOOWCA.
HZNNVBZ.
GYMMUAY .
FXLLTZX.
EWKKSYW.
DVIJRXV.
CUIIQWU.
BTHHPVT.
ASGGOUS.

How the Program Works

v A W N R

# Caesar Cipher Hacker

# http://inventwithpython.com/hacking (BSD Licensed)

. message

LETTERS =

"GUVF VF ZL FRPERG ZRFFNTR.'
'ABCDEFGHIJKLMNOPQRSTUVWXYZ'

caesarHacker.py

The hacker program will create a message variable that stores the ciphertext string the program
tries to decrypt. The LETTERS constant variable contains every character that can be encrypted
with the cipher. The value for LETTERS needs to be exactly the same as the value for LETTERS
used in the Caesar cipher program that encrypted the ciphertext we are trying to hack, otherwise

the hacker program won’t work.

The range () Function

7. # loop through every possible key
8. for key in range(len(LETTERS)):

caesarHacker.py
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Line 8 isa for loop that does not iterate over a string value, but instead iterates over the return
value from a call to a function named range (). The range () function takes one integer
argument and returns a value of the range data type. These range values can be used in for loops
to loop a specific number of times. Try typing the following into the interactive shell:

>>> for i in range(4):
print('Hello")

Hello

Hello

Hello

Hello
>>>

More specifically, the range value returned from the range () function call will set the for
loop’s variable to the integers O up to, but not including, the argument passed to range (). Try
typing the following into the interactive shell:

>>> for i in range(6):
print(i)

v WN R O -

>>>

Line 8 is a for loop that will set the key variable with the values 0 up to (but not including) 26.
Instead of hard-coding the value 26 directly into our program, we use the return value from

len (LETTERS) so that if we modify LETTERS the program will still work. See the “Encrypt
Non-Letter Characters” section in the last chapter to read why.

So the first time the program execution goes through this loop, key will be set to 0 and the
ciphertext in message will be decrypted with key 0. (The code inside the for loop does the
decrypting.) On the next iteration of line 8’s for loop, key will be set to 1 for the decryption.

You can also pass two integer arguments to the range () function instead of just one. The first
argument is where the range should start and the second argument is where the range should stop
(up to but not including the second argument). The arguments are separated by a comma:
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>>> for i in range(2, 6):
print(i)

vT A WN

>>>

The range () call evaluates to a value of the “range object” data type.

Back to the Code

caesarHacker.py
7. # loop through every possible key
8. for key in range(len(LETTERS)):

9.

10. # It is important to set translated to the blank string so that the
11. # previous iteration's value for translated is cleared.

12. translated = "'

Online 12, translated is set to the blank string. The decryption code on the next few lines
adds the decrypted text to the end of the string in translated. It is important that we reset
translated to the blank string at the beginning of this for loop, otherwise the decrypted text will
be added to the decrypted text in translated from the last iteration in the loop.

caesarHacker.py

14. # The rest of the program is the same as the original Caesar program:
15.

16. # run the encryption/decryption code on each symbol in the message
17. for symbol in message:

18. if symbol in LETTERS:

19. num = LETTERS.find(symbol) # get the number of the symbol

Lines 17 to 31 are almost exactly the same as the code in the Caesar cipher program from the last
chapter. It is slightly simpler, because this code only has to decrypt instead of decrypt or encrypt.

First we loop through every symbol in the ciphertext string stored in message on line 17. On
each iteration of this loop, line 18 checks if symbo1l is an uppercase letter (that is, it exists in the
LETTERS constant variable which only has uppercase letters) and, if so, decrypts it. Line 19
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locates where symbol is in LETTERS with the £ind () method and stores it in a variable called

num.

caesarHacker.py

20. num = num - key

21.

22. # handle the wrap-around if num is 26 or larger or Tless than 0
23. if num < O:

24. num = num + len(LETTERS)

Then we subtract the key from num on line 20. (Remember, in the Caesar cipher, subtracting the
key decrypts and adding the key encrypts.) This may cause num to be less than zero and require
“wrap-around”. Line 23 checks for this case and adds 26 (which is what 1en (LETTERS)
returns) if it was less than 0.

caesarHacker.py
26. # add number's symbol at the end of translated
27. translated = translated + LETTERS[num]

Now that num has been modified, LETTERS [num] will evaluate to the decrypted symbol. Line
27 adds this symbol to the end of the string stored in translated.

caesarHacker.py

29. else:
30. # just add the symbol without encrypting/decrypting
31. translated = translated + symbol

Of course, if the condition for line 18’s condition was False and symbol was not in
LETTERS, we don’t decrypt the symbol at all. If you look at the indentation of line 29’s else
statement, you can see that this e 1 se statement matches the i f statement on line 18.

Line 31 just adds symbol to the end of translated unmodified.

String Formatting

caesarHacker.py
33. # display the current key being tested, along with its decryption
34. print('Key #%s: %s' % (key, translated))

Although line 34 is the only print () function call in our Caesar cipher hacker program, it will
print out several lines because it gets called once per iteration of line 8’s for loop.
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The argument for the print () function call is something we haven’t used before. It is a string
value that makes use of string formatting (also called string interpolation). String formatting
with the $s text is a way of placing one string inside another one. The first $s text in the string
gets replaced by the first value in the parentheses after the % at the end of the string.

Type the following into the interactive shell:

>>> 'Hello %s!' % ('world'")
'HeT1lo world!"

>>> 'Hello ' + 'world' +
'HeT1lo world!"'

>>> 'The %s ate the %s that ate the %s.' % ('dog', 'cat', 'rat')
'The dog ate the cat that ate the rat.'

>>>

String formatting is often easier to type than string concatenation with the + operator, especially
for larger strings. And one benefit of string formatting is that, unlike string concatenation, you
can insert non-string values such as integers into the string. Try typing the following into the
interactive shell:

>>> '%s had %s pies.' % ('Alice', 42)
'Alice had 42 pies.'
>>> 'Alice' + ' had ' + 42 + ' pies.'
Traceback (most recent call Tast):
File "<stdin>", 1line 1, in <module>
TypeError: Can't convert 'int' object to str implicitly
>>>

Line 34 uses string formatting to create a string that has the values in both the key and
translated variables. Because key stores an integer value, we’ll use string formatting to put
it in a string value that is passed to print ().

Practice Exercises, Chapter 7, Set A

Summary

The critical failure of the Caesar cipher is that there aren’t that many different possible keys that
can be used to encrypt a message. Any computer can easily decrypt with all 26 possible keys, and
it only takes the cryptanalyst a few seconds to look through them to find the one that is in
English. To make our messages more secure, we will need a cipher that has more possible keys.
That transposition cipher in the next chapter can provide this for us.
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CHAPTER 8

ENCRYPTING WITH THE
TRANSPOSITION CIPHER

Topics Covered In This Chapter:

e Creating functions with de £ statements.

main () functions

Parameters

The global and local scope, and global and local variables
The global statement

The list data type, and how lists and strings are similar
The 1ist () function

Lists of lists

Augmented assignment operators (+=, -=, *=, /=)
The join () string method

e Return values and the return statement

e Thespecial name  variable

The Caesar cipher isn’t secure. It doesn’t take much for a computer to brute-force through all
twenty-six possible keys. The transposition cipher has many more possible keys to make a brute-
force attack more difficult.

Encrypting with the Transposition Cipher

Instead of replacing characters with other characters, the transposition cipher jumbles up the
message’s symbols into an order that makes the original message unreadable. Before we start
writing code, let’s encrypt the message “Common sense is not so common.” with pencil and

Email questions to the author: al@inventwithpython.com




Chapter 8 — The Transposition Cipher, Encrypting 97

paper. Including the spaces and punctuation, this message has 30 characters. We will use the
number 8 for the key.

The first step is to draw out a number of boxes equal to the key. We will draw 8 boxes since our
key for this example is 8:

The second step is to start writing the message you want to encrypt into the boxes, with one
character for each box. Remember that spaces are a character (this book marks the boxes with (s)
to indicate a space so it doesn’t look like an empty box).

[Clofm[m]o[n|®]s |

We only have 8 boxes but there are 30 characters in the message. When you run out of boxes,
draw another row of 8 boxes under the first row. Keep creating new rows until you have written
out the full message:

1SI 2I"IC| 3I‘d 4Ih 5th 61h 7th 8Ih
m|mjo|n/|(S)]|s
s|le || i]s |
t
m

)| s |o|(s)] ¢

o|lsS|o|O
S|lo|s|o

We shade in the two boxes in the last row to remind us to ignore them. The ciphertext is the
letters read from the top left box going down the column. “C”, “e”, “n”, and “o” are from the 1%
column. When you get to the last row of a column, move to the top row of the next column to the
right. The next characters are “0”, “n”, “0”, “m”. Ignore the shaded boxes.

The ciphertext is “Cenoonommstmme 00 snnio. s s ¢, which is sufficiently scrambled to keep
someone from figuring out the original message by looking at it.

The steps for encrypting are:

1. Count the number of characters in the message and the key.

2. Draw a number of boxes equal to the key in a single row. (For example, 12 boxes for a
key of 12.)

3. Start filling in the boxes from left to right, with one character per box.

4. When you run out of boxes and still have characters left, add another row of boxes.
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5. Shade in the unused boxes in the last row.

6. Starting from the top left and going down, write out the characters. When you get to the
bottom of the column, move to the next column to the right. Skip any shaded boxes. This
will be the ciphertext.

Practice Exercises, Chapter 8, Set A

A Transposition Cipher Encryption Program

Encrypting with paper and pencil involves a lot of work and it’s easy to make mistakes. Let’s
look at a program that can implement transposition cipher encryption (a decryption program will
be demonstrated later in this chapter).

Using the computer program has a slight problem, however. If the ciphertext has space characters
at the end, then it is impossible to see them since a space is just empty... well, space. To fix this,
the program adds a | character at the end of the ciphertext. (The | character is called the “pipe”
character and is above the Enter key on your keyboard.) For example:

Hello| # There are no spaces at the end of the message.
Hello | # There is one space at the end of the message.
Hello | # There are two spaces at the end of the message.

Source Code of the Transposition Cipher Encryption Program
Open a new file editor window by clicking on File » New Window. Type in the following code
into the file editor, and then save it as transpositionEncrypt.py. Press F5 to run the program. Note
that first you will need to download the pyperclip.py module and place this file in the same
directory as the transpositionEncrypt.py file. You can download this file from

Source code for transpositionEncrypt.py

1. # Transposition Cipher Encryption

2. # http://inventwithpython.com/hacking (BSD Licensed)
3.

4. import pyperclip

5.

6. def main(Q:

7. myMessage = 'Common sense is not so common.'

8. myKey = 8

9.

10. ciphertext = encryptMessage(myKey, myMessage)

Email questions to the author: al@inventwithpython.com




Chapter 8 — The Transposition Cipher, Encrypting

99

11.
12.
13.
14.
15.
16.
17.
18.
19.
20.
21.
22.
23.
24,
25.
26.
27.
28.
29.
30.
31.
32.
33.
34.
35.
36.
37.
38.
39.
40.
41.
42.
43.
44.
45.

def

# If transpositionEncrypt.py is run (instead of imported as a module) call

# Print the encrypted string in ciphertext to the screen, with

# a | (called "pipe" character) after it in case there are spaces at
# the end of the encrypted message.

print(ciphertext + '|")

# Copy the encrypted string in ciphertext to the clipboard.
pyperclip.copy(ciphertext)

encryptMessage(key, message):
# Each string in ciphertext represents a column in the grid.
ciphertext = [''] * key

# Loop through each column in ciphertext.
for col in range(key):
pointer = col

# Keep Tooping until pointer goes past the length of the message.
while pointer < len(message):
# Place the character at pointer in message at the end of the
# current column in the ciphertext list.
ciphertext[col] += message[pointer]

# move pointer over
pointer += key

# Convert the ciphertext list into a single string value and return it.

return ''.join(ciphertext)

# the main() function.
if __name__ == '_main__":

main()

Sample Run of the Transposition Cipher Encryption Program
When you run the above program, it produces this output:

Cenoonommstmme oo snnio. s s c|

This ciphertext (without the pipe character at the end) is also copied to the clipboard, so you can
paste it into an email to someone. If you want to encrypt a different message or use a different
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key, change the value assigned to the myMessage and myKey variables on lines 7 and 8. Then
run the program again.

How the Program Works

transpositionEncrypt.py
. # Transposition Cipher Encryption
# http://inventwithpython.com/hacking (BSD Licensed)

A WN R

. import pyperclip

The transposition cipher program, like the Caesar cipher program, will copy the encrypted text to
the clipboard. So first we will import the pyperclip module so it can call

pyperclip.copy ().

Creating Your Own Functions with de f Statements

transpositionEncrypt.py
6. def main(Q:
7. myMessage = 'Common sense is not so common.'
8. myKey = 8

A function (like print ()) is a sort of mini-program in your program. When the function is
called, the execution moves to the code inside that function and then returns to the line after the
function call. You can create your own functions with a de £ statement like the one on line 6.

The de £ statement on line 6 isn't a call to a function named main (). Instead, the de £ statement
means we are creating, or defining, a new function named main () that we can call later in our
program. When the execution reaches the de f statement Python will define this function. We can
then call it the same way we call other functions. When we call this function, the execution
moves inside of the block of code following the de f statement.

Open a new file editor window and type the following code into it:

Source code for helloFunction.py

1. def hello(Q):

2. print('Hello!")

3. total = 42 + 1

4. print('42 plus 1 is %s' % (total))
5. print('Start!')

6. hello(Q)

7. print('Call it again.')

8. hello(Q)
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9. print('Done.")

Save this program with the name helloFunction.py and run it by pressing F5. The output looks
like this:

Start!

Hello!

42 plus 1 1is 43
Call it again.
Hello!

42 plus 1 1is 43
Done.

When the helloFunction.py program runs, the execution starts at the top. The first line isa de f
statement that defines the hel1lo () function. The execution skips the block after the def
statement and executes the print ('Start! ") line. Thisiswhy 'Start! ' is the first string
printed when we run the program.

The next line after print ('Start! ") isa function call to our hello () function. The
program execution jumps to the first line in the hello () function’s block on line 2. This
function will cause the strings 'Hello!'and '42 plus 1 is 43" to be printed to the
screen.

When the program execution reaches the bottom of the de f statement, the execution will jump
back to the line after the line that originally called the function (line 7). In helloFunction.py, this
isthe print ('Call it again. ") line. Line 8 is another call to the hello () function. The
program execution will jJump back into the hel1o () function and execute the code there again.
Thisiswhy 'Hello!'and '42 plus 1 is 43" are displayed on the screen two times.

After that function returns to line 9, the print ('Done. ") line executes. This is the last line in
our program, so the program exits.

The Program’s main () Function

transpositionEncrypt.py
6. def main(Q:
7. myMessage = 'Common sense is not so common.'
8. myKey = 8
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The rest of the programs in this book have a function named main () which is called at the start
of program. The reason is explained at the end of this chapter, but for now just know that the
main () function in the programs in this book are always called soon after the programs are run.

On lines 7 and 8, the variables myMessage and myKey will store the plaintext message to
encrypt and the key used to do the encryption.

transpositionEncrypt.py
10. ciphertext = encryptMessage(myKey, myMessage)

The code that does the actual encrypting will be put into a function we define on line 21 named
encryptMessage (). This function will take two arguments: an integer value for the key and a
string value for the message to encrypt. When passing multiple arguments to a function call,
separate the arguments with a comma.

The return value of encryptMessage () will be a string value of the encrypted ciphertext.
(The code in this function is explained next.) This string will be stored in a variable named
ciphertext.

transpositionEncrypt.py

12. # Print the encrypted string in ciphertext to the screen, with

13. # a | (called "pipe" character) after it in case there are spaces at
14. # the end of the encrypted message.

15. print(ciphertext + '|")

16.

17. # Copy the encrypted string in ciphertext to the clipboard.

18. pyperclip.copy(ciphertext)

The ciphertext message is printed to the screen on line 15 and copied to the clipboard on line 18.
The program prints a | character (called the “pipe” character) at the end of the message so that the
user can see any empty space characters at the end of the ciphertext.

Line 18 is the last line of the main () function. After it executes, the program execution will
return to the line after the line that called it. The call to main () is on line 45 and is the last line
in the program, so after execution returns frommain () the program will exit.

Parameters

transpositionEncrypt.py
21. def encryptMessage(key, message):
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The code in the encryptMessage () function does the actual encryption. The key and
message text in between the parentheses next to encryptMessage () ’s def statement
shows that the encryptMessage () function takes two parameters.

Parameters are the variables that contain the arguments passed when a function is called.
Parameters are automatically deleted when the function returns. (This is just like how variables
are forgotten when a program exits.)

When the encryptMessage () function gets called from line 10, two argument values are
passed (on line 10, they are the values in myKey and myMessage). These values get assigned to
the parameters key and message (which you can see on line 21) when the execution moves to
the top of the function.

A parameter is a variable name in between the parentheses in the de £ statement. An
argument is a value that is passed in between the parentheses for a function call.

Python will raise an error message if you try to call a function with too many or too few
arguments for the number of parameters the function has. Try typing the following into the
interactive shell:

>>> len('hello', 'world'")
Traceback (most recent call last):
File "<stdin>", 1ine 1, in <module>
TypeError: Ten() takes exactly one argument (2 given)
>>> len()
Traceback (most recent call Tast):
File "<stdin>", 1line 1, in <module>
TypeError: Ten() takes exactly one argument (0 given)
>>>

Changes to Parameters Only Exist Inside the Function
Look at the following program, which defines and then calls a function named func () :

def func(param):
param = 42
spam = 'Hello'
func(spam)
print(spam)

When you run this program, the print () call on the last line will print out 'Hello', not 42.
When func () is called with spam as the argument, the spam variable is not being sent into the
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func () function and having 42 assigned to it. Instead, the value inside spam is being copied
and assigned to param. Any changes made to param inside the function will not change the
value in the spam variable.

(There is an exception to this rule when you are passing something called a list or dictionary
value, but this will be explained in chapter 10 in the “List References” section.)

This is an important idea to understand. The argument value that is “passed” in a function call is
copied to the parameter. So if the parameter is changed, the variable that provided the argument
value is not changed.

Variables in the Global and Local Scope

You might wonder why we even have the key and message parameters to begin with, since we
already have the variables myKey and myMessage from the main () function. The reason is
because myKey and myMessage are inthe main () function’s local scope and can’t be used
outside of the main () function.

Every time a function is called, a local scope is created. Variables created during a function call
exist in this local scope. Parameters always exist in a local scope. When the function returns, the
local scope is destroyed and the local variables are forgotten. A variable in the local scope is still
a separate variable from a global scope variable even if the two variables have the same name.

Variables created outside of every function exist in the global scope. When the program exits,
the global scope is destroyed and all the variables in the program are forgotten. (All the variables
in the reverse cipher and Caesar cipher programs were global.)

The global Statement

If you want a variable that is assigned inside a function to be a global variable instead of a local
variable, put a global statement with the variable’s name as the first line after the def
statement.

Here are the rules for whether a variable is a global variable (that is, a variable that exists in the
global scope) or local variable (that is, a variable that exists in a function call’s local scope):

1. Variables outside of all functions are always global variables.

2. Ifavariable in a function is never used in an assignment statement, it is a global variable.

3. [Ifavariable in a function is not used in a global statement and but is used in an
assignment statement, it is a local variable.

4. Ifavariable in a function is used in a global statement, it is a global variable when
used in that function.
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For example, type in the following short program, save it as scope.py, and press F5 to run it:
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Source code for scope.py

spam = 42

def eggs():
spam = 99 # spam in this function is Tlocal
print('In eggs(:', spam)

def ham(Q):
print('In ham(Q):', spam) # spam in this function is global

O oo NOUUVIDAS WN R

=
o

. def bacon():

11. global spam # spam in this function is global
12. print('In bacon():', spam)

13. spam = 0

14.

15. def CRASHQ):

16. print(spam) # spam in this function 1is Tlocal
17. spam = 0

18.

19. print(spam)

20. eggsQ

21. print(spam)

22. hamQ

23. print(spam)

24. bacon()

25. print(spam)

26. CRASHO

The program will crash when Python executes line 16, and the output will look like this:

42
In eggs(: 99
42
In ham(): 42
42
In bacon(): 42
0
Traceback (most recent call last):
File "C:\scope.py", Tine 27, in <module>
CRASHQO)
File "C:\scope.py", 1line 16, in CRASH
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print(spam)
UnboundLocalError: Tocal variable 'spam' referenced before assignment

When the spam variable is used on lines 1, 19, 21, 23, 25 it is outside of all functions, so this is
the global variable named spam. In the eggs () function, the spam variable is assigned the
integer 99 on line 4, so Python regards this spam variable as a local variable named spam.
Python considers this local variable to be completely different from the global variable that is also
named spam. Being assigned 99 on line 4 has no effect on the value stored in the global spam
variable since they are different variables (they just happen to have the same name).

The spam variable in the ham () function on line 8 is never used in an assignment statement in
that function, so it is the global variable spam.

The spam variable in the bacon () function is used in a global statement, so we know it is
the global variable named spam. The spam = 0 assignment statement on line 13 will change the
value of the global spam variable.

The spam variable in the CRASH () function is used in an assignment statement (and not in a
global statement) so the spam variable in that function is a local variable. However, notice that
itisused inthe print () function call on line 16 before it is assigned a value on line 17. This is
why calling the CRASH () function causes our program to crash with the error,
UnboundLocalError: local variable 'spam' referenced before

assignment.

It can be confusing to have global and local variables with the same name, so even if you
remember the rules for how to tell global and local variables apart, you would be better off using
different names.

Practice Exercises, Chapter 8, Set B

The List Data Type

transpositionEncrypt.py
22. # Each string in ciphertext represents a column in the grid.
23. ciphertext = [''] * key

Line 23 uses a new data type called the list data type. A list value can contain other values. Just
like how strings begin and end with quotes, a list value begins with a [ open bracket and ends
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with ] close bracket. The values stored inside the list are typed within the brackets. If there is
more than one value in the list, the values are separated by commas.
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Type the following into the interactive shell:

>>> animals = ['aardvark',6 'anteater', 'antelope', 'albert']
>>> animals

['aardvark', 'anteater', 'antelope',6 'albert']

>>>

The animals variable stores a list value, and in this list value are four string values. The
individual values inside of a list are also called items. Lists are very good when we have to store
lots and lots of values, but we don't want variables for each one. Otherwise we would have
something like this:

>>> animalsl = 'aardvark'
>>> animals2 = 'anteater'
>>> animals3 = 'antelope'
>>> animals4 = 'albert'

>>>

This makes working with all the strings as a group very hard, especially if you have hundreds,
thousands, or millions of different values that you want stored in a list.

Many of the things you can do with strings will also work with lists. For example, indexing
and slicing work on list values the same way they work on string values. Instead of individual
characters in a string, the index refers to an item in a list. Try typing the following into the
interactive shell:

>>> animals = ['aardvark', 'anteater', 'antelope', 'albert']
>>> animals[0]
'aardvark'

>>> animals[1]
'anteater'

>>> animals[2]
'antelope'

>>> animals[3]

'albert'

>>> animals[1:3]
['anteater', 'antelope']
>>>

Remember, the first index is 0 and not 1. While using slices with a string value will give you a
string value of part of the original string, using slices with a list value will give you a list value of
part of the original list.
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A for loop can also iterate over the values in a list, just like it iterates over the characters in a
string. The value that is stored in the for loop’s variable is a single value from the list. Try
typing the following into the interactive shell:

>>> for spam in ['aardvark', 'anteater', 'antelope', 'albert']:
print('For dinner we are cooking ' + spam)

For dinner we are cooking aardvark
For dinner we are cooking anteater
For dinner we are cooking antelope
For dinner we are cooking albert
>>>

Using the 1ist () Function to Convert Range Objects to Lists

If you need a list value that has increasing integer amounts, you could have code like this to build
up a list value using a for loop:

>>> myList = []
>>> for i in range(10):
myList = myList + [i]

>>> myList
[Ol 1’ 2, 3! 4! 5’ 6! 7’ 8’ 9]

>>>

However, it is simpler to directly make a list from a range object that the range () function
returned by using the 1ist () function:

' >>> myList = 1ist(range(10))

i >>> mylList

[0, 1, 2, 3, 4,5,6, 7, 8, 9]
§>>>

The 1ist () function can also convert strings into a list value. The list will have several single-
character strings that were in the original string:

>>> myList = Tist('Hello world!")

>>> myList

[lHl’ le" I'II’ I'II’ 'O', T l’ 'W" lol’ |r|’ I‘II’ ldl’ l!l]
>>>
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We won’t be using the 1ist () function on strings or range objects in this program, but it will
come up in later in this book.

Reassigning the Items in Lists

The items inside a list can also be modified. Use the index with a normal assignment statement.
Try typing the following into the interactive shell:

>>> animals = ['aardvark', 'anteater', 'antelope', 'albert']
>>> animals
['aardvark', 'anteater', 'antelope', 'albert']

>>> animals[2] = 9999

>>> animals

['aardvark', 'anteater',6 9999, 'albert']
>>>

Reassigning Characters in Strings

While you can reassign items in a list, you cannot reassign a character in a string value. Try
typing the following code into the interactive shell to cause this error:

>>> 'Hello world!'[6] = 'x'
Traceback (most recent call last):
File "<stdin>", 1ine 1, in <module>
TypeError: 'str' object does not support item assignment
>>>

To change a character in a string, use slicing instead. Try typing the following into the interactive
shell:

>>> spam = 'Hello world!'

>>> spam = spam[:6] + 'x' + spam[7:]
>>> spam

'HeTllo xorld!’

>>>

Lists of Lists
List values can even contain other list values. Try typing the following into the interactive shell:

>>> spam = [['dog', 'cat'], [1, 2, 3]]
>>> spam[0]

['dog', 'cat']

>>> spam[0] [0]
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'dog"
>>> spam[0] [1]
cat'

>>> spam[1][0]
1

>>> spam[1][1]
2

>>>

The double index brackets used for spam[0] [0] work because spam[0] evaluates to
['dog', 'cat'land ['dog', 'cat'][0] evaluatesto 'dog'. You could even use
another set of index brackets, since string values also use them:

>>> spam = [['dog', 'cat']l, [1, 2, 3]]
>>> spam[0] [1][1]

|a|

>>>

Say we had a list of lists stored in a variable named x. Here are the indexes for each of the items
in x. Notice that x [0],x[1],x[2],and x [3] refer to list values:

~ ~ ~ ~
o ™~ ~ ™M
e e ld d
x> x> > x
~™ ™~ ™~ [ ooy o 2oy M reee
© ™~ ~N N - N ™M o
{W— | — | — _ —d —_d Jd Jd
~ ™ ™~ Lz W e ~mrm™mre
o O O 4 ~N NN ~
| —) d —d bed  Lneed d d d
x x x xX X X X X
({10, 20, 30}, [3, 2, 1], [8, B, B, B], [42

Figure 8-1. A list of lists with every item’s index labeled.

Practice Exercises, Chapter 8, Set C

Using 1en () and the in Operator with Lists

We’ve used the 1en () function to tell us how many characters are in a string (that is, the length
of the string). The 1en () function also works on list values and returns an integer of how many
items are in the list.
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Try typing the following into the interactive shell:

>>> animals = ['aardvark',6 'anteater', 'antelope', 'albert']
>>> len(animals)

4

>>>

We’ve used the in operator to tell us if a string exists inside another string value. The in
operator also works for checking if a value exists in a list. Try typing the following into the
interactive shell:

>>> animals = ['aardvark', 'anteater', 'antelope', 'albert']
>>> 'anteater' in animals

True

>>> 'anteater' not in animals

False

>>> 'anteat' in animals

False

>>> 'delicious spam' in animals

False

>>>

Just like how a set of quotes next to each other represents the blank string value, a set of brackets
next to each other represents a blank list. Try typing the following into the interactive shell:

>>> animals = []
>>> len(animals)
0

>>>

List Concatenation and Replication with the + and * Operators

Just like how the + and * operators can concatenate and replicate strings, the same operators can
concatenate and replicate lists. Try typing the following into the interactive shell:

>>> ['hello'] + ['world']

["hello', 'world']

>>> ['hello'] * 5

['hello', '"hello', 'hello', 'hello', 'hello']
>>>

That’s enough about the similarities between strings and lists. Just remember that most things you
can do with string values will also work with list values.
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Practice Exercises, Chapter 8, Set D

The Transposition Encryption Algorithm

113

We need to translate these paper-and-pencil steps into Python code. Let’s take a look at
encrypting the string ' Common sense is not so common.' withthe key 8. If we wrote
out the boxes with pencil and paper, it would look like this:

Clolm|mj|o|n|(]s
e|ln|{s|e|@GB)]|il]s]|(®
njof|t|@G6)|s|ol((s]|c
om[m[o]|n[. [

Add the index of each letter in the string to the boxes. (Remember, indexes begin with 0, not 1.)

Clolm|{mj|o|n| ()]s
0[1]|]2|3|4|5|6]|7
e|ln|sje ()] i]|s]|(@O)
819 (10|11(12]13|14 |15
njo|t|@)|s]|]o]|@B)]|c
16 |17 |18 19|20 |21 |22 |23
o/m|mj|o|n|.

24 | 25|26 | 27 | 28 | 29

We can see from these boxes that the first column has the characters at indexes 0, 8, 16, and 24

(whichare 'c', 'e",

'n',and 'o"). The next column has the characters at indexes 1, 9, 17,

and 25 (whichare 'o', 'n", 'o' and 'm"). We can see a pattern emerging: The n™ column
will have all the characters in the string at indexes 0 +n, 8 + n, 16 + n, and 24 + n:

C 0 m m 0 n (s) S
0+0=0 1+0=1 2+0=2 3+0=3 4+0=4 5+0=5 6+0=6 7+0=7
e n S e (s) i S (s)
0+8=8 1+8=9 | 2+8=10 | 3+8=11 | 4+8=12 | 5+8=13 | 6+8=14 | 7+8=15
n 0 t (s) S 0 (s) c
0+16=16 | 1+16=17 | 2+16=18 | 3+16=19 | 4+16=20 | 5+16=21 | 6+16=22 | 7+16=23
0 m m 0 n .
0+24=24 | 1424=25 | 2+24=26 | 3+24=27 | 4+24=28 | 5+24=29

There is an exception for the 6™ and 7™ columns, since 24 + 6 and 24 + 7 are greater than 29,
which is the largest index in our string. In those cases, we only use 0, 8, and 16 to add to n (and

skip 24).
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What’s so special about the numbers 0, 8, 16, and 24? These are the numbers we get when,
starting from 0, we add the key (which in this example is 8). 0 + 8 is 8, 8 + 8 is 16, 16 + 8 is 24.
24 + 8 would be 32, but since 32 is larger than the length of the message, we stop at 24.

So, for the n column’s string we start at index n, and then keep adding 8 (which is the key) to get
the next index. We keep adding 8 as long as the index is less than 30 (the message length), at
which point we move to the next column.

If we imagine a list of 8 strings where each string is made up of the characters in each column,
then the list value would look like this:

1 ] v

['Ceno', 'onom', 'mstm', 'me o', 'o sn', 'nio.', s ', 'sc']

This is how we can simulate the boxes in Python code. First, we will make a list of blank strings.
This list will have a number of blank strings equal to the key because each string will represent a
column of our paper-and-pencil boxes. (Our list will have 8 blank strings since we are using the
key 8 in our example.) Let’s look at the code.

transpositionEncrypt.py
22. # Each string in ciphertext represents a column in the grid.
23. ciphertext = [''] * key

The ciphertext variable will be a list of string values. Each string in the ciphertext
variable will represent a column of the grid. So ciphertext [0] is the leftmost column,
ciphertext [1] isthe column to the right of that, and so on.

The string values will have all the characters that go into one column of the grid. Let’s look again
at the grid from the “Common sense is not so common.” example earlier in this chapter (with
column numbers added to the top):

o 1 2 3 4 5 6 7
Clo|m o[ n|@B)| s
e|nj|{s|ej|@)|i]s ]|
njof|t|@G6)|s]|ol(s]|c
o[m[m[o|n]. [N

The ciphertext variable for this grid would look like this:

>>> ciphertext = ['Ceno', 'onom', 'mstm', 'me o', 'o sn', 'nio.', s ', 'sc'l]
>>> ciphertext[0]
'Ceno’
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The first step to making this list is to create as many blank strings in the ciphertext list as
there are columns. Since the number of columns is equal to the key, we can use list replication to
multiply a list with one blank string value in it by the value in key. This is how line 23 evaluates
to a list with the correct number of blank strings.

transpositionEncrypt.py

25. # Loop through each column 1in ciphertext.
26. for col in range(key):
27. pointer = col

The next step is to add text to each string in ciphertext. The for loop on line 26 will iterate
once for each column, and the co1l variable will have the correct integer value to use for the
index to ciphertext. The col variable will be set to 0 for the first iteration through the for
loop, then 1 on the second iteration, then 2 and so on. This way the expression

ciphertext [col] will be the string for the co1" column of the grid.

Meanwhile, the pointer variable will be used as the index for the string value in the message
variable. On each iteration through the loop, pointer will start at the same value as col (which
is what line 27 does.)

Augmented Assignment Operators

Often when you are assigning a new value to a variable, you want it to be based off of the
variable’s current value. To do this you use the variable as the part of the expression that is
evaluated and assigned to the variable, like this example in the interactive shell:

>>> spam = 40

>>> spam = spam + 2
>>> print(spam)

42

>>>

But you can instead use the += augmented assignment operator as a shortcut. Try typing the
following into the interactive shell:

>>> spam = 40

>>> spam += 2

>>> print(spam)

42

>>> spam = 'Hello'
>>> spam += ' world!'
>>> print(spam)
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Hello world!

>>> spam = ['dog']
>>> spam += ['cat']
>>> print(spam)
['dog', 'cat']

>>>

The statement spam += 2 does the exact same thing as spam = spam + 2. It’s just a little
shorter to type. The += operator works with integers to do addition, strings to do string
concatenation, and lists to do list concatenation. Table 8-1 shows the augmented assignment
operators and what they are equivalent to:

Table 8-1. Augmented Assignment Operators

Augmented Assignment Equivalent Normal
Assignment

spam += 42 spam = spam + 42

spam -= 42 spam = spam - 42

spam *= 42 spam = spam * 42

spam /= 42 spam = spam / 42
Back to the Code

transpositionEncrypt.py

29. # Keep looping until pointer goes past the length of the message.
30. while pointer < len(message):
31. # Place the character at pointer in message at the end of the
32. # current column in the ciphertext Tist.
33. ciphertext[col] += message[pointer]
34.
35. # move pointer over
36. pointer += key

Inside the for loop that started on line 26 is a whi 1e loop that starts on line 30. For each
column, we want to loop through the original me s sage variable and pick out every key"
character. (In the example we’ve been using, we want every 8" character since we are using a key
of 8.) On line 27 for the first iteration of the for loop, pointer was set to 0.

While the value in pointer is less than the length of the message string, we want to add the
character at message [pointer] to the end of the co1™ string in ciphertext. We add 8
(that is, the value in key) to pointer each time through the loop on line 36. The first time it is
message [0], the second time message [8], the third time message [16], and the fourth
time message [24]. Each of these single character strings are concatenated to the end of
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ciphertext[col] (and since col is 0 on the first time through the loop, this is
ciphertext[0]).

1t 2nd 3rd 4ll|

[clo]m[mlo[n] IsTe[nls[e[ Tils[ Tnlo[t] Ts[of [clo[mImlo[n].]
|0(22]3]|4(5(6(7|8|9/1|1]1/1|1|1|1|2|1|1|2(2|2]|2|2|2(2|2(2|2]|
Ll | | | 1] lojs]2j3]4 s Sl SJ,-“ oli|2|3]als|s L7 Lt d

Figure 8-2. Arrows pointing to what message [pointer] refers to during the first iteration of
the for loop when col is set to 0.

Figure 8-2 shows the characters at these indexes, they will be concatenated together to form the
string ' Ceno'. Remember that we want the value in ciphertext to eventually look like this:

>>> ciphertext = ['Ceno', 'onom', 'mstm', 'me o', 'o sn', 'nio.', '"s ', 's c'l]
>>> ciphertext[0]

'Ceno’

>>>

Storing 'Ceno' as the first string in the ciphertext listis our first step.

On the next iteration of the for loop, col will be setto 1 (instead of 0) and pointer will start
at the same value as col. Now when we add 8 to pointer on each iteration of line 30’s
while loop, the indexes will be 1, 9, 17, and 25.

1 st 2nn 3r0 4th

| —
|co = ||

Figure 8-3. Arrows pointing to to what message [pointer] refers to during the second
iteration of the for loop when col is set to 1.

Asmessage[l],message[9],message[17],and message [25] are concatenated to the
end of ciphertext [1], they form the string ' onom'. This is the second column of our grid.
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Once the for loop has finished looping for the rest of the columns, the value in ciphertext
will be ['Ceno', 'onom', 'mstm', 'me o', 'o sn', 'nio.', ' s ', 's c'].
We will use the join () string method to convert this list of strings into a single string.

The join () String Method

The join () method is used later on line 39. The join () method takes a list of strings and
returns a single string. This single string has all of the strings in the list concatenated (that is,
joined) together. The string that the join () method gets called on will be placed in between the
strings in the list. (Most of the time, we will just use a blank string for this.) Try typing the
following into the interactive shell:

>>> eggs = ['dogs', 'cats', 'moose']

>>> ''.join(eggs)

'dogscatsmoose’

>>> ' '.join(eggs)

'dogs cats moose'

>>> 'XYZ'.join(eggs)
'dogsXYZcatsXYZmoose'

>>> ''.join(eggs) .upper().join(eggs)
'dogsDOGSCATSMOOSEcatsDOGSCATSMOOSEmoose'

>>>

That last expression, ' ' . join (eggs) .upper () . join (eggs), looks a little tricky, but if
you go through the evaluation one step at a time, it will look like this:

"'.join(eggs) .upper() .join(eggs)

"'.join(["'dogs', 'cats', 'moose']).upper().join(eggs)

-

'dogscatsmoose’ .upper().join(eggs)

=

'DOGSCATSMOOSE ' . join(eggs)

=

"DOGSCATSMOOSE ' . join(['dogs', 'cats', 'moose'])

' dogsDOGSCATSMOOSEcat sDOGSCATSMOOSEmoose '

Figure 8-4. The steps of evaluation for ' ' . Jjoin (eggs) .upper () . join (eggs)
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Thisiswhy ' '.join (eggs) .upper () . join (eggs) returns the string,
'dogsDOGSCATSMOOSEcatsDOGSCATSMOOSEmoose '
Whew!

Remember, no matter how complicated an expression looks, you can just evaluate it step by step
to get the single value the expression evaluates to.

Return Values and return Statements

transpositionEncrypt.py
38. # Convert the ciphertext list into a single string value and return it.
39. return ''.join(ciphertext)

Our use of the join () method isn’t nearly as complicated as the previous example. We just
want to call join () on the blank string and pass ciphertext as the argument so that the
strings in the ciphertext list are joined together (with nothing in between them).

Remember that a function (or method) call always evaluates to a value. We say that this is the
value returned by the function or method call, or that it is the return value of the function. When
we create our own functions with a de £ statement, we use a return statement to tell what the
return value for our function is.

A return statement is the return keyword followed by the value to be returned. We can also
use an expression instead of a value. In that case the return value will be whatever value that
expression evaluates to. Open a new file editor window and type the following program in and
save it as addNumbers.py, then press F5 to run it:

Source code for addNumbers.py

. def addNumbers(a, b):
return a + b

. spam = addNumbers(2, 40)

1
2
3.
4
5. print(spam)

When you run this program, the output will be:

42

That’s because the function call addNumbers (2, 40) will evaluate to 42. The return
statement in addNumbers () will evaluate the expression a + b and then return the evaluated
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value. That is why addNumbers (2, 40) evaluates to 42, which is the value stored in spam
on line 4 and next printed to the screen on line 5.

Practice Exercises, Chapter 8, Set E

Back to the Code

transpositionEncrypt.py
38. # Convert the ciphertext 1list into a single string value and return it.
39. return ''.join(ciphertext)

The encryptMessage () function’s return statement returns a string value that is created
by joining all of the strings in the ciphertext list. This final string is the result of our
encryption code.

The great thing about functions is that a programmer only has to know what the function does,
but not how the function’s code does it. A programmer can understand that if she calls the
encryptMessage () function and pass it an integer and a string for the key and message
parameters, the function call will evaluate to an encrypted string. She doesn’t need to know
anything about how the code in encryptMessage () actually does this.

The Special __name _ Variable

transpositionEncrypt.py
42. # If transpositionEncrypt.py is run (instead of imported as a module) call
43. # the main() function.
44, if _name__ == '_main__":
45. main()

We can turn our transposition encryption program into a module with a special trick involving the
main () functionand a variable named  name .

When a Python program is run, there is a special variable with the name  name _ (that’s two
underscores before “name” and two underscores after) that is assigned the string value

' main__ ' (again, two underscores before and after “main”) even before the first line of your
program is run.

At the end of our script file (and, more importantly, after all of our de £ statements), we want to
have some code that checks if the name  variable hasthe '  main ' string assigned to
it. If so, we want to call the main () function.
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This if statement on line 44 ends up actually being one of the first lines of code executed when
we press F5 to run our transposition cipher encryption program (after the import statement on
line 4 and the de £ statements on lines 6 and 21).

The reason we set up our code this way is although Python sets  name to' main '
when the program is run, it sets it to the string ' transpositionEncrypt' if our program is
imported by a different Python program. This is how our program can know if it is being run as a
program or imported by a different program as a module.

Just like how our program imports the pyperclip module to call the functions in it, other
programs might want to import transpositionEncrypt.py to call its encryptMessage ()
function. When an import statement is executed, Python will look for a file for the module by
adding “.py” to the end of the name. (This is why import pyperclip will import the

pyperclip.py file.)

When a Python program is imported, the  name  variable is set to the filename part before
“.py” and then runs the program. When our transpositionEncrypt.py program is imported, we
want all the de £ statements to be run (to define the encryptMessage () function that the
importing program wants to use), but we don’t want it to call the main () function because that
will execute the encryption code for ' Common sense is not so common. ' with key 8.

That is why we put that part of the code inside a function (which by convention is named
main () ) and then add code at the end of the program to call main () . If we do this, then our
program can both be run as a program on its own and also imported as a module by
another program.

Key Size and Message Length

Notice what happens when the message length is less than twice the key size:

Cloim|imjo|jn|(s)|s|e|n|s|e|@)|i|s|()|n|o|t|(s)|s|o]|(s)|c]|o

m|imj|o |n

When using a key of 25, the “Common sense is not so common.” message encrypts to
“Cmommomno.n sense is not so co”. Part of the message isn’t encrypted! This happens whenever
key size becomes more than twice the message length, because that causes there to only be one
character per column and no characters get scrambled for that part of the message.

Because of this, the transposition cipher’s key is limited to half the length of the message it is
used to encrypt. The longer a message is, the more possible keys that can be used to encrypt it.
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Summary

Whew! There were a lot of new programming concepts introduced in this chapter. The
transposition cipher program is much more complicated (but much more secure) than the Caesar
cipher program in the last chapter. The new concepts, functions, data types, and operators we’ve
learned in this chapter let us manipulate data in much more sophisticated ways. Just remember
that much of understanding a line of code is just evaluating it step by step the way Python will.

We can organize our code into groups called functions, which we create with de f statements.
Argument values can be passed to functions for the function’s parameters. Parameters are local
variables. Variables outside of all functions are global variables. Local variables are different
from global variables, even if they have the same name as the global variable.

List values can store multiple other values, including other list values. Many of the things you can
do with strings (such as indexing, slicing, and the 1en () function) can be used on lists. And
augmented assignment operators provide a nice shortcut to regular assignment operators. The
join () method can join a list that contains multiple strings to return a single string.

Feel free to go over this chapter again if you are not comfortable with these programming
concepts. In the next chapter, we will cover decrypting with the transposition cipher.
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CHAPTER 9

DECRYPTING WITH THE
TRANSPOSITION CIPHER

123

Topics Covered In This Chapter:

o Decrypting with the transposition cipher

e Themath.ceil (),math.floor () and round () functions
e The and and or boolean operators

e Truth tables

“When stopping a terrorist attack or seeking to
recover a kidnapped child, encountering
encryption may mean the difference between

success and catastrophic failures.”
Attorney General Janet Reno, September 1999

“Even the Four Horsemen of Kid Porn, Dope
Dealers, Mafia and Terrorists don’t worry me
as much as totalitarian governments. It’s been a

long century, and we've had enough of them.”
Bruce Sterling, 1994 Computers, Freedom, and Privacy
conference
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Unlike the Caesar cipher, the decryption process for the transposition cipher is very different
from the encryption process. In this chapter we will create a separate program,
transpositionDecrypt.py, to handle decryption.

Decrypting with the Transposition Cipher on Paper

Let’s pretend we send the ciphertext “Cenoonommstmme 00 snnio. s s ¢” to a friend (and she
already knows that the secret key is 8). The first step for her to decrypt the ciphertext is to
calculate how many boxes she needs to draw. To find this amount, divide the length of the
ciphertext message by the key and round up. The length of our ciphertext is 30 characters (exactly
the same as the plaintext) and the key is 8. So calculate 30 divided by 8 to get 3.75.

3.75 rounds up to 4. This means we want to draw a grid of boxes with 4 columns (the number we
just calculated) and 8 rows (the key). It will look like this:

(Note that if the length divided by the key was a whole number, like in 30 /5 = 6.0, then 6.0
would not “round up” to 7.)

The second thing we need to calculate is how many boxes on the rightmost column to shade in.
Take the total number of boxes (32) and subtract the length of the ciphertext (30). 32 — 30 =2, so
shade in the bottom 2 boxes on the rightmost column:
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Then start filling in the boxes with one character of the ciphertext per box. Start at the top left and
go right, just like we did when we were encrypting. The ciphertext is “Cenoonommstmme 00
snnio. s s ¢”, and so “Ceno” goes in the first row, then “onom” in the second row, and so on.
After we are done, the boxes will look like this (where the (s) represents a space):

Cle|n|o
o|lnjo|m
m|s |t |m
mije/|(s)|o0
0 [(8] s |n
n|i|olf.
©) | s [ (5) .
s |(s)| ¢

Our friend who received the ciphertext will see that if she reads the text going down the columns,
the original plaintext has been restored: “Common sense is not so common.”

The steps for decrypting are:

1. Calculate the number of columns you will have by taking the length of the message and
dividing by the key, then rounding up.

2. Draw out a number of boxes. The number of columns was calculated in step 1. The
number of rows is the same as the key.

3. Calculate the number of boxes to shade in by taking the number of boxes (this is the
number of rows and columns multiplied) and subtracting the length of the ciphertext
message.

4. Shade in the number of boxes you calculated in step 3 at the bottom of the rightmost
column.

5. Fillin the characters of the ciphertext starting at the top row and going from left to right.
Skip any of the shaded boxes.

6. Get the plaintext by reading from the leftmost column going from top to bottom, and
moving over to the top of the next column.

Note that if you use a different key, you will be drawing out the wrong number of rows. Even if
you follow the other steps in the decryption process correctly, the plaintext will come out looking
like random garbage (just like when you use the wrong key with the Caesar cipher).

Practice Exercises, Chapter 9, Set A
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A Transposition Cipher Decryption Program

Open a new file editor window and type out the following code in it. Save this program as
transpositionDecrypt.py.

Source Code of the Transposition Cipher Decryption Program

Open a new file editor window by clicking on File » New Window. Type in the following code
into the file editor, and then save it as transpositionDecrypt.py. Press F5 to run the program. Note
that first you will need to download the pyperclip.py module and place this file in the same
directory as the transpositionDecrypt.py file. You can download this file from

Source code for transpositionDecrypt.py
. # Transposition Cipher Decryption
. # http://inventwithpython.com/hacking (BSD Licensed)

. import math, pyperclip

1
2
3
4
5.
6. def main(Q:
7
8
9
0

myMessage = 'Cenoonommstmme oo shnio. s s c'

myKey = 8
10. plaintext = decryptMessage(myKey, myMessage)
11.
12. # Print with a | (called "pipe" character) after it in case
13. # there are spaces at the end of the decrypted message.
14. print(plaintext + '|")
15.
16. pyperclip.copy(plaintext)
17.
18.
19. def decryptMessage(key, message):
20. # The transposition decrypt function will simulate the "columns" and
21. # "rows" of the grid that the plaintext is written on by using a 1ist
22. # of strings. First, we need to calculate a few values.
23.
24 . # The number of "columns" in our transposition grid:
25. numOfColumns = math.ceil(len(message) / key)
26. # The number of "rows" in our grid will need:
27. numOfRows = key
28. # The number of "shaded boxes" in the last "column" of the grid:
29. numOfShadedBoxes = (numOfColumns * numOfRows) - Ten(message)
30.
31. # Each string in plaintext represents a column in the grid.
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32. plaintext = [''] * numOfColumns

33.

34. # The col and row variables point to where in the grid the next
35. # character in the encrypted message will go.

36. col =0

37. row = 0

38.

39. for symbol in message:

40. plaintext[col] += symbol

41. col += 1 # point to next column

42.

43. # If there are no more columns OR we're at a shaded box, go back to
44 # the first column and the next row.

45. if (col == numOfColumns) or (col == numOfColumns - 1 and row >=
numOfRows - numOfShadedBoxes):

46. col =0

47. row += 1

48.

49, return ''.join(plaintext)

50.

51.

52. # If transpositionDecrypt.py is run (instead of imported as a module) call
53. # the main() function.

54. if _name_ == '_main_":

55. main()

When you run the above program, it produces this output:

Common sense is not so common. |

If you want to decrypt a different message, or use a different key, change the value assigned to
the myMessage and myKey variables on lines 5 and 6.

How the Program Works

transpositionDecrypt.py
. # Transposition Cipher Decryption
. # http://inventwithpython.com/hacking (BSD Licensed)

1
2
3.
4. dimport math, pyperclip
5.
6
7
8
9

. def main(Q:
myMessage = 'Cenoonommstmme oo snnio. s s c'
myKey = 8
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10. plaintext = decryptMessage(myKey, myMessage)

11.

12. # Print with a | (called "pipe" character) after it in case
13. # there are spaces at the end of the decrypted message.

14. print(plaintext + '|")

15.

16. pyperclip.copy(plaintext)

The first part of the program is very similar to the first part of transpositionEncrypt.py. The
pyperclip module is imported along with a different module named math. If you separate the
module names with commas, you can import multiple modules with one import statement.

Themain () function creates variables named myMessage and myKey, and then calls the
decryption function decryptMessage (). The return value of this function is the decrypted
plaintext of the ciphertext and key that we passed it. This is stored in a variable named
plaintext, which is then printed to the screen (with a pipe character at the end in case there
are spaces at the end of the message) and copied to the clipboard.

transpositionDecrypt.py
19. def decryptMessage(key, message):

Look at the six steps to decrypting from earlier in this chapter. For example, if we are decrypting
“Cenoonommstmme 00 snnio. s s ¢” (which has 30 characters) with the key 8, then the final set of
boxes will look like this:

Cle|n|o
o|lnjo|m
mi| s t |m
mije|(s]o
0 ((s)]| s |n
n i

o | .
()| s [(s) .
s |(s)| c

The decryptMessage () function implements each of the decryption steps as Python code.

Themath.ceil (), math.floor () and round () Functions

When you divide numbers using the / operator, the expression returns a floating point number
(that is, a number with a decimal point). This happens even if the number divides evenly. For
example, 21 / 7 will evaluate to 3. 0, not 3.
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>> 21/ 7
3.0
>>>

This is useful because if a number does not divide evenly, the numbers after the decimal point
will be needed. For example, 22 / 5 evaluatesto 4. 4:

>> 22 /5
4.4
>>>

(If the expression 22 / 5 evaluates to 4 instead of 4. 4, then you are using version 2 of Python

3.)

If you want to round this number to the nearest integer, you can use the round () function. Type
the following into the interactive shell:

>>> round(4.2)
4

>>> round(4.5)
4

>>> round(4.9)
5

>>> round(5.0)
5

>>> round(22 / 5)
4

>>>

If you only want to round up then use the math.ceil () function, which stands for “ceiling”. If
you only want to round down then use the math. f1loor () function. These functions exist in
the math module, so you will need to import the math module before calling them. Type the
following into the interactive shell:

>>> import math

>>> math.floor(4.0)
4

>>> math.floor(4.2)
4

>>> math.floor(4.9)
4

>>> math.ceil(4.0)
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4
>>> math.ceil(4.2)
5

>>> math.ceil(4.9)
5

>>>

Themath.ceil () function will implement step 1 of the transposition decryption.

transpositionDecrypt.py

19. def decryptMessage(key, message):

20. # The transposition decrypt function will simulate the "columns" and
21. # "rows" of the grid that the plaintext is written on by using a Tist
22. # of strings. First, we need to calculate a few values.

23.

24. # The number of "columns" 1in our transposition grid:

25. numOfColumns = math.ceil(len(message) / key)

26. # The number of "rows" in our grid will need:

27. numOfRows = key

28. # The number of "shaded boxes" in the Tlast "column" of the grid:

29. numOfShadedBoxes = (numOfColumns * numOfRows) - len(message)

Line 25 calculates the number of columns (step 1 of decrypting) by dividing 1en (message) by
the integer in key. This value is passed to the math.ceil () function, and that return value is
stored in numOfColumns.

Line 27 calculates the number of rows (step 2 of decrypting), which is the integer stored in key.
This value gets stored in the variable numOfRows.

Line 29 calculates the number of shaded boxes in the grid (step 3 of decrypting), which will be
the number of columns times rows, minus the length of the message.

If we are decrypting “Cenoonommstmme 00 snnio. s s ¢” with key 8, numOfColumns will be
set to 4, numOfRows will be set to 8, and numOfShadedBoxes will be set to 2.

transpositionDecrypt.py
31. # Each string in plaintext represents a column in the grid.
32. plaintext = [''] * numOfColumns

Just like the encryption program had a variable named ciphertext that was a list of strings to
represent the grid of ciphertext, the decryptMessage () function will have a variable named
plaintext thatis a list of strings. These strings start off as blank strings, and we will need one
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string for each column of the grid. Using list replication, we can multiply a list of one blank string
by numOfColumns to make a list of several blank strings.

(Remember that each function call has its own local scope. The plaintext in
decryptMessage () exists in a different local scope than the plaintext variable in
main (), so they are two different variables that just happen to have the same name.)

Remember that the grid for our 'Cenconommstmme oo snnio. s s c' example looks
like this:

Cle|ni|o
o|lnjo|m
m|s |t |m
mije|(s)]o
0 ((8)] s |n
ni|i|ol.
)]s [ .
s |(s)| ¢

The plaintext variable will have a list of strings. Each string in the list is a single column of
this grid. For this decryption, we want plaintext to end up with this value:

>>> plaintext = ['Common s', 'ense is ', 'not so c', 'ommon.']
>>> plaintext[0]
'Common s'

That way, we can join all the list’s strings together to get the ' Common sense is not so
common . ' string value to return.

transpositionDecrypt.py

34. # The col and row variables point to where in the grid the next
35. # character in the encrypted message will go.

36. col =0

37. row = 0

38.

39. for symbol in message:

The col and row variables will track the column and row where the next character in message
should go. We will start these variables at 0. Line 39 will start a for loop that iterates over the
characters in the message string. Inside this loop the code will adjust the col and row
variables so that we concatenate symbol to the correct string in the plaintext list.
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transpositionDecrypt.py
40. plaintext[col] += symbol
41. col += 1 # point to next column

As the first step in this loop we concatenate symbo1l to the string at index col in the
plaintext list. Then we add 1 to col (that is, we increment col) on line 41 so that on the
next iteration of the loop, symbol will be concatenated to the next string.

The and and or Boolean Operators

The Boolean operators and and or can help us form more complicated conditions for i £ and
while statements. The and operator connects two expressions and evaluates to True if both
expressions evaluate to True. The or operator connects two expressions and evaluates to True
if one or both expressions evaluate to True. Otherwise these expressions evaluate to False.
Type the following into the interactive shell:

>> 10 > 5 and 2 < 4
True

>>> 10 > 5 and 4 !'= 4
False

>>>

The first expression above evaluates to True because the two expressions on the sides of the
and operator both evaluate to True. This means that the expression 10 > 5 and 2 < 4
evaluates to True and True, which in turn evaluates to True.

However, for the second above expression, although 10 > 5 evaluates to True the expression
4 != 4 evaluates to False. This means the whole expression evaluates to True and
False. Since both expressions have to be True for the and operator to evaluate to True,
instead they evaluate to False.

Type the following into the interactive shell:

>>> 10 > 5 or 4 =4
True

>>> 10 < 5 0r 4 1= 4
False

>>>

For the or operator, only one of the sides must be True for the or operator to evaluate them
bothto True. Thisiswhy 10 > 5 or 4 != 4 evaluatesto True. However, because both
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the expression 10 < 5 and the expression 4 != 4 are both False, this makes the second
above expression evaluate to False or False, which inturn evaluates to False.

The third Boolean operator is not. The not operator evaluates to the opposite Boolean value of
the value it operates on. So not True is False and not False is True. Type the following
into the interactive shell:

>>> not 10 > 5
False

>>> not 10 < 5
True

>>> not False
True

>>> not not False
False

>>> not not not not not False
True

>>>

Practice Exercises, Chapter 9, Set B

Truth Tables

If you ever forget how the Boolean operators work, you can look at these charts, which are called
truth tables:

Table 6-1: The and operator's truth table.

A and B is Entire statement
True and True is True
True and False is False
False and True is False
False and False is False

Table 6-2: The or operator's truth table.

A or B is Entire statement
True or True is True
True or False is True
False or True is True

False or False is False
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Table 6-3: The not operator's truth table.

not A is Entire statement
not True is False
not False is True

The and and or Operators are Shortcuts

Just like for loops let us do the same thing as while loops but with less code, the and and or
operators let us shorten our code also. Type in the following into the interactive shell. Both of
these bits of code do the same thing:

>>> if 10 > 5:
if 2 < 4:
print('Hello!")
Hello!
>>>
>>> if 10 > 5 and 2 < 4:
print('Hello!")
Hello!
>>>

So you can see that the and operator basically takes the place of two i f statements (where the
second 1 f statement is inside the first i £ statement’s block.)

You can also replace the or operator with an i £ and e11 £ statement, though you will have to
copy the code twice. Type the following into the interactive shell:

>>> if 4 1= 4:

print('Hello!")
. elif 10 > 5:

print('Hello!")

Hello!

>>>

>>> if 4 = 4 or 10 > 5:
print('Hello!")

Hello!

>>>
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Order of Operations for Boolean Operators

Just like the math operators have an order of operations, the and, or, and not operators also
have an order of operations: first not, then and, and then or. Try typing the following into the
interactive shell:

>>> not False and False # not False evaluates first

False

>>> not (False and False) # (False and False) evaluates first
True

Back to the Code

transpositionDecrypt.py

43. # If there are no more columns OR we're at a shaded box, go back to
44, # the first column and the next row.

45. if (col == numOfColumns) or (col == numOfColumns - 1 and row >=
numOfRows - numOfShadedBoxes):

46. col =0

47 . row += 1

There are two cases where we want to reset col back to 0 (so that on the next iteration of the
loop, symbol is added to the first string in the list in plaintext). The first is if we have
incremented col past the last index in plaintext. In this case, the value in col will be equal
to numOfColumns. (Remember that the last index in plaintext will be numOfColumns
minus one. So when co1 is equal to numOfColumns, it is already past the last index.)

The second case is if both co1l is at the last index and the row variable is pointing to a row that
has a shaded box in the last column. Here’s the complete decryption grid with the column indexes
along the top and the row indexes down the side:
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0O 1 2 3
0OjC|le|njo
01|23
lfo|{n|o|m
4 | 516 |7
2/m| s |t |m
8191011
3imje (8] o0
12 | 13|14 | 15
410 (| s |n
16 | 17 | 18 | 19
5/n|i|o].
20 | 21 | 22 | 23
61(0)| s |(9
24 | 25 | 26
7! s || c
27 | 28 | 29

You can see that the shaded boxes are in the last column (whose index will be numOfColumns
- 1) and rows 6 and 7. To have our program calculate which row indexes are shaded, we use the
expression row >= numOfRows - numOfShadedBoxes. If this expression is True, and
col isequal to numOfColumns - 1,then we know that we want to reset col to O for the
next iteration.

These two cases are why the condition on line 45 is (col == numOfColumns) or (col
== numOfColumns - 1 and row >= numOfRows - numOfShadedBoxes). That
looks like a big, complicated expression but remember that you can break it down into smaller
parts. The block of code that executes will change co1 back to the first column by setting it to 0.
We will also increment the row variable.

transpositionDecrypt.py
\l

49, return ''.join(pTlaintext)

By the time the for loop on line 39 has finished looping over every character in message, the
plaintext list’s strings have been modified so that they are now in the decrypted order (if the
correct key was used, that is). The strings in the plaintext list are joined together (with a
blank string in between each string) by the join () string method. The string that this call to
join () returns will be the value that our decryptMessage () function returns.
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For our example decryption, plaintext will be [ 'Common s', 'ense is ', 'not so
c', 'ommon.'],S0 ''.join (plaintext) will evaluate to 'Common sense is not

so common.'.

transpositionDecrypt.py
52. # If transpositionDecrypt.py is run (instead of imported as a module) call
53. # the main() function.
54. if _name__ == "_main__":
55. main()

The first line that our program runs after importing modules and executing the def statements is
the i £ statement on line 54. Just like in the transposition encryption program, we check if this
program has been run (instead of imported by a different program) by checking if the special
__name _ variable issetto the string value ' main '.If so, we execute the main ()
function.

Practice Exercises, Chapter 9, Set C

Summary

That’s it for the decryption program. Most of the program is in the decryptMessage ()
function. We can see that our programs can encrypt and decrypt the message “Common sense is
not so common.” with the key 8. But we should try several other messages and keys to see that a
message that is encrypted and then decrypted will result in the same thing as the original
message. Otherwise, we know that either the encryption code or the decryption code doesn’t
work.

We could start changing the key and message variables in our transpositionEncrypt.py and
transpositionDecrypt.py and then running them to see if it works. But instead, let’s automate this
by writing a program to test our program.
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Cuarter 10

PROGRAMMING A PROGRAM TO
TEST OUR PROGRAM

Topics Covered In This Chapter:

e The random.seed () function

e The random.randint () function
o List references

e The copy.deepcopy () Functions
e The random.shuffle () function
¢ Randomly scrambling a string

e The sys.exit () function

“It 1s poor civic hygiene to install technologies that
could someday facilitate a police state.”

Bruce Schneier, cryptographer

We can try out the transposition encryption and decryption programs from the previous chapter

by encrypting and decrypting a few messages with different keys. It seems to work pretty well.
But does it always work?
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You won’t know unless you test the encryptMessage () and decryptMessage ()
functions with different values for the message and key parameters. This would take a lot of
time. You’ll have to type out a message in the encryption program, set the key, run the encryption
program, paste the ciphertext into the decryption program, set the key, and then run the
decryption program. And you’ll want to repeat that with several different keys and messages!

That’s a lot of boring work. Instead we can write a program to test the cipher programs for us.
This new program can generate a random message and a random key. It will then encrypt the
message with the encryptMessage () function from transpositionEncrypt.py and then pass
the ciphertext from that to the decryptMessage () in transpositionDecrypt.py. If the plaintext
returned by decryptMessage () is the same as the original message, the program can know

that the encryption and decryption messages work. This is called automated testing.

There are several different message and key combinations to try, but it will only take the
computer a minute or so to test thousands different combinations. If all of those tests pass, then
we can be much more certain that our code works.

Source Code of the Transposition Cipher Tester Program

Open a new file editor window by clicking on File » New Window. Type in the following code
into the file editor, and then save it as transpositionTest.py. Press F5 to run the program. Note
that first you will need to download the pyperclip.py module and place this file in the same
directory as the transpositionTest.py file. You can download this file from

Source code for transpositionTest.py
1. # Transposition Cipher Test
2. # http://inventwithpython.com/hacking (BSD Licensed)
3.
4. dimport random, sys, transpositionEncrypt, transpositionDecrypt
5

6. def main(Q):

7. random.seed(42) # set the random "seed" to a static value

8.

9. for i in range(20): # run 20 tests
10. # Generate random messages to test.
11.
12. # The message will have a random length:
13. message = 'ABCDEFGHIJKLMNOPQRSTUVWXYZ' * random.randint(4, 40)
14.
15. # Convert the message string to a list to shuffle it.
16. message = list(message)

17. random.shuffle(message)
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18. message = ''.join(message) # convert list to string

19.

20. print('Test #%s: "%s...""' % (i+1, message[:50]))

21.

22. # Check all possible keys for each message.

23. for key in range(1l, len(message)):

24 . encrypted = transpositionEncrypt.encryptMessage(key, message)
25. decrypted = transpositionDecrypt.decryptMessage(key, encrypted)
26.

27. # If the decryption doesn't match the original message, display
28. # an error message and quit.

29. if message != decrypted:

30. print('Mismatch with key %s and message %s.' % (key,
message))

31. print(decrypted)

32. sys.exit()

33.

34. print('Transposition cipher test passed.')

35.

36.

37. # If transpositionTest.py is run (instead of imported as a module) call
38. # the main() function.

39. if _name__ == '_main__":

40. main()

Sample Run of the Transposition Cipher Tester Program
When you run this program, the output will look like this:

Test #1: "KQDXSFQDBPMMRGXFKCGIQUGWFFLAJIJKFIGSYOSAWGYBGUNTQX. .."
Test #2: "IDDXEEWUMWUJIPJSZFJSGAOMFIOWWEYANRXISCIKXZRHMRNCFYW. .."
Test #3: "DKAYRSAGSGCSIQWKGARQHAOZDLGKJIISQVMDFGYXKCRMPCMQWIM. . ."
Test #4: "MZIBCOEXGRDTFXZKVNFQWQMWIROJAOKTWISTDWAHZRVIGXOLZA..."
Test #5: "TINIECNCBFKIBRDIUTNGDINHULYSVTGHBAWDQMZCNHZOTNYHSX. .."
Test #6: "JZQIHCVNDWRDUFHZFXCIASYDSTGQATQOYLIHUFPKEXSOZXQGPP. .."
Test #7: "BMKJUERFNGIDGWAPQMDZNHOQPLEOQDYCIIWRKPVEIPLAGZCIVN..."
Test #8: "IPASTGZSLPYCORCVEKWHOLOVUFPOMGQWZVINYQIYVEOFLUWLMQ..."
Test #9: "AHRYJAPTACZQNNFOTONMIPYECOORDGEYESYFHROZDASFIPKSOP. .."
Test #10: "FSXAAPLSQHSFUPQZGTIXXDLDMOIVMWFGHPBPJROOSEGPEVRXSX. .."
Test #11: "IVBCXBIHLWPTDHGEGANBGXWQZMVXQPNJZQPKMRUMPLLXPAFITN..."
Test #12: "LLNSYMNRXZVYNPRTVNIBFRSUGIWUJREMPZVCMJATMLAMCEEHNW. .."
Test #13: "IMWRUJJHRWAABHYIHGNPSJUOVKRRKBSJKDHOBDLOUJDGXIVDME. .."
Test #14: "IZVXWHTIGKGHKIGGWMOBAKTWZWIPHGNEQPINYZIBERJPUNWIMX. .."
Test #15: "BQGFNMGQCIBOTRHZZOBHZFJZVSRTVHIUJFOWRFBNWKRNHGOHEQ. . ."
Test #16: "LNKGKSYIPHMCDVKDLNDVFCIFGEWQGUJYJICUYIVXARMUCBNUWM. .."

Email questions to the author: al@inventwithpython.com




Chapter 10 — Programming a Program to Test Our Program 141

Test #17: "WGNRHKIQZMOPBQTCRYPSEPWHLRDXZMJOUTJCLECKEZZRRMQRNI..."
Test #18: "PPVTELDHIRZFPBNMJIRLAZWRXRQVKHUUMRPNFKXJCUKFOXAGEHM. .."
Test #19: "UXUIGAYKGLYUQTFBWQUTFNSOPEGMIWMQYEZAVCALGOHUXJZPTY..."
Test #20: "JSYTDGLVLBCVVSITPTQPHBCYIZHKFOFMBWOZNFKCADHDKPJSJA..."
Transposition cipher test passed.

Our testing program works by importing the transpositionEncrypt.py and transpositionDecrypt.py
programs as modules. This way, we can call the encryptMessage () and
decryptMessage () functions in these programs. Our testing program will create a random
message and choose a random key. It doesn’t matter that the message is just random letters, we
just need to check that encrypting and then decrypting the message will result in the original
message.

Our program will repeat this test twenty times by putting this code in a loop. If at any point the
returned string from transpositionDecrypt () is not the exact same as the original
message, our program will print an error message and exit.

How the Program Works

transpositionTest.py
. # Transposition Cipher Test
. # http://inventwithpython.com/hacking (BSD Licensed)

1
2
3.
4. dimport random, sys, transpositionEncrypt, transpositionDecrypt
5
6

. def main(Q:

First our program imports two modules that come with Python, random and sys. We also want
to import the transposition cipher programs we’ve written: transpositionEncrypt.py and
transpositionDecrypt.py. Note that we don’t put the .py extension in our import Statement.

Pseudorandom Numbers and the random. seed () Function

transpositionTest.py
7. random.seed(42) # set the random "seed" to a static value

Technically, the numbers produced by Python’s random. randint () function are not really
random. They are produced from a pseudorandom number generator algorithm, and this
algorithm is well known and the numbers it produces are predictable. We call these random-
looking (but predictable) numbers pseudorandom numbers because they are not truly random.
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The pseudorandom number generator algorithm starts with an initial number called the seed. All
of the random numbers produced from a seed are predictable. You can reset Python’s random
seed by calling the random. seed () function. Type the following into the interactive shell:

>>> import random

>>> random.seed(42)

>>> for i in range(5):
print(random.randint(1, 10))

o W Wk -

>>> random.seed(42)
>>> for i in range(5):
print(random.randint(1l, 10))

o W WwWPkE N -

>>>

When the seed for Python’s pseudorandom number generator is set to 42, the first “random”
number between 1 and 10 will always be 7. The second “random” number will always be 1, and
the third number will always be 3, and so on. When we reset the seed back to 42 again, the same
set of pseudorandom numbers will be returned from random. randint ().

Setting the random seed by calling random. seed () will be useful for our testing program,
because we want predictable numbers so that the same pseudorandom messages and keys are
chosen each time we run the automated testing program. Our Python programs only seem to
generate “unpredictable” random numbers because the seed is set to the computer’s current clock
time (specifically, the number of seconds since January 1%, 1970) when the random module is
first imported.

It is important to note that not using truly random numbers is a common security flaw of
encryption software. If the “random” numbers in your programs can be predicted, then this can
provide a cryptanalyst with a useful hint to breaking your cipher. More information about
generating truly random numbers with Python using the os . urandom () function can be found
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The random. randint () Function

transpositionTest.py

9. for i in range(20): # run 20 tests

10. # Generate random messages to test.

11.

12. # The message will have a random length:

13. message = 'ABCDEFGHIJKLMNOPQRSTUVWXYZ' * random.randint(4, 40)

The code that does a single test will be in this for loop’s block. We want this program to run
multiple tests since the more tests we try, the more certain that we know our programs work.

Line 13 creates a random message from the uppercase letters and stores it in the message
variable. Line 13 uses string replication to create messages of different lengths. The

random.randint () function takes two integer arguments and returns a random integer
between those two integers (including the integers themselves). Type the following into the
interactive shell:

>>> import random

>>> random.randint(1l, 20)
20

>>> random.randint(1, 20)
18

>>> random.randint(1l, 20)
3

>>> random.randint(1l, 20)
18

>>> random.randint(100, 200)
107

>>>

Of course, since these are pseudorandom numbers, the numbers you get will probably be different
than the ones above. Line 13 creates a random message from the uppercase letters and stores it in
the message variable. Line 13 uses string replication to create messages of different lengths.

References

Technically, variables do not store list values in them. Instead, they store reference values to list
values. Up until now the difference hasn’t been important. But storing list references instead of
lists becomes important if you copy a variable with a list reference to another variable. Try
entering the following into the shell:
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>>> spam = 42

>>> cheese = spam
>>> spam = 100
>>> spam

100

>>> cheese

42

>>>

This makes sense from what we know so far. We assign 42 to the spam variable, and then we
copy the value in spam and assign it to the variable cheese . When we later change the value in
spamto 100, this doesn’t affect the value in cheese. This is because spam and cheese are
different variables that each store their own values.

But lists don’t work this way. When you assign a list to a variable with the = sign, you are
actually assigning a list reference to the variable. A reference is a value that points to some bit

of data, and a list reference is a value that points to a list. Here is some code that will make this
easier to understand. Type this into the shell:

>>> gspam = [0, 1, 2, 3, 4, 5]
>>> cheese = spam

>>> cheese[l] = 'Hello!'

>>> spam

[0, 'Hello!', 2, 3, 4, 5]
>>> cheese
[0, 'Hello!', 2, 3, 4, 5]

This looks odd. The code only changed the cheese list, but it seems that both the cheese and
spam lists have changed.

Notice that the line cheese = spam copies the list reference in spamto cheese, instead of
copying the list value itself. This is because the value stored in the spam variable is a list
reference, and not the list value itself. This means that the values stored in both spam and
cheese refer to the same list. There is only one list because the list was not copied, the reference
to the list was copied. So when you modify cheese inthe cheese[1] = 'Hello!' line,
you are modifying the same list that spam refers to. This is why spam seems to have the same
list value that cheese does.
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Remember that variables are like boxes that contain values. List variables don’t actually contain
lists at all, they contain references to lists. Here are some pictures that explain what happens in
the code you just typed in:

@ spam = [0, 1, 2, 3, 4, 5]

) @ list value
[0,1, 2, 3,4, 5]

Reference |

Figure 10-1. Variables do not store lists, but rather references to lists.

On the first line, the actual list is not contained in the spam variable but a reference to the list.
The list itself is not stored in any variable.

@ cheese = spam

l(a list value)
[0, 1, 2, 3,4, 5]

Figure 10-2. Two variables store two references to the same list.
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When you assign the reference in spam to cheese, the cheese variable contains a copy of the
reference in spam. Now both cheese and spam refer to the same list.

@ cheese[1] = ‘Hello’

1 (a_list value)
[0, 'Hello, 2, 3, 4, 5]

Figure 10-3. Changing the list changes all variables with references to that list.

When you alter the list that cheese refers to, the list that spam refers to is also changed because
they refer to the same list. If you want spam and cheese to store two different lists, you have to
create two different lists instead of copying a reference:

>>> gspam = [0, 1, 2, 3, 4, 5]
>>> cheese = [0, 1, 2, 3, 4, 5]

In the above example, spam and cheese have two different lists stored in them (even though
these lists are identical in content). Now if you modify one of the lists, it will not affect the other
because spam and cheese have references to two different lists:

0, 1, 2, 3, 4, 5]
(o, 1, 2, 3, 4, 5]

'Hello!'

>>> spam = [
>>> cheese =
>>> cheese[1]
>>> spam

(o, 1, 2, 3, 4, 5]

>>> cheese

[0, 'Hello!', 2, 3, 4, 5]
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Figure 10-4 shows how the two references point to two different lists:

1 (o list+ value)

0,1, 2, 3,4, 9]

y(a list volue)
[0, 'Hello’, 2, 3, 4, 5]

Figure 10-4. Two variables each storing references to two different lists.

The copy . deepcopy () Functions

As we saw in the previous example, the following code only copies the reference value, not the
list value itself:

>>> spam = [0, 1, 2, 3, 4, 5]
>>> cheese = spam # copies the reference, not the Tist

If we want to copy the list value itself, we can import the copy module to call the
copy.deepcopy () function, which will return a separate copy of the list it is passed:

>>> spam = [0, 1, 2, 3, 4, 5]
>>> import copy

>>> cheese = copy.deepcopy(spam)
>>> cheese[1l] = 'Hello!'

>>> spam

[o, 1, 2, 3, 4, 5]

>>> cheese

[0, 'Hello!', 2, 3, 4, 5]

>>>
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The copy.deepcopy () function isn’t used in this chapter’s program, but it is helpful when
you need to make a duplicate list value to store in a different variable.

Practice Exercises, Chapter 10, Set A

The random. shuffle () Function

The random. shuffle () function is also in the random module. It accepts a list argument,
and then randomly rearranges items in the list. Type the following into the interactive shell:

>>> import random

>>> spam = [0, 1, 2, 3, 4, 5, 6, 7, 8, 9]
>>> spam

[o, 1, 2, 3, 4, 5, 6, 7, 8, 9]

>>> random.shuffle(spam)

>>> spam

[3, 0, 5, 9, 6, 8, 2, 4, 1, 7]

>>> random.shuffle(spam)

>>> spam
[1l 2’ 5’ 9! 4! 7’ O! 3’ 6! 8]
>>>

An important thing to note is that shuffle () does not return a list value. Instead, it changes
the list value that is passed to it (because shuffle () modifies the list directly from the list
reference value it is passed.) We say that the shuffle () function modifies the list in-place.
This is why we only need to execute random.shuffle (spam) instead of spam =

random.shuffle (spam).

Remember that you can use the 1ist () function to convert a string or range object to a list
value. Type the following into the interactive shell:

>>> import random
>>> eggs = list('Hello")
>>> eggs

['H', 'e', "1", "1", '0']
>>> random.shuffle(eggs)
>>> eggs

['o', "H', "T"', "1', 'e']
>>>
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And also remember you can use the join () string method to pass a list of strings and return a
single string:

>>> eggs

['o', '"H', "1"', "1", 'e']
>>> eggs = ''.join(eggs)
>>> eggs

'oH11e'

>>>

Randomly Scrambling a String

transpositionTest.py

15. # Convert the message string to a Tist to shuffle it.
16. message = list(message)

17. random.shuffle(message)

18. message = ''.join(message) # convert list to string

In order to shuffle the characters in a string value, first we convert the string to a list with
list (), then shuffle the items in the list with shuffle (), and then convert back to string
value with the join () string method. Try typing the following into the interactive shell:

>>> import random

>>> spam = 'Hello world!"'
>>> spam = list(spam)

>>> random.shuffle(spam)
>>> spam = ''.join(spam)
>>> spam

'wl delHo'!or1'

>>>

We use this technique to scramble the letters in the message variable. This way we can test
many different messages just in case our transposition cipher can encrypt and decrypt some
messages but not others.

Back to the Code

transpositionTest.py

20. print('Test #%s: "%s..."" % (i+l, message[:50]))

Line20 hasaprint () call that displays which test number we are on (we add one to i because
i starts at 0 and we want the test numbers to start at 1). Since the string in message can be very
long, we use string slicing to show only the first 50 characters of message.
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Line 20 uses string interpolation. The value that 1 +1 evaluates to will replace the first s in the
string and the value that message [ : 50] evaluates to will replace the second $s. When using
string interpolation, be sure the number of %s in the string matches the number of values that are
in between the parentheses after it.

transpositionTest.py
22. # Check all possible keys for each message.
23. for key in range(1l, len(message)):

While the key for the Caesar cipher could be an integer from 0 to 25, the key for the
transposition cipher can be between 1 and the length of the message. We want to test every
possible key for the test message, so the for loop on line 23 will run the test code with the keys
1 up to (but not including) the length of the message.

transpositionTest.py
transpositionEncrypt.encryptMessage(key, message)
transpositionDecrypt.decryptMessage(key, encrypted)

24. encrypted
25. decrypted

Line 24 encrypts the string in message using our encryptMessage () function. Since this
function is inside the transpositionEncrypt.py file, we need to add transpositionEncrypt.
(with the period at the end) to the front of the function name.

The encrypted string that is returned from encryptMessage () is then passed to
decryptMessage (). We use the same key for both function calls. The return value from
decryptMessage () isstored in a variable named decrypted. If the functions worked, then
the string in me ssage should be the exact same as the string in decrypted.

The sys.exit () Function

transpositionTest.py

27. # If the decryption doesn't match the original message, display
28. # an error message and quit.

29. if message != decrypted:

30. print('Mismatch with key %s and message %s.' % (key,
message))

31. print(decrypted)

32. sys.exit()

33.

34. print('Transposition cipher test passed.')
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Line 29 tests if message and decrypted are equal. If they aren’t, we want to display an error
message on the screen. We print the key, message, and decrypted values. This information
could help us figure out what happened. Then we will exit the program.

Normally our programs exit once the execution reaches the very bottom and there are no more
lines to execute. However, we can make the program exit sooner than that by calling the
sys.exit () function. When sys.exit () is called, the program will immediately end.

But if the values in message and decrypted are equal to each other, the program execution
skips the i f statement’s block and the call to sys.exit (). The next line is on line 34, but you
can see from its indentation that it is the first line after line 9°s for loop.

This means that after line 29’s 1 f statement’s block, the program execution will jump back to
line 23’s for loop for the next iteration of that loop. If it has finished looping, then instead the
execution jumps back to line 9’s for loop for the next iteration of that loop. And if it has
finished looping for that loop, then it continues on to line 34 to print out the string

'Transposition cipher test passed.’'.

transpositionTest.py
37. # If transpositionTest.py is run (instead of imported as a module) call
38. # the main() function.
39. if _name_ == '_main_":
40. main()

Here we do the trick of checking if the special variable  name  issetto ' main ' andif
so, calling the main () function. This way, if another program imports transpositionTest.py, the
code inside main () will not be executed but the de £ statements that create the main ()
function will be.

Testing Our Test Program

We’ve written a test program that tests our encryption programs, but how do we know that the
test program works? What if there is a bug with our test program, and it is just saying that our
transposition cipher programs work when they really don’t?

We can test our test program by purposefully adding bugs to our encryption or decryption
functions. Then when we run the test program, if it does not detect a problem with our cipher
program, then we know that the test program is not correctly testing our cipher programs.

Change transpositionEncrypt.py’s line 36 from this:

transpositionEncrypt.py
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35. # move pointer over
36. pointer += key
...to this:
transpositionEncrypt.py
35. # move pointer over
36. pointer += key + 1

Now that the encryption code is broken, when we run the test program it should give us an error:

Test #1: "JEQLDFKJIZWALCOYACUPLTRRMLWHOBXQNEAWSLGWAGQQSRSIUIQ..."

Mismatch with key 1 and message
JEQLDFKJZWALCOYACUPLTRRMLWHOBXQNEAWSLGWAGQQSRSIUIQTRGIHDVCZECRESZJARAVIPFOBWZXX
TBFOFHVSIGBWIBBHGKUWHEUUDYONYTZVKNVVTYZPDDMIDKBHTYJAHBNDVJUZDCEMFMLUXEONCZXWAWG
XZSFTMINLJOKKIJXLWAPCQNYCIQOFTEAUHRJIODKLGRIZSIBXQPBMQPPFGMVUZHKFWPGNMRYXROMSCEE
XLUSCFHNELYPYKCNYTOUQGBFSRDDMVIGXNYPHVPQISTATKVKM.
JQDKZACYCPTRLHBQEWLWGQRIITGHVZCEZAAIFBZXBOHSGWBHKWEUYNTVNVYPDIKHYABDJZCMMUENZWW
XSTILOKJLACNCQFEUROKGISBQBQPGVZKWGMYRMCELSFNLPKNTUGFRDVGNPVQSAKK

Summary

We can use our programming skills for more than just writing programs. We can also program
the computer to test those programs to make sure they work for different inputs. It is a common
practice to write code to test code.

This chapter covered a few new functions such as the random. randint () function for
producing pseudorandom numbers. Remember, pseudorandom numbers aren’t random enough
for cryptography programs, but they are good enough for this chapter’s testing program. The
random.shuffle () function is useful for scrambling the order of items in a list value.

The copy.deepcopy () function will create copies of list values instead of reference values.
The difference between a list and list reference is explained in this chapter as well.

All of our programs so far have only encrypted short messages. In the next chapter, we will learn
how to encrypt and decrypt entire files on your hard drive.
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Cuaprter 11

ENCRYPTING AND DECRYPTING
FILES

Topics Covered In This Chapter:

Reading and writing files

The open () function

The read () file object method

The close () file object method

The write () file object method

The os.path.exists () function

The startswith () string method

The title () string method

The time module and time. time () function

“Why do security police grab people and torture them? To get their
information. If you build an information management system that
concentrates information from dozens of people, you’ve made that
dozens of times more attractive. You’ve focused the repressive regime’s
attention on the hard disk. And hard disks put up no resistance to torture.
You need to give the hard disk a way to resist. That’s cryptography.”
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Patrick Ball

Up until now our programs have only worked on small messages that we type directly into the
source code as string values. The cipher program in this chapter will use the transposition cipher
to encrypt and decrypt entire files, which can be millions of characters in size.

Plain Text Files

This program will encrypt and decrypt plain text files. These are the kind of files that only have
text data and usually have the .txt file extension. Files from word processing programs that let
you change the font, color, or size of the text do not produce plain text files. You can write your
own text files using Notepad (on Windows), TextMate or TextEdit (on OS X), or gedit (on Linux)
or a similar plain text editor program. You can even use IDLE’s own file editor and save the files
with a .txt extension instead of the usual .py extension.

For some samples, you can download the following text files from this book’s website:

e http://invpy.com/devilsdictionary.txt
e  http://invpy.com/frankenstein.txt

e  http://invpy.com/siddhartha.txt

e http://invpy.com/thetimemachine.txt

These are text files of some books (that are now in the public domain, so it is perfectly legal to
download them.) For example, download Mary Shelley’s classic novel “Frankenstein” from

are over 78,000 words in this text file! It would take some time to type this into our encryption
program. But if it is in a file, the program can read the file and do the encryption in a couple
seconds.

If you get an error that looks like “UnicodeDecodeError: 'charmap' codec can't
decode byte 0x90 in position 148: character maps to <undefined>”
then you are running the cipher program on a non-plain text file, also called a “binary file”.

To find other public domain texts to download, go to the Project Gutenberg website at

Source Code of the Transposition File Cipher Program

Like our transposition cipher testing program, the transposition cipher file program will import
our transpositionEncrypt.py and transpositionDecrypt.py files so we can use the
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encryptMessage () and decryptMessage () functions in them. This way we don’t have
to re-type the code for these functions in our new program.

Open a new file editor window by clicking on File » New Window. Type in the following code
into the file editor, and then save it as transpositionFileCipher.py. Press F5 to run the program.
Note that first you will need to download frankenstein.txt and place this file in the same directory
as the transpositionFileCipher.py file. You can download this file from

Source code for transpositionFileCipher.py

1. # Transposition Cipher Encrypt/Decrypt File
2. # http://inventwithpython.com/hacking (BSD Licensed)
3.
4. import time, os, sys, transpositionEncrypt, transpositionDecrypt
5.
6. def main(Q):
7. inputFilename = 'frankenstein.txt'
8. # BE CAREFUL! If a file with the outputFilename name already exists,
9. # this program will overwrite that file.
10. outputFilename = 'frankenstein.encrypted.txt’
11. myKey = 10
12. myMode = 'encrypt' # set to 'encrypt' or 'decrypt'
13.
14. # If the input file does not exist, then the program terminates early.
15. if not os.path.exists(inputFilename):
16. print('The file %s does not exist. Quitting..."' % (inputFilename))
17. sys.exit()
18.
19. # If the output file already exists, give the user a chance to quit.
20. if os.path.exists(outputFilename):
21. print('This will overwrite the file %s. (Qontinue or (Quit?' %
(outputFilename))
22. response = input('> ')
23. if not response.lower().startswith('c'):
24. sys.exit()
25.
26. # Read in the message from the input file
27. fileObj = open(inputFilename)
28. content = fileObj.read()
29. fileObj.close()
30.
31. print('%sing..."'" % (myMode.title()))
32.
33. # Measure how Tong the encryption/decryption takes.

34. startTime = time.time()
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35. if myMode == 'encrypt':

36. translated = transpositionEncrypt.encryptMessage(myKey, content)
37. elif myMode == 'decrypt':

38. translated = transpositionDecrypt.decryptMessage(myKey, content)
39. totalTime = round(time.time() - startTime, 2)

40. print('%sion time: %s seconds' % (myMode.title(), totalTime))

41.

42. # Write out the translated message to the output file.

43. outputFileObj = open(outputFilename, 'w')

44, outputFiTeObj.write(translated)

45, outputFiTeObj.close()

46.

47 . print('Done %sing %s (%s characters).' % (myMode, inputFilename,
Ten(content)))

48. print('%sed file is %s.' % (myMode.title(), outputFilename))

49,

50.

51. # If transpositionCipherFile.py is run (instead of imported as a module)
52. # call the main() function.

53. if _name__ == "_main__":

54. main()

In the directory that frankenstein.txt and transpositionFileCipher.py files are in, there will be a
new file named frankenstein.encrypted.txt that contains the content of frankenstein.txt in
encrypted form. If you double-click the file to open it, it should look something like this:

PtFiyedleo a arnvmt eneeGLchongnes MmuyedlsuO#uiSHTGA r sy,n t ys
s nuaoGelL

sc7s,

(the rest has been cut out for brevity)

To decrypt, make the following changes to the source code (written in bold) and run the
transposition cipher program again:

transpositionFileCipher.py

7. inputFilename = 'frankenstein.encrypted.txt'

8. # BE CAREFUL! If a file with the outputFilename name already exists,
9. # this program will overwrite that file.

10. outputFilename = 'frankenstein.decrypted.txt'

11. myKey = 10

12. myMode = 'decrypt' # set to 'encrypt' or 'decrypt'

This time when you run the program a new file will appear in the folder named
frankenstein.decrypted.txt that is identical to the original frankenstein.txt file.
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Sample Run of the Transposition File Cipher Program
When you run the above program, it produces this output:

Encrypting...

Encryption time: 1.21 seconds

Done encrypting frankenstein.txt (441034 characters).
Encrypted file is frankenstein.encrypted.txt.

A new frankenstein.encrypted.txt file will have been created in the same directory as
transpositionFileCipher.py. If you open this file with IDLE’s file editor, you will see the
encrypted contents of frankenstein.py. You can now email this encrypted file to someone for them
to decrypt.

Reading From Files

Up until now, any input we want to give our programs would have to be typed in by the user.
Python programs can open and read files directly off of the hard drive. There are three steps to
reading the contents of a file: opening the file, reading into a variable, and then closing the file.

The open () Function and File Objects

The open () function’s first parameter is a string for the name of the file to open. If the file is in
the same directory as the Python program then you can just type in the name, such as
'thetimemachine.txt'. You can always specify the absolute path of the file, which
includes the directory that it is in. For example, 'c:\\Python32\\frankenstein.txt'
(on Windows) and ' /usr/foobar/frankenstein.txt' (on OS X and Linux) are
absolute filenames. (Remember that the \ backslash must be escaped with another backslash
before it.)

The open () function returns a value of the “file object” data type. This value has several
methods for reading from, writing to, and closing the file.

The read () File Object Method

The read () method will return a string containing all the text in the file. For example, say the
file spam.txt contained the text “Hello world!”. (You can create this file yourself using IDLE’s

file editor. Just save the file with a .txt extension.) Run the following from the interactive shell

(this codes assumes you are running Windows and the spam.txt file is in the c:\ directory):

A} A}

>>> fo = open('c:\\spam.txt', 'r')
>>> content = fo.read()
>>> print(content)
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Hello world!
>>>

If your text file has multiple lines, the string returned by read () will have \n newline
characters in it at the end of each line. When you try to print a string with newline characters, the
string will print across several lines:

>>> print('Hello\nworld!")
Hello

world!

>>>

If you get an error message that says “IOError: [Errno 2] No such file or
directory” then double check that you typed the filename (and if it is an absolute path, the
directory name) correctly. Also make sure that the file actually is where you think it is.

The close () File Object Method
After you have read the file’s contents into a variable, you can tell Python that you are done with
the file by calling the c1ose () method on the file object.

>>> fo.close()
>>>

Python will automatically close any open files when the program terminates. But when you want
to re-read the contents of a file, you must close the file object and then call the open () function
on the file again.

Here’s the code in our transposition cipher program that reads the file whose filename is stored in
the inputFilename variable:

transpositionFileCipher.py

26. # Read in the message from the input file
27. fileObj = open(inputFilename)

28. content = fileObj.read()

29. fileObj.close()

Writing To Files
We read the original file and now will write the encrypted (or decrypted) form to a different file.
The file object returned by open () hasawrite () function, although you can only use this
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function if you open the file in “write”” mode instead of “read” mode. You do this by passing the
string value 'w' as the second parameter. For example:

>>> fo = open('filename.txt', 'w')
>>>

Along with “read” and “write”, there is also an “append” mode. The “append” is like “write”
mode, except any strings written to the file will be appended to the end of any content that is
already in the file. “Append” mode will not overwrite the file if it already exists. To open a file in
append mode, pass the string 'a ' as the second argument to open ().

(Just in case you were curious, you could pass the string ' r' to open () to open the file in read
mode. But since passing no second argument at all also opens the file in read mode, there’s no
reasontopass 'r'.)

The write () File Object Method

You can write text to a file by calling the file object’s write () method. The file object must
have been opened in write mode, otherwise, you will geta “io.UnsupportedOperation:
not readable” error message. (And if you try to call read () on a file object that was
opened in write mode, you will geta “io.UnsupportedOperation: not readable”
error message.)

The write () method takes one argument: a string of text that is to be written to the file. Lines
43 to 45 open a file in write mode, write to the file, and then close the file object.

transpositionFileCipher.py

42. # Write out the translated message to the output file.
43, outputFileObj = open(outputFilename, 'w')

44 , outputFileObj.write(translated)

45, outputFileObj.close()

Now that we have the basics of reading and writing files, let’s look at the source code to the
transposition file cipher program.

How the Program Works

transpositionFileCipher.py
1. # Transposition Cipher Encrypt/Decrypt File
2. # http://inventwithpython.com/hacking (BSD Licensed)
3.
4. import time, os, sys, transpositionEncrypt, transpositionDecrypt
5
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6. def main(Q:

7. inputFilename = 'frankenstein.txt'

8. # BE CAREFUL! If a file with the outputFilename name already exists,
9. # this program will overwrite that file.

10. outputFilename = 'frankenstein.encrypted.txt'’

11. myKey = 10

12. myMode = 'encrypt' # set to 'encrypt' or 'decrypt'

The first part of the program should look familiar. Line 4 is an import statement for our
transpositionEncrypt.py and transpositionDecrypt.py programs. It also imports the Python’s
time, os, and sys modules.

Themain () function will be called after the de £ statements have been executed to define all
the functions in the program. The inputFilename variable holds a string of the file to read,
and the encrypted (or decrypted) text is written to the file with the name in outputFilename.

The transposition cipher uses an integer for a key, stored in myKey. If "'encrypt' isstored in
myMode, the program will encrypt the contents of the inputFilename file. If 'decrypt' is
stored in myMode, the contents of inputFilename will be decrypted.

The os.path.exists () Function

Reading files is always harmless, but we need to be careful when writing files. If we call the
open () function in write mode with a filename that already exists, that file will first be deleted
to make way for the new file. This means we could accidentally erase an important file if we pass
the important file’s name to the open () function. Using the os.path.exists () function,
we can check if a file with a certain filename already exists.

The os.path.exists () file has a single string parameter for the filename, and returns True
if this file already exists and False if it doesn’t. The os.path.exists () function exists
inside the path module, which itself exists inside the os module. But if we import the os
module, the path module will be imported too.

Try typing the following into the interactive shell:

>>> import os

>>> os.path.exists('abcdef')

False

>>> os.path.exists('C:\\Windows\\System32\\calc.exe')
True

>>>
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(Of course, you will only get the above results if you are running Python on Windows. The
calc.exe file does not exist on OS X or Linux.)

transpositionFileCipher.py

14. # If the input file does not exist, then the program terminates early.
15. if not os.path.exists(inputFilename):

16. print('The file %s does not exist. Quitting..."' % (inputFilename))
17. sys.exit()

We use the os.path.exists () function to check that the filename in inputFilename
actually exists. Otherwise, we have no file to encrypt or decrypt. In that case, we display a
message to the user and then quit the program.

The startswith () and endswith () String Methods

transpositionFileCipher.py

19. # If the output file already exists, give the user a chance to quit.
20. if os.path.exists(outputFilename):

21. print('This will overwrite the file %s. (Qontinue or (Quit?' %
(outputFilename))

22. response = input('> ')

23. if not response.lower().startswith('c'):

24. sys.exit(Q)

If the file the program will write to already exists, the user is asked to type in “C” if they want to
continue running the program or “Q” to quit the program.

The string in the response variable will have 1ower () called on it, and the returned string from
lower () will have the string method startswith () called onit. The startswith ()
method will return True if its string argument can be found at the beginning of the string. Try
typing the following into the interactive shell:

>>> 'hello'.startswith('h')

True

>>> 'hello world!'.startswith('hello wo')
True

>>> 'hello'.startswith('H")

False

>>> spam = 'Albert'

>>> spam.startswith('AT")
True
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>>>

On line 23, if the user did not type in 'c', 'continue’', 'C', or another string that begins
with C, then sys.exit () will be called to end the program. Technically, the user doesn’t have
to enter “Q” to quit; any string that does not begin with “C” will cause the sys.exit() function to
be called to quit the program.

There is also an endswith () string method that can be used to check if a string value ends with
another certain string value. Try typing the following into the interactive shell:

>>> 'Hello world!'.endswith('world!")
True

>>> 'Hello world!'.endswith('world")
False

>>>

The title () String Method

Just like the 1ower () and upper () string methods will return a string in lowercase or
uppercase, the title () string method returns a string in “title case”. Title case is where every
word is uppercase for the first character and lowercase for the rest of the characters. Try typing
the following into the interactive shell:

>>> 'hello'.title()

'Hello'

>>> "HELLO'.titTle()

'Hello'

>>> '"hElLo'.title()

'Hello'

>>> 'hello world! HOW ARE YOU?'.title()
'HeTllo World! How Are You?'

>>> 'extra! extra! man bites shark!'.title()
'Extra! Extra! Man Bites Shark!'

>>>
transpositionFileCipher.py

26. # Read in the message from the input file

27. fileObj = open(inputFilename)

28. content = fileObj.read()

29. fileObj.close()

30.

31. print('%sing..." % (myMode.title()))
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Lines 27 to 29 open the file with the name stored in inputFilename and read in its contents
into the content variable. On line 31, we display a message telling the user that the encryption
or decryption has begun. Since myMode should either contain the string 'encrypt' or
"decrypt', calling the title () string method will either display 'Encrypting..."' or
'Decrypting...".

The time Module and time. time () Function

All computers have a clock that keeps track of the current date and time. Your Python programs
can access this clock by calling the time . t ime () function. (This is a function named t ime ()
that is in a module named time.)

The time. time () function will return a float value of the number of seconds since January 1%,
1970. This moment is called the Unix Epoch. Try typing the following into the interactive shell:

>>> import time
>>> time.time()
1349411356.892

>>> time.time()
1349411359.326

>>>

The float value shows that the time . time () function can be precise down to a millisecond
(that is, 1/1,000 of a second). Of course, the numbers that time . time () displays for you will
depend on the moment in time that you call this function. It might not be clear that
1349411356.892 is Thursday, October 4™ 2012 around 9:30 pm. However, the time.time ()
function is useful for comparing the number of seconds between calls to time.time (). We can
use this function to determine how long our program has been running.

transpositionFileCipher.py

33. # Measure how Tong the encryption/decryption takes.

34. startTime = time.time()

35. if myMode == 'encrypt':

36. translated = transpositionEncrypt.encryptMessage(myKey, content)
37. elif myMode == 'decrypt':

38. translated = transpositionDecrypt.decryptMessage(myKey, content)
39. totalTime = round(time.time() - startTime, 2)

40. print('%sion time: %s seconds' % (myMode.title(), totalTime))

We want to measure how long the encryption or decryption process takes for the contents of the
file. Lines 35 to 38 call the encryptMessage () or decryptMessage () (depending on
whether "encrypt' or 'decrypt' isstored in the myMode variable). Before this code
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however, we will call time.time () and store the current time in a variable named
startTime.

On line 39 after the encryption or decryption function calls have returned, we will call
time.time () again and subtract startTime from it. This will give us the number of seconds
between the two callsto time.time ().

For example, if you subtract the floating point values returned when I called time . time ()
before in the interactive shell, you would get the amount of time in between those calls while |
was typing:

>>> 1349411359.326 - 1349411356.892
2.434000015258789
>>>

(The difference Python calculated between the two floating point values is not precise due to
rounding errors, which cause very slight inaccuracies when doing math with floats. For our
programs, it will not matter. But you can read more about rounding errors at

The time.time () - startTime expression evaluates to a value that is passed to the
round () function which rounds to the nearest two decimal points. This value is stored in
totalTime. On line 40, the amount of time is displayed to the user by calling print ().

Back to the Code
transpositionFileCipher.py
42 . # Write out the translated message to the output file.
43, outputFileObj = open(outputFilename, 'w')
44 . outputFileObj.write(translated)
45. outputFileObj.close()

The encrypted (or decrypted) file contents are now stored in the translated variable. But this
string will be forgotten when the program terminates, so we want to write the string out to a file
to store it on the hard drive. The code on lines 43 to 45 do this by opening a new file (passing
'w' to open () to open the file in write mode) and then calling the write () file object
method.

transpositionFileCipher.py

47. print('Done %sing %s (%s characters).' % (myMode, inputFilename,
len(content)))
48. print('%sed file is %s.' % (myMode.title(), outputFilename))
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49,

50.

51. # If transpositionCipherFile.py is run (instead of imported as a module)
52. # call the main() function.

53. if _name__ == "_main__":

54. main()

Afterwards, we print some more messages to the user telling them that the process is done and
what the name of the written file is. Line 48 is the last line of the main () function.

Lines 53 and 54 (which get executed after the de £ statement on line 6 is executed) will call the
main () function if this program is being run instead of being imported. (This is explained in
Chapter 8’s “The Special name  Variable” section.)

Practice Exercises, Chapter 11, Set A

Summary

Congratulations! There wasn’t much to this new program aside from the open (), write (),
read (), and close () functions, but this lets us encrypt text files on our hard drive that are
megabytes or gigabytes in size. It doesn’t take much new code because all of the implementation
for the cipher has already been written. We can extend our programs (such as adding file reading
and writing capabilities) by importing their functions for use in new programs. This greatly
increases our ability to use computers to encrypt information.

There are too many possible keys to simply brute-force and examine the output of a message
encrypted with the transposition cipher. But if we can write a program that recognizes English (as
opposed to strings of gibberish), we can have the computer examine the output of thousands of
decryption attempts and determine which key can successfully decrypt a message to English.
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CHaPTER 12

DETECTING ENGLISH
PROGRAMMATICALLY

Topics Covered In This Chapter:

o Dictionaries

e Thesplit () Method

e The None Value

e "Divide by Zero" Errors

e The float (), int (), and str () Functions and Python 2 Division
e The append () List Method

e Default Arguments

e Calculating Percentage

The gaffer says something longer and more
complicated. After a while, Waterhouse (now
wearing his cryptoanalyst hat, searching for
meaning midst apparent randomness, his neural
circuits exploiting the redundancies in the signal)
realizes that the man is speaking heavily accented
English.

“Cryptonomicon” by Neal Stephenson
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A message encrypted with the transposition cipher can have thousands of possible keys. Your
computer can still easily brute-force this many keys, but you would then have to look through
thousands of decryptions to find the one correct plaintext. This is a big problem for the brute-
force method of cracking the transposition cipher.

When the computer decrypts a message with the wrong key, the resulting plaintext is garbage
text. We need to program the computer to be able to recognize if the plaintext is garbage text or
English text. That way, if the computer decrypts with the wrong key, it knows to go on and try the
next possible key. And when the computer tries a key that decrypts to English text, it can stop and
bring that key to the attention of the cryptanalyst. Now the cryptanalyst won’t have to look
through thousands of incorrect decryptions.

How Can a Computer Understand English?

It can’t. At least, not in the way that human beings like you or I understand English. Computers
don’t really understand math, chess, or lethal military androids either, any more than a clock
understands lunchtime. Computers just execute instructions one after another. But these
instructions can mimic very complicated behaviors that solve math problems, win at chess, or
hunt down the future leaders of the human resistance.

Ideally, what we need is a Python function (let’s call it 1 sEnglish () ) that has a string passed
to it and then returns True if the string is English text and False if it’s random gibberish. Let’s
take a look at some English text and some garbage text and try to see what patterns the two have:

Robots are your friends. Except for RX-686. She will try to eat you.

ai-pey e. xrx ne augur iirl6 Rtiyt fhubE6d hrSei t8..ow eo.telyoosEs t

One thing we can notice is that the English text is made up of words that you could find in a
dictionary, but the garbage text is made up of words that you won’t. Splitting up the string into
individual words is easy. There is already a Python string method named split () that will do
this for us (this method will be explained later). The split () method just sees when each word
begins or ends by looking for the space characters. Once we have the individual words, we can
test to see if each word is a word in the dictionary with code like this:

if word == 'aardvark' or word == 'abacus' or word == 'abandon' or word ==
'abandoned' or word == 'abbreviate' or word == 'abbreviation' or word ==
'abdomen' or ..

We can write code like that, but we probably shouldn’t. The computer won’t mind running
through all this code, but you wouldn’t want to type it all out. Besides, somebody else has already
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typed out a text file full of nearly all English words. These text files are called dictionary files.
So we just need to write a function that checks if the words in the string exist somewhere in that
file.

Remember, a dictionary file is a text file that contains a large list of English words. A dictionary
value is a Python value that has key-value pairs.

Not every word will exist in our “dictionary file”. Maybe the dictionary file is incomplete and
doesn’t have the word, say, “aardvark”. There are also perfectly good decryptions that might have
non-English words in them, such as “RX-686” in our above English sentence. (Or maybe the
plaintext is in a different language besides English. But we’ll just assume it is in English for
now.)

And garbage text might just happen to have an English word or two in it by coincidence. For
example, it turns out the word “augur” means a person who tries to predict the future by studying
the way birds are flying. Seriously.

So our function will not be foolproof. But if most of the words in the string argument are English
words, it is a good bet to say that the string is English text. It is a very low probability that a
ciphertext will decrypt to English if decrypted with the wrong key.

The dictionary text file will have one word per line in uppercase. It will look like this:

AARHUS
AARON

ABABA
ABACK
ABAFT
ABANDON
ABANDONED
ABANDONING
ABANDONMENT
ABANDONS

...and so on. You can download this entire file (which has over 45,000 words) from

Our isEnglish () function will have to split up a decrypted string into words, check if each
word is in a file full of thousands of English words, and if a certain amount of the words are
English words, then we will say that the text is in English. And if the text is in English, then
there’s a good bet that we have decrypted the ciphertext with the correct key.

And that is how the computer can understand if a string is English or if it is gibberish.
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Practice Exercises, Chapter 12, Section A

The Detect English Module

The detectEnglish.py program that we write in this chapter isn’t a program that runs by itself.
Instead, it will be imported by our encryption programs so that they can call the
detectEnglish.isEnglish () function. This is why we don’t give detectEnglish.py a
main () function. The other functions in the program are all provided for isEnglish () to
call.

Source Code for the Detect English Module

Open a new file editor window by clicking on File » New Window. Type in the following code
into the file editor, and then save it as detectEnglish.py. Press F5 to run the program.

Source code for detectEnglish.py

1. # Detect English module

2. # http://inventwithpython.com/hacking (BSD Licensed)

3.

4. # To use, type this code:

5. # import detectEnglish

6. # detectEnglish.isEnglish(someString) # returns True or False
7. # (There must be a "dictionary.txt" file in this directory with all English
8. # words in it, one word per line. You can download this from

9. # http://invpy.com/dictionary.txt)

10. UPPERLETTERS = 'ABCDEFGHIJKLMNOPQRSTUVWXYZ'

11. LETTERS_AND_SPACE = UPPERLETTERS + UPPERLETTERS.Tower() + ' \t\n'
12.

13. def ToadDictionary():

14. dictionaryFile = open('dictionary.txt')

15. englishWords = {}

16. for word in dictionaryFile.read().split('\n'):

17. englishWords[word] = None

18. dictionaryFile.close()

19. return englishWords

20.

21. ENGLISH_WORDS = TloadDictionary()

22.

23.

24. def getEnglishCount(message):

25. message = message.upper()

26. message = removeNonlLetters(message)

27. possibleWords = message.split(Q)
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28.

29. if possibleWords == []:

30. return 0.0 # no words at all, so return 0.0

31.

32. matches = 0

33. for word in possibleWords:

34. if word in ENGLISH_WORDS:

35. matches += 1

36. return float(matches) / len(possibleWords)

37.

38.

39. def removeNonlLetters(message):

40. TettersOnly = []

41. for symbol in message:

42. if symbol in LETTERS_AND_SPACE:

43. lettersOnly.append(symboT)

44, return ''.join(lettersOnly)

45,

46.

47. def isEnglish(message, wordPercentage=20, letterPercentage=85):

48. # By default, 20% of the words must exist in the dictionary file, and
49. # 85% of all the characters in the message must be letters or spaces
50. # (not punctuation or numbers).

51. wordsMatch = getEnglishCount(message) * 100 >= wordPercentage

52. numLetters = len(removeNonLetters(message))

53. messagelLettersPercentage = float(numLetters) / len(message) * 100
54, TettersMatch = messagelettersPercentage >= TetterPercentage

55. return wordsMatch and lettersMatch

How the Program Works

detectEnglish.py
. # Detect English module
# http://inventwithpython.com/hacking (BSD Licensed)

To use, type this code:

import detectEnglish

detectEnglish.isEnglish(someString) # returns True or False
(There must be a "dictionary.txt" file in this directory with all English
words in it, one word per Tine. You can download this from
http://invpy.com/dictionary.txt)

O oo NOUUTD WNR
HoH o H B H

These comments at the top of the file give instructions to programmers on how to use this
module. They give the important reminder that if there is no file named dictionary.txt in the same
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directory as detectEnglish.py then this module will not work. If the user doesn’t have this file, the

detectEnglish.py
10. UPPERLETTERS = 'ABCDEFGHIJKLMNOPQRSTUVWXYZ'

11. LETTERS_AND_SPACE = UPPERLETTERS + UPPERLETTERS.lower() + ' \t\n'

Lines 10 and 11 set up a few variables that are constants, which is why they have uppercase
names. UPPERLETTERS is a variable containing the 26 uppercase letters, and
LETTERS AND SPACE contain these letters (and the lowercase letters returned from
UPPERLETTERS. lower () ) but also the space character, the tab character, and the newline
character. The tab and newline characters are represented with escape characters \ t and \n.

detectEnglish.py
13. def ToadDictionary(Q):
14. dictionaryFile = open('dictionary.txt')

The dictionary file sits on the user’s hard drive, but we need to load the text in this file as a string
value so our Python code can use it. First, we get a file object by calling open () and passing the
string of the filename 'dictionary.txt'. Before we continue with the

loadDictionary () code, let’s learn about the dictionary data type.

Dictionaries and the Dictionary Data Type

The dictionary data type has values which can contain multiple other values, just like lists do. In
list values, you use an integer index value to retrieve items in the list, like spam[42]. For each
item in the dictionary value, there is a key used to retrieve it. (Values stored inside lists and
dictionaries are also sometimes called items.) The key can be an integer or a string value, like
spam['hello'] or spam[42] . Dictionaries let us organize our program’s data with even
more flexibility than lists.

Instead of typing square brackets like list values, dictionary values (or simply, dictionaries) use
curly braces. Try typing the following into the interactive shell:

>>> emptylList = []
>>> emptyDictionary = {}
>>>

A dictionary’s values are typed out as key-value pairs, which are separated by colons. Multiple
key-value pairs are separated by commas. To retrieve values from a dictionary, just use square
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brackets with the key in between them (just like indexing with lists). Try typing the following
into the interactive shell:

>>> spam = {'keyl':'This is a value', 'key2':42}
>>> spam['keyl']

'This is a value'

>>> spam['key2']

42

>>>

It is important to know that, just as with lists, variables do not store dictionary values themselves,
but references to dictionaries. The example code below has two variables with references to the
same dictionary:

>>> spam = {'hello': 42}
>>> eggs = spam

>>> eggs['hello'] = 99
>>> eggs

{'hello"': 99}

>>> spam

{'hello': 99}

>>>

Adding or Changing Items in a Dictionary

You can add or change values in a dictionary with indexes as well. Try typing the following into
the interactive shell:

>>> spam = {42:'hello'}
>>> print(spam[42])
hello

>>> spam[42] = 'goodbye'
>>> print(spam[42])
goodbye

>>>

And just like lists can contain other lists, dictionaries can also contain other dictionaries (or lists).
Try typing the following into the interactive shell:

>>> foo = {'fizz': {'name': 'A1', 'age': 144},
>>> foo['fizz']

{'age': 144, 'name': 'Al1'}

>>> foo['fizz']['name']

moo':['a', 'brown', 'cow']}
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NE
>>> foo[ 'moo']

['a', 'brown', 'cow']
>>> foo['moo'][1]
"brown'

>>>

Practice Exercises, Chapter 12, Set B

Using the 1en () Function with Dictionaries

The 1en () function can tell you how many items are in a list or how many characters are in a
string, but it can also tell you how many items are in a dictionary as well. Try typing the
following into the interactive shell:

>>> spam = {}
>>> len(spam)

>>> spam['name'] = 'Al'

>>> spam['pet'] = 'Zophie the cat'
>>> spam['age'] = 89

>>> len(spam)

>>>

Using the in Operator with Dictionaries

The in operator can also be used to see if a certain key value exists in a dictionary. It is important
to remember that the in operator checks if a key exists in the dictionary, not a value. Try typing
the following into the interactive shell:

>>> eggs = {'foo': 'milk', 'bar': 'bread'}
>>> 'foo' in eggs

True

>>> 'blah blah blah' in eggs

False

>>> 'milk' in eggs

False

>>> 'bar' in eggs

True

>>> 'bread' in eggs
False
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>>>

The not in operator works with dictionary values as well.

Using for Loops with Dictionaries

You can also iterate over the keys in a dictionary with for loops, just like you can iterate over
the items in a list. Try typing the following into the interactive shell:

>>> spam = {'name':'Al', 'age':99}
>>> for k in spam:
print(k)
print(spam[k])
pr"| nt( ' === ' )
age
99
name
Al
>>>

The Difference Between Dictionaries and Lists
Dictionaries are like lists in many ways, but there are a few important differences:

1. Dictionary items are not in any order. There is no “first” or “last” item in a dictionary like
there is in a list.

2. Dictionaries do not have concatenation with the + operator. If you want to add a new
item, you can just use indexing with a new key. For example, foo['a new key'] =
'a string'

3. Lists only have integer index values that range from 0 to the length of the list minus one.
But dictionaries can have any key. If you have a dictionary stored in a variable spam,
then you can store a value in spam [ 3] without needing values for spam[0],
spam[1],0r spam[2] first.
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Finding Items is Faster with Dictionaries Than Lists

detectEnglish.py
15. englishWords = {}

Inthe loadDictionary () function, we will store all the words in the “dictionary file” (as in,
a file that has all the words in an English dictionary book) in a dictionary value (as in, the Python
data type.) The similar names are unfortunate, but they are two completely different things.

We could have also used a list to store the string values of each word from the dictionary file. The
reason we use a dictionary is because the in operator works faster on dictionaries than lists.
Imagine that we had the following list and dictionary values:

>>> TlistVal = ['spam', 'eggs', 'bacon']
>>> dictionaryVal = {'spam':0, 'eggs':0, 'bacon':0}

Python can evaluate the expression 'bacon' in dictionaryVal a little bit faster than
'bacon' in listVal. The reason is technical and you don’t need to know it for the

speed doesn’t make that much of a difference for lists and dictionaries with only a few items in
them like in the above example. But our detectEnglish module will have tens of thousands
of items, and the expression word in ENGLISH WORDS will be evaluated many times when
the isEnglish () function is called. The speed difference really adds up for the
detectEnglish module.

The split () Method

The split () string method returns a list of several strings. The “split” between each string
occurs wherever a space is. For an example of how the sp1it () string method works, try typing
this into the shell:

>>> 'My very energetic mother just served us Nutella.'.split(Q)
['My', 'very', 'energetic', 'mother', 'just', 'served', 'us', 'Nutella.']
>>>

The result is a list of eight strings, one string for each of the words in the original string. The
spaces are dropped from the items in the list (even if there is more than one space). You can pass
an optional argument to the spl1it () method to tell it to split on a different string other than just
a space. Try typing the following into the interactive shell:

>>> "helToXXXworTdXXXhowXXXareXXyou?'.spTit('XXX")
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['"hello', 'world', 'how', 'areXXyou?']
>>>

detectEnglish.py
16. for word in dictionaryFile.read().split('\n'):

Line 16 is a for loop that will set the word variable to each value in the list
dictionaryFile.read () .split ('\n"). Let’s break this expression down.
dictionaryFile is the variable that stores the file object of the opened file. The
dictionaryFile.read () method call will read the entire file and return it as a very large
string value. On this string, we will call the sp1it () method and split on newline characters.
This split () call will return a list value made up of each word in the dictionary file (because
the dictionary file has one word per line.)

This is why the expression dictionaryFile.read () .split ('\n") will evaluate to a
list of string values. Since the dictionary text file has one word on each line, the strings in the list
that split () returns will each have one word.

The None Value

None is a special value that you can assign to a variable. The None value represents the lack of
a value. None is the only value of the data type NoneType. (Just like how the Boolean data type
has only two values, the NoneType data type has only one value, None.) It can be very useful to
use the None value when you need a value that means “does not exist”. The None value is
always written without quotes and with a capital “N” and lowercase “one”.

For example, say you had a variable named qui zAnswer which holds the user's answer to some
True-False pop quiz question. You could set quizAnswer to None if the user skipped the
guestion and did not answer it. Using None would be better because if you set it to True or
False before assigning the value of the user's answer, it may look like the user gave an answer
for the question even though they didn't.

Calls to functions that do not return anything (that is, they exit by reaching the end of the function
and not from a return statement) will evaluate to None.

detectEnglish.py
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17. englishWords[word] = None

In our program, we only use a dictionary for the englishWords variable so that the in
operator can find keys in it. We don’t care what is stored for each key, so we will just use the
None value. The for loop that starts on line 16 will iterate over each word in the dictionary file,
and line 17 will use that word as a key in englishWords with None stored for that key.

Back to the Code

detectEnglish.py
18. dictionaryFile.close()
19. return englishWords

After the for loop finishes, the englishWords dictionary will have tens of thousands of keys
in it. At this point, we close the file object since we are done reading from it and then return
englishWords.

detectEnglish.py
21. ENGLISH_WORDS = loadDictionary()

Line 21 calls loadDictionary () and stores the dictionary value it returns in a variable
named ENGLISH WORDS. We want to call LoadDictionary () before the rest of the code in
the detectEnglish module, but Python has to execute the de f statement for
loadDictionary () before we can call the function. This is why the assignment for
ENGLISH WORDS comes after the loadDictionary () function’s code.

detectEnglish.py
24. def getEnglishCount(message):

25. message = message.upper()
26. message = removeNonlLetters(message)
27. possibleWords = message.split(Q)

The getEnglishCount () function will take one string argument and return a float value
indicating the amount of recognized English words in it. The value 0. 0 will mean none of the
words in message are English words and 1. 0 will mean all of the words in message are
English words, but most likely getEnglishCount () will return something in between 0.0
and 1.0. The isEnglish () function will use this return value as part of whether it returns

True Or False.
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First we must create a list of individual word strings from the string in message. Line 25 will
convert it to uppercase letters. Then line 26 will remove the non-letter characters from the string,
such as numbers and punctuation, by calling removeNonLetters (). (We will see how this
function works later.) Finally, the sp1it () method on line 27 will split up the string into
individual words that are stored in a variable named possibleWords.

So ifthe string 'Hello there. How are you?' was passed when
getEnglishCount () was called, the value stored in possibleWords after lines 25 to 27
execute would be [ 'HELLO', 'THERE', 'HOW', 'ARE', 'YOU'].

detectEnglish.py
29. if possibleWords == []:
30. return 0.0 # no words at all, so return 0.0

If the string in message was something like ' 12345, all of these non-letter characters would
have been taken out of the string returned from removeNonLetters (). The call to
removeNonLetters () would return the blank string, and when split () is called on the
blank string, it will return an empty list.

Line 29 does a special check for this case, and returns 0 . 0. This is done to avoid a “divide-by-
zero” error (which is explained later on).

detectEnglish.py

32. matches = 0

33. for word in possibleWords:
34. if word in ENGLISH_WORDS:
35. matches += 1

The float value that is returned from getEnglishCount () ranges between 0.0and 1.0.To
produce this number, we will divide the number of the words in possibleWords that are
recognized as English by the total number of words in possibleWords.

The first part of this is to count the number of recognized English words in possibleWords,
which is done on lines 32 to 35. The matches variable starts off as 0. The for loop on line 33
will loop over each of the words in possibleWords, and checks if the word exists in the
ENGLISH WORDS dictionary. If it does, the value in matches is incremented on line 35.

Once the for loop has completed, the number of English words is stored in the matches
variable. Note that technically this is only the number of words that are recognized as English
because they existed in our dictionary text file. As far as the program is concerned, if the word
exists in dictionary.txt, then it is a real English word. And if it doesn’t exist in the dictionary file,
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it is not an English word. We are relying on the dictionary file to be accurate and complete in
order for the detectEnglish module to work correctly.

“Divide by Zero” Errors

detectEnglish.py
36. return float(matches) / Ten(possibleWords)

Returning a float value between 0.0 and 1. 0 is a simple matter of dividing the number of
recognized words by the total number of words.

However, whenever we divide numbers using the / operator in Python, we should be careful not
to cause a “divide-by-zero” error. In mathematics, dividing by zero has no meaning. If we try to
get Python to do it, it will result in an error. Try typing the following into the interactive shell:

>> 42 / 0
Traceback (most recent call Tast):
File "<pyshel1#0>", 1ine 1, in <module>
42 / 0
ZeroDivisionError: int division or modulo by zero
>>>

But a divide by zero can’t possibly happen on line 36. The only way it could is if

len (possibleWords) evaluated to 0. And the only way that would be possible is if
possibleWords were the empty list. However, our code on lines 29 and 30 specifically checks
for this case and returns 0. 0. So if possibleWords had been set to the empty list, the
program execution would have never gotten past line 30 and line 36 would not cause a “divide-
by-zero” error.

The float (), int (), and str () Functions and Integer
Division

detectEnglish.py
36. return float(matches) / len(possibleWords)

The value stored in matches is an integer. However, we pass this integer to the f1oat ()
function which returns a float version of that number. Try typing the following into the interactive
shell:

>>> float(42)
42.0
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>>>

The int () function returns an integer version of its argument, and the str () function returns a
string. Try typing the following into the interactive shell:

>>> float(42)
42.0

>>> int(42.0)
42

>>> int(42.7)
42

>>> int("42")
42

>>> str(42)
l42'

>>> str(42.7)
'42.7"

>>>

The float (), int (), and str () functions are helpful if you need a value’s equivalent in a
different data type. But you might be wondering why we pass matches to £1oat () on line 36
in the first place.

The reason is to make our detectEnglish module work with Python 2. Python 2 will do
integer division when both values in the division operation are integers. This means that the result
will be rounded down. So using Python 2, 22/ 7 will evaluate to 3. However, if one of the
values is a float, Python 2 will do regular division: 22.0 / 7 will evaluate to
3.142857142857143. Thisiswhy line 36 calls f1oat (). This is called making the code
backwards compatible with previous versions.

Python 3 always does regular division no matter if the values are floats or ints.

Practice Exercises, Chapter 12, Set D

Back to the Code

detectEnglish.py
39. def removeNonLetters(message):
40. TettersOnly = []
41. for symbol in message:
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The previously explained getEnglishCount () function calls the removeNonLetters ()
function to return a string that is the passed argument, except with all the numbers and
punctuation characters removed.

The code in removeNonLetters () starts with a blank list and loops over each character in
the message argument. If the character exists in the LETTERS AND SPACE string, then it is
added to the end of the list. If the character is a number or punctuation mark, then it won’t exist in
the LETTERS AND SPACE string and won’t be added to the list.
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The append() List Method

detectEnglish.py
42 . if symbol in LETTERS_AND_SPACE:
43, lettersOnly.append(symboT)

Line 42 checks if symbol (which is set to a single character on each iteration of line 41’s for
loop) exists in the LETTERS AND SPACE string. If it does, then it is added to the end of the
lettersOnly list with the append () list method.

If you want to add a single value to the end of a list, you could put the value in its own list and
then use list concatenation to add it. Try typing the following into the interactive shell, where the
value 42 is added to the end of the list stored in spam:

>>> spam = [2, 3, 5, 7, 9, 11]
>>> spam

[2, 3, 5, 7, 9, 11]

>>> spam = spam + [42]

>>> spam
[2, 3, 5, 7, 9, 11, 42]
>>>

When we add a value to the end of a list, we say we are appending the value to the list. This is
done with lists so frequently in Python that there is an append () list method which takes a
single argument to append to the end of the list. Try typing the following into the shell:

>>> eggs = []
>>> eggs.append('hovercraft')
>>> eggs

["hovercraft']
>>> eggs.append('eels')

>>> eggs

["hovercraft', 'eels']

>>> eggs.append(42)

>>> eggs

["hovercraft', 'eels', 42]
>>>

For technical reasons, using the append () method is faster than putting a value in a list and
adding it with the + operator. The append () method modifies the list in-place to include the
new value. You should always prefer the append () method for adding values to the end of a
list.
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detectEnglish.py

L}

44, return ''.join(lettersOnly)

After line 41’s for loop is done, only the letter and space characters are inthe lettersOnly
list. To make a single string value from this list of strings, we call the join () string method on
a blank string. This will join the strings in 1lettersOnly together with a blank string (that is,
nothing) between them. This string value is then returned as removeNonLetters () ’s return
value.

Default Arguments

detectEnglish.py
47. def isEnglish(message, wordPercentage=20, letterPercentage=85):

48. # By default, 20% of the words must exist in the dictionary file, and
49. # 85% of all the characters in the message must be Tetters or spaces
50. # (not punctuation or numbers).

The isEnglish () function will accept a string argument and return a Boolean value that
indicates whether or not it is English text. But when you look at line 47, you can see it has three
parameters. The second and third parameters (wordPercentage and letterPercentage)
have equal signs and values next to them. These are called default arguments. Parameters that
have default arguments are optional. If the function call does not pass an argument for these
parameters, the default argument is used by default.

If isEnglish () is called with only one argument, the default arguments are used for the
wordPercentage (the integer 20) and letterPercentage (the integer 85) parameters.
Table 12-1 shows function calls to i sEnglish (), and what they are equivalent to:

Table 12-1. Function calls with and without default arguments.

Function Call Equivalent To
isEnglish('Hello"') isEnglish ('Hello', 20, 85)
isEnglish('Hello', 50) isEnglish('Hello', 50, 85)

isEnglish ('Hello', 50, 60) isEnglish ('Hello', 50, 60)

isEnglish('Hello"', isEnglish('Hello', 20, 60)
letterPercentage=60)




184  http://inventwithpython.com/hacking

When isEnglish () is called with no second and third argument, the function will require that
20% of the words in message are English words that exist in the dictionary text file and 85% of
the characters in message are letters. These percentages work for detecting English in most
cases. But sometimes a program calling i sEnglish () will want looser or more restrictive
thresholds. If so, a program can just pass arguments for wordPercentage and
letterPercentage instead of using the default arguments.

Calculating Percentage

A percentage is a number between 0 and 100 that shows how much of something there is
proportional to the total number of those things. In the string value 'Hello cat MOOSE
fsdkl ewpin' there are five “words” but only three of them are English words. To calculate
the percentage of English words, you divide the number of English words by the total
number of words and multiply by 100. The percentage of English words in 'Hello cat
MOOSE fsdkl ewpin'is3 / 5 * 100, whichis 60.

Table 12-2 shows some percentage calculations:

Table 12-2. Some percentage calculations.

Number of Total Number English *100 = Percentage
English Words of Words Words / Total
3 5 0.6 *100 = 60
6 10 0.6 *100 = 60
300 500 0.6 *100 = 60
32 87 0.3678 *100 = 36.78
87 87 1.0 *100 = 100
0 10 0 *100 = 0

The percentage will always be between 0% (meaning none of the words) and 100% (meaning all
of the words). Our i sEnglish () function will consider a string to be English if at least 20% of
the words are English words that exist in the dictionary file and 85% of the characters in the
string are letters (or spaces).

detectEnglish.py
51. wordsMatch = getEnglishCount(message) * 100 >= wordPercentage

Line 51 calculates the percentage of recognized English words in message by passing
message t0 getEnglishCount (), which does the division for us and returns a float
between 0.0 and 1. 0. To get a percentage from this float, we just have to multiply it by 100. If
this number is greater than or equal to the wordPercentage parameter, then True is stored in
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wordsMatch. (Remember, the >= comparison operator evaluates expressions to a Boolean
value.) Otherwise, False is stored in wordsMatch.

detectEnglish.py

52. numLetters = len(removeNonlLetters(message))
53. messagelLettersPercentage = float(numLetters) / len(message) * 100
54. TettersMatch = messagelettersPercentage >= TetterPercentage

Lines 52 to 54 calculate the percentage of letter characters in the message string. To determine
the percentage of letter (and space) characters in message, our code must divide the number of
letter characters by the total number of characters in message. Line 52 calls
removeNonLetters (message). This call will return a string that has the number and
punctuation characters removed from the string. Passing this string to 1en () will return the
number of letter and space characters that were in message. This integer is stored in the
numLetters variable.

Line 53 determines the percentage of letters getting a float version of the integer in
numLetters and dividing this by 1en (message). The return value of 1en (message) will
be the total number of characters in message. (The call to f1oat () was made so that if the
programmer who imports our detectEnglish module is running Python 2, the division done
on line 53 will always be regular division instead of integer division.)

Line 54 checks if the percentage in messagelLettersPercentage is greater than or equal to
the letterPercentage parameter. This expression evaluates to a Boolean value that is stored
in lettersMatch.

detectEnglish.py
55. return wordsMatch and TettersMatch

We want 1 sEnglish () toreturn True only if both the wordsMatch and lettersMatch
variables contain True, so we put them in an expression with the and operator. If both the
wordsMatch and lettersMatch variables are True, then isEnglish () will declare that
the message argument is English and return True. Otherwise, isEnglish () will return
False.

Practice Exercises, Chapter 12, Set E
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Summary

The dictionary data type is useful because like a list it can contain multiple values. However
unlike the list, we can index values in it with string values instead of only integers. Most of the
the things we can do with lists we can also do with dictionaries, such as pass itto 1en () or use
the in and not 1in operators on it. In fact, using the in operator on a very large dictionary
value executes much faster than using in on a very large list.

The NoneType data type is also a new data type introduced in this chapter. It only has one value:
None. This value is very useful for representing a lack of a value.

We can convert values to other data types by using the int (), float (), and str () functions.
This chapter brings up “divide-by-zero” errors, which we need to add code to check for and
avoid. The split () string method can convert a single string value into a list value of many
strings. The split () string method is sort of the reverse of the join () list method. The
append () list method adds a value to the end of the list.

When we define functions, we can give some of the parameters “default arguments”. If no
argument is passed for these parameters when the function is called, the default argument value is
used instead. This can be a useful shortcut in our programs.

The transposition cipher is an improvement over the Caesar cipher because it can have hundreds
or thousands of possible keys for messages instead of just 26 different keys. A computer has no

problem decrypting a message with thousands of different keys, but to hack this cipher, we need
to write code that can determine if a string value is valid English or not.

Since this code will probably be useful in our other hacking programs, we will put it in its own
module so it can be imported by any program that wants to call its isEnglish () function. All
of the work we’ve done in this chapter is so that any program can do the following:

>>> import detectEnglish

>>> detectEnglish.isEnglish('Is this sentence English text?')
True

>>>

Now armed with code that can detect English, let’s move on to the next chapter and hack the
transposition cipher!
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CHapPTER 13

HACKING THE TRANSPOSITION
CIPHER

Topics Covered In This Chapter:
e Multi-line Strings with Triple Quotes
e Thestrip () String Method

To hack the transposition cipher, we will use a brute-force approach. Of the thousands of keys,
the correct key is most likely that only one that will result in readable English. We developed
English-detection code in the last chapter so the program can realize when it has found the correct
key.

Source Code of the Transposition Cipher Hacker Program

Open a new file editor window by clicking on File » New Window. Type in the following code
into the file editor, and then save it as transpositionHacker.py. Press F5 to run the program. Note
that first you will need to download the pyperclip.py module and place this file in the same
directory as the transpositionHacker.py file. You can download this file from

Source code for transpositionHacker.py
. # Transposition Cipher Hacker
# http://inventwithpython.com/hacking (BSD Licensed)

. import pyperclip, detectEnglish, transpositionDecrypt
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6. def main(Q:

7. # You might want to copy & paste this text from the source code at
8. # http://invpy.com/transpositionHacker.py
9. myMessage = """Cb b rssti aieih rooaopbrtnsceee er es no npfgcwu plri

ch nitaalr eiuengiteehb(el hilincegeoamn fubehgtarndcstudmd nM eu eacBoltaetee
oinebcdkyremdteghn.aa2r8la condari fmps" tad 1 t oisn sit ulrnd stara nvhn fs
edbh ee,n e necrgb 8nmisv 1 nc muiftegiitm tutmg cm shSs9fcie ebintcaets h a
ihda cctrhe ele 107 aaoem waoaatdahretnhechaopnooeapece9etfncdbgsoeb uuteitgna.
rteoh add e,D7clEtnpneehtn beete" evecoal 1sfmcrl julcifgo ai. sllrchdnheev sh
meBd ies e9t)nh,htcnoecplirrh ,ide hmtime. phealLem,toeinfgn t e9yce da' eN eMp a
ffn Fclo ge eohg dere.eec s nfap yox hla yon. InrnsreaBoa t,e eitsw il ulpbdofg
BRe bwlmprraio po droB wtinue r Pieno nc ayieeto'lulcih sfnc ownaSserbereiaSm
-eaiah, nnrttgcC maciiritvledastinideI nn rms iehn tsigaBmuoetcetias rn"""
10.

11. hackedMessage = hackTransposition(myMessage)

12.

13. if hackedMessage == None:

14. print('Failed to hack encryption.')

15. else:

16. print('Copying hacked message to clipboard:"')

17. print(hackedMessage)

18. pyperclip.copy(hackedMessage)

19.

20.

21. def hackTransposition(message):

22. print('Hacking...")

23.

24. # Python programs can be stopped at any time by pressing Ctr1-C (on
25. # Windows) or Ctr1-D (on Mac and Linux)

26. print('(Press Ctr1-C or Ctrl-D to quit at any time.)")

27.

28. # brute-force by looping through every possible key

29. for key in range(l, len(message)):

30. print('Trying key #%s..."' % (key))

31.

32. decryptedText = transpositionDecrypt.decryptMessage(key, message)
33.

34. if detectEnglish.isEnglish(decryptedText):

35. # Check with user to see if the decrypted key has been found.
36. printQ)

37. print('Possible encryption hack:")

38. print('Key %s: %s' % (key, decryptedText[:100]))

39. print()

40. print('Enter D for done, or just press Enter to continue
hacking: ")

41. response = input('> ')
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42.
43.
44,
45,
46.
47.

if response.strip().upper().startswith('D'):
return decryptedText

return None

48. if _name__ == '_main__":
main()

49.

Sample Run of the Transposition Breaker Program
When you run this program, the output will look this:

Hacking. ..
Ctr1-C or Ctr1-D to quit at any time.)

(Press
Trying
Trying
Trying
Trying
Trying
Trying
Trying
Trying
Trying
Trying

key
key
key
key
key
key
key
key
key
key

#1...
#2...
#3...
#4...
#5...
#06...
#7...
#8...
#9...
#10...

Possible encryption hack:
Key 10: Charles Babbage, FRS (26 December 1791 - 18 October 1871) was an
English mathematician, philosopher,

Enter D for done, or just press Enter to continue hacking:

> D

Copying hacked message to clipboard:

Charles Babbage, FRS (26 December 1791 - 18 October 1871) was an English
mathematician, philosopher, inventor and mechanical engineer who originated the
concept of
Babbage is
eventually
on display
difference
tolerances
indicated that Babbage's machine would have worked. Nine years later, the
Science Museum completed the printer Babbage had designed for the difference

engine.

a programmable computer. Considered a "father of the computer",
credited with inventing the first mechanical computer that

led to more complex designs. Parts of his uncompleted mechanisms are
in the London Science Museum. In 1991, a perfectly functioning
engine was constructed from Babbage's original plans. Built to
achievable in the 19th century, the success of the finished engine
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When the hacker program has found a likely correct decryption, it will pause and wait for the user
to press “D” and then Enter. If the decryption is a false positive, the user can just press Enter and
the program will continue to try other keys.

Run the program again and skip the correct decryption by just pressing Enter. The program
assumes that it was not a correct decryption and continues brute-forcing through the other
possible keys. Eventually the program runs through all the possible keys and then gives up,
telling the user that it was unable to hack the ciphertext:

Trying key #757...
Trying key #758...
Trying key #759...
Trying key #760...
Trying key #761...
Failed to hack encryption.

How the Program Works

transpositionHacker.py
# Transposition Cipher Hacker
# http://inventwithpython.com/hacking (BSD Licensed)

AWN R

. import pyperclip, detectEnglish, transpositionDecrypt

The transposition hacker program is under 50 lines of code because much of it exists in other
programs. Several modules are imported on line 4.

Multi-line Strings with Triple Quotes

transpositionHacker.py

6. def main(Q):

7. # You might want to copy & paste this text from the source code at
8. # http://invpy.com/transpositionHacker.py
9. myMessage = """Cb b rssti aieih rooaopbrtnsceee er es no npfgcwu plri

ch nitaalr eiuengiteehb(el hilincegeoamn fubehgtarndcstudmd nM eu eacBoltaetee
oinebcdkyremdteghn.aa2r8la condari fmps" tad 1 t oisn sit ulrnd stara nvhn fs
edbh ee,n e necrgb 8nmisv 1 nc muiftegiitm tutmg cm shSs9fcie ebintcaets h a
ihda cctrhe ele 107 aaoem waoaatdahretnhechaopnooeapece9etfncdbgsoeb uuteitgna.
rteoh add e,D7clEtnpneehtn beete" evecoal 1sfmcrl julcifgo ai. sllrchdnheev sh

meBd ies e9t)nh,htcnoecplirrh ,ide hmtime. phealLem,toeinfgn t e9yce da' eN eMp a
ffn Fclo ge eohg dere.eec s nfap yox hla yon. InrnsreaBoa t,e eitsw il ulpbdofg
BRe bwlmprraio po droB wtinue r Pieno nc ayieeto'lulcih sfnc ownaSserbereiaSm
-eaiah, nnrttgcC maciiritvledastinidel nn rms iehn tsigaBmuoetcetias rn"""
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The ciphertext to be hacked is stored in the myMessage variable. Line 9 has a string value that
begins and ends with triple quotes. These strings do not have to have literal single and double
guotes escaped inside of them. Triple quote strings are also called multi-line strings, because they
can also contain actual newlines within them. Try typing the following into the interactive shell:

>>> spam = """Dear Alice,

Why did you dress up my hamster in doll clothing?

I Took at Mr. Fuzz and think, "I know this was Alice's doing."
Sincerely,

Bob"""

>>> print(spam)

Dear Alice,

Why did you dress up my hamster in doll clothing?

I Took at Mr. Fuzz and think, "I know this was Alice's doing."
Sincerely,

Bob

>>>

Notice that this string value can span over multiple lines. Everything after the opening triple
guotes will be interpreted as part of the string until it reaches triple quotes ending it. Multi-line
strings can either use three double quote characters or three single quote characters.

Multi-line strings are useful for putting very large strings into the source code for a program,
which is why it is used on line 9 to store the ciphertext to be broken.

Back to the Code

transpositionHacker.py
11. hackedMessage = hackTransposition(myMessage)

The ciphertext hacking code exists inside the hackTransposition () function. This function
takes one string argument: the encrypted ciphertext message to be broken. If the function can
hack the ciphertext, it returns a string of the decrypted text. Otherwise, it returns the None value.
This value is stored in the hackedMessage variable.

transpositionHacker.py
13. if hackedMessage == None:
14. print('Failed to hack encryption.')

If None was stored in hackedMessage, the program prints that it was unable to break the
encryption on the message.
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transpositionHacker.py

15. else:

16. print('Copying hacked message to clipboard:")
17. printChackedMessage)

18. pyperclip.copy(hackedMessage)

Otherwise, the text of the decrypted message is printed to the screen on line 17 and also copied to
the clipboard on line 18.

transpositionHacker.py
21. def hackTransposition(message):

22. print('Hacking...")

23.

24. # Python programs can be stopped at any time by pressing Ctr1-C (on
25. # Windows) or Ctrl1-D (on Mac and Linux)

26. print('(Press Ctr1-C or Ctrl-D to quit at any time.)")

Because there are many keys the program can go through, the program displays a message to the
user telling her that the hacking has started. The print () call on line 26 also tells her that she
can press Ctrl-C (on Windows) or Ctrl-D (on OS X and Linux) to exit the program at any point.
(Pressing these keys will always exit a running Python program.)

transpositionHacker.py

28. # brute-force by looping through every possible key
29. for key in range(l, len(message)):
30. print('Trying key #%s..."' % (key))

The range of possible keys for the transposition cipher is the integers between 1 and the length of
the message. The for loop on line 29 will run the hacking part of the function with each of these
keys.

To provide feedback to the user, the key that is being tested is printed to the string on line 30,
using string interpolation to place the integer in key inside the ' Trying key #%s...' %
(key) string.

transpositionHacker.py
32. decryptedText = transpositionDecrypt.decryptMessage(key, message)

Using the decryptMessage () function in the transpositionDecrypt.py program that we’ve
already written, line 32 gets the decrypted output from the current key being tested and stores it in
the decryptedText variable.
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transpositionHacker.py

34. if detectEnglish.isEnglish(decryptedText):

35. # Check with user to see if the decrypted key has been found.
36. print(

37. print('Possible encryption hack:"')

38. print('Key %s: %s' % (key, decryptedText[:100]))

39. print()

40. print('Enter D for done, or just press Enter to continue
hacking: ")

41. response = input('> ')

The decrypted output in decryptedText will most likely only be English if the correct key
was used (otherwise, it will appear to be random garbage). The string in decryptedText is
passed to the detectEnglish.isEnglish () function we wrote in the last chapter.

But just because detectEnglish.isEnglish () returns True (making the program
execution enter the block following the i £ statement on line 34) doesn’t mean the program has
found the correct key. It could be a “false positive™. To be sure, line 38 prints out the first 100
characters of the decryptedText string (by using the slice decryptedText [:100]) on
the screen for the user to look at.

The program pauses when line 41 executes, waiting for the user to type something in either D on
nothing before pressing Enter. This input is stored as a string in response.

The strip () String Method

The strip() string method returns a version of the string that has any
whitespace at the beginning and end of the string stripped out. Try typing in
the following into the interactive shell:

>>> ! Hello'.strip(Q)

'Hello'

>>> 'Hello '.strip(Q)

'Hello'

>>> ' Hello World '.stripQ

'HeTllo World'

>>> 'Hello x'.stripQ

'Hello x'

>>>

The strip () method can also have a string argument passed to it that tells the method which
characters should be removed from the start and end of the string instead of removing whitespace.
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The whitespace characters are the space character, the tab character, and the newline
character. Try typing the following into the interactive shell:

>>> "HelTloxxxxxx'.strip('x")

'Hello'
>>> 'aaaaaHELLOaa'.strip('a')
"HELLO'
>>> 'ababaHELLOab'.strip('ab')
"HELLO'
>>> 'abccabcbacbXYZabcXYZacccab'.strip('abc')
'XYZabcXYZ'
>>>
transpositionHacker.py
43. if response.strip().upper().startswith('D'):
44, return decryptedText

The expression on line 43 used for the i f statement’s condition lets the user have some
flexibility with what has to be typed in. If the condition were response == 'D', then the user
would have to type in exactly “D” and nothing else in order to end the program.

If the user typed in 'd" or ' D' or 'Done then the condition would be False and the
program would continue. To avoid this, the string in response has any whitespace removed
from the start or end with the call to strip (). Then the string that response.strip ()
evaluates to has the upper () method called on it. If the user typed in either “d” or “D”, the
string returned from upper () will be 'D'. Little things like this make our programs easier for
the user to use.

If the user has indicated that the decrypted string is correct, the decrypted text is returned from
hackTransposition () on line 44.

transpositionHacker.py
46. return None

Line 46 is the first line after the for loop that began on line 29. If the program execution reaches
this point, it’s because the return statement on line 44 was never reached. That would only
happen if the correctly decrypted text was never found for any of the keys that were tried.

In that case, line 46 returns the None value to indicate that the hacking has failed.

transpositionHacker.py
48. if _name_ == '_main_":
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49. main()

Lines 48 and 49 call the main () function if this program was run by itself, rather than imported
by another program that wants to use its hackTransposition () function.

Practice Exercises, Chapter 13, Set A

Summary

This chapter was short like the “Breaking the Caesar Cipher with the Brute-Force Technique”
chapter because (also like that chapter) most of the code was already written in other programs.
Our hacking program can import functions from these other programs by importing them as
modules.

The strip () string method is useful for removing whitespace (or other) characters from the
beginning or end of a string. If we use triple quotes, then a string value can span across multiple
lines in our source code.

The detectEnglish.py program removes a lot of the work of inspecting the decrypted output to see
if it’s English. This allows the brute-force technique to be applied to a cipher that can have
thousands of keys.

Our programs are becoming more sophisticated. Before we learn the next cipher, we should learn
how to use Python’s debugger tool to help us find bugs in our programs.
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CHarTer 14

MODULAR ARITHMETIC WITH
THE MULTIPLICATIVE AND
AFFINE CIPHERS

Topics Covered In This Chapter:

Modular Arithmetic

“Mod” is “Remainder Of’(Sort Of)

GCD: Greatest Common Divisor (aka Greatest Common Factor)
Multiple Assignment Trick

Euclid’s Algorithm for Finding the GCD of Two Numbers
“Relatively Prime”

The Multiplicative Cipher

Finding Modular Inverses

The cryptomath Module

“People have been defending their own privacy for centuries
with whispers, darkness, envelopes, closed doors, secret
handshakes, and couriers. The technologies of the past did
not allow for strong privacy, but electronic technologies do.”

Eric Hughes, “A Cypherpunk's Manifesto”, 1993
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The multiplicative and affine ciphers are similar to the Caesar cipher, except instead of adding a
key to a symbol’s index in a string, these ciphers use multiplication. But before we learn how to
encrypt and decrypt with these ciphers, we’re going to need to learn a little math. This knowledge
is also needed for the last cipher in this book, the RSA cipher.

Oh No Math!

Don’t let it scare you that you need to learn some math. The principles here are easy to learn from
pictures, and we’ll see that they are directly useful in cryptography.

Math Oh Yeah!

That’s more like it.

Modular Arithmetic (aka Clock Arithmetic)

This is a clock in which I’ve replaced the 12 with a 0. (I’'m a programmer. I think it’s weird that
the day begins at 12 AM instead of 0 AM.) Ignore the hour, minute, and second hands. We just
need to pay attention to the numbers.

Figure 14-1. A clock with a zero o’clock.
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3 O’Clock + 5 Hours = 8 O’Clock

If the current time is 3 o’clock, what time will it be in 5 hours? This is
easy enough to figure out. 3 + 5 = 8. It will be 8 o’clock. Think of the
hour hand on the clock in Figure 14-1 starting at 3, and then moving 5
hours clockwise. It will end up at 8. This is one way we can double-
check our math.

10 O’Clock + 5 Hours = 3 O’Clock

If the current time is 10 o’clock, what time will it be in 5 hours? If you
add 10 + 5, you get 15. But 15 o’clock doesn’t make sense for clocks
like the one to the right. It only goes up to 12. So to find out what time
it will be, we subtract 15 — 12 = 3. The answer is it will be 3 o’clock.
(Whether or not it is 3 AM or 3PM depends on if the current time is 10
AM or 10 PM. But it doesn’t matter for modular arithmetic.)

If you think of the hour hand as starting at 10 and then moving forward
5 hours, it will land on 3. So double-checking our math by moving the
hour hand clockwise shows us that we are correct.

10 O’Clock + 200 Hours = 6 O’Clock

If the current time is 10 o’clock, what time will it be in 200 hours? 200
+ 10 = 210, and 210 is larger than 12. So we subtract 210 — 12 = 198.
But 198 is still larger than 12, so we subtract 12 again. 198 — 12 = 186.
If we keep subtracting 12 until the difference is less than 12, we end up

with 6. If the current time is 10 o’clock, the time 200 hours later will be
6 o’clock.

If we wanted to double check our 10 o’clock + 200 hours math, we
would keep moving the hour hand around and around the clock face.
When we’ve moved the hour hand the 200™ time, it will end up landing
on 6.
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The % Mod Operator

This sort of “wrap-around” arithmetic is called modular arithmetic. We say “fifteen mod
twelve” is equal to 3. (Just like how “15 o’clock” mod twelve would be “3 o’clock.) In Python,
the mod operator is the % percent sign. Try typing the following into the interactive shell:

>>> 15 % 12
3
>>> 210 % 12
6
>>> 10 % 10
0
>>> 20 % 10
0

>>>

“Mod” is “Division Remainder”(Sort Of)

You can think of the mod operator as a “division remainder” operator. 21 + 5 = 4 remainder 1.
And 21 % 5 = 1. This works pretty well for positive numbers, but not for negative numbers. -21 +
5 = -4 remainder -1. But the result of a mod operation will never be negative. Instead, think of
that -1 remainder as being the same as 5 — 1, which comes to 4. This is exactly what -21 % 5
evaluates to:

>> -21 % 5
4
>>>

But for the purposes of cryptography in this book, we’ll only be modding positive numbers.

Practice Exercises, Chapter 14, Set A

GCD: Greatest Common Divisor (aka Greatest Common Factor)

Factors are the numbers that can be multiplied to produce a particular number. Look at this
simple multiplication:

4x6=24

In the above math problem, we say 4 and 6 are factors of 24. (Another name for factor is
divisor.) The number 24 also has some other factors:
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8x3=24
12x2=24
24x1=24

From the above three math problems, we can see that 8 and 3 are also factors of 24, as are 12 and
2,and 24 and 1. So we can say the factors of 24 are: 1, 2, 3, 4, 6, 8, 12, and 24.

Let’s look at the factors of 30:
1x30=30
2x15=30
3x10=30
5x6=30

So the factors of 30 are 1, 2, 3, 5, 6, 10, 15, and 30. (Notice that any number will always have 1
and itself as factors.) If you look at the list of factors for 24 and 30, you can see that the factors
that they have in common are 1, 2, 3, and 6. The greatest number of these is 6, so we call 6 the

greatest common factor (or, more commonly, the greatest common divisor) of 24 and 30.

Visualize Factors and GCD with Cuisenaire Rods

[l

Figure 14-2. Each Cuisenaire rod has a different color for each integer length.
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Above are some rectangular blocks with a width of 1 unit, 2 units, 3 units, and so on. The block’s
length can be used to represent a number. You can count the number of squares in each block to
determine the length and number. These blocks (sometimes called Cuisenaire rods) can be used to
visualize math operations, like 3+2=50r5 x 3 =15:

14111

d 0K

19111
coem [P
2] il A
1

3+2=5 5x3=15

Figure 14-3. Using Cuisenaire rods to demonstrate addition and multiplication.

If we represent the number 30 as a block that is 30 units long, a number is a factor of 30 if the
number’s blocks can evenly fit with the 30-block. You can see that 3 and 10 are factors of 30:

W —r—— AL et s TV VT y—r e ——

10 and 3 are factors of 30, since they evenly fit into 30.

Figure 14-4. Cuisenaire rods demonstrating factors.

But 4 and 7 are not factors of 30, because the 4-blocks and 7-blocks won’t evenly fit into the 30-
block:

: Too much!

O ———_+ ]

4 and 7 are not factors of 30,
since they can’t evenly fit into 30.

Figure 14-5. Cuisenaire rods demonstrating numbers that are not factors of 30.

The Greatest Common Divisor of two blocks (that is, two numbers represented by those blocks)
is the longest block that can evenly fit both blocks.
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The greatest common divisor of 32 and
24 is 8, since 8 is the longest block that
can evenly fit into both 32 and 24.

Figure 14-6. Cuisenaire rods demonstrating Greatest Common Divisor.

Multiple Assignment

Our GCD function will use Python’s multiple assignment trick. The multiple assignment trick lets
you assign more than one variable with a single assignment statement. Try typing the following
into the interactive shell:

>>> spam, eggs = 42, 'Hello'
>>> spam

42

>>> eggs
'Hello'

>> a, b, c, d
>>> a

'Alice’

>>> b

'Bob’

>>> C

'Carol’

>>> d

'David’

>>>

['Alice', 'Bob', 'Carol', 'David']

The variable names on the left side of the = operator and the values on the right side of the =
operator are separated by a comma. You can also assign each of the values in a list to its own
variable, if the number of items in the list is the same as the number of variables on the left side
of the = operator.
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Be sure to have the same number of variables as you have values, otherwise Python will raise an
error that says the call needs more or has too many values:

>>a, b, c =1, 2
Traceback (most recent call last):
File "<pyshell1#8>", 1ine 1, in <module>
a, b, c=1, 2
ValueError: need more than 2 values to unpack

>>a, b, c=1, 2, 3, 4, 5, 6
Traceback (most recent call last):
File "<pyshel1#9>", 1ine 1, in <module>
a, b, c=1, 2, 3, 4, 5, 6
ValueError: too many values to unpack
>>>

Swapping Values with the Multiple Assignment Trick

One of the main uses of the multiple assignment trick is to swap the values in two variables. Try
typing the following into the interactive shell:

>>> spam = 'hello’

>>> eggs = 'goodbye'

>>> spam, eggs = eggs, spam
>>> spam

'goodbye’

>>> eggs

'hello'

We will use this swapping trick in our implementation of Euclid’s algorithm.

Euclid’s Algorithm for Finding the GCD of Two Numbers

Figuring out the GCD of two numbers will be important for doing the multiplicative and affine
ciphers. It seems simple enough: just look at the numbers and write down any factors you can
think of, then compare the lists and find the largest number that is in both of them.

But to program a computer to do it, we’ll need to be more precise. We need an algorithm (that is,
a specific series of steps we execute) to find the GCD of two numbers.

A mathematician who lived 2,000 years ago named Euclid came up with an algorithm for finding
the greatest common divisor of two numbers. Here’s a statue of Euclid at Oxford University:
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Figure 14-7. Euclid may or may not have looked like this.

Of course since no likeness or description of Euclid exists in any historical document, no one
knows what he actually looked like at all. (Artists and sculptors just make it up.) This statue could
also be called, “Statue of Some Guy with a Beard”.

Euclid’s GCD algorithm is short. Here’s a function that implements his algorithm as Python code,
which returns the GCD of integers a and b:

def gcd(a, b):

while a !'= 0:
a, b=b%a, a
return b

If you call this function from the interactive shell and pass it 24 and 30 for the a and b
parameters, the function will return 6. You could have done this yourself with pencil and paper.
But since you’ve programmed a computer to do this, it can easily handle very large numbers:

>>> gcd(24, 30)

6

>>> gcd (409119243, 87780243)
6837

>>>

How Euclid’s algorithm works is beyond the scope of this book, but you can rely on this function
to return the GCD of the two integers you pass it.
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“Relatively Prime”

Relatively prime numbers are used for the multiplicative and affine ciphers. We say that two
numbers are relatively prime if their greatest common divisor is 1. That is, the numbers a and b
are relatively prime to each other if gcd (a, b) ==

Practice Exercises, Chapter 14, Set C

The Multiplicative Cipher

In the Caesar cipher, encrypting and decrypting symbols involved converting them to numbers,
adding or subtracting the key, and then converting the new number back to a symbol.

What if instead of adding the key to do the encryption, we use multiplication? There would be a
“wrap-around” issue, but the mod operator would solve that. For example, let’s use the symbol
set of just uppercase letters and the key 7. Here’s a list of the letters and their numbers:

4

0 1 2 3 5 6 7 8 9 10 11 12
A B C D E F G H I

K L M

13 14 15 16 17 18 19 20 21 22 23 24 25
N O P Q R S T UV W X Y Z

To find what the symbol F encrypts to with key 7, multiply its number (5) by 7 and mod by 26 (to
handle the “wrap-around” with our 26-symbol set). Then use that number’s symbol. (5 x 7) mod
26 = 9, and 9 is the number for the symbol J. So F encrypts to J in the multiplicative cipher with
key 7. Do the same with all of the letters:
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Table 14-1. Encrypting each letter with the multiplicative cipher with key 7.

Plaintext Number Encryption with Ciphertext
Symbol Key 7 Symbol
A 0 0*7)%26 =0 A
B 1 1*7)%26 =7 H
C 2 2*7)%26 = 14 O
D 3 3*7) %26 =21 Vv
E 4 4*7)%26 =2 C
F 5 5*7)%26 =9 J
G 6 6*7)%26 = 16 Q
H 7 (7*7)%26 = 23 X
I 8 8*7)%26 =4 E
J 9 9O*7) %26 = 11 L
K 10 (10*7)% 26 = 18 S
L 11 (11*7)% 26 = 25 Y
M 12 (12*7)%26 = 6 G
N 13 (13*7)% 26 = 13 N
O 14 (14*7)% 26 = 20 U
P 15 (15*7)%26 =1 B
Q 16 (16*7)%26 = 8 I
R 17 (17*7)% 26 = 15 P
S 18 (18*7)% 26 = 22 w
T 19 (19*7)%26 = 3 D
U 20 (20*7)% 26 = 10 K
\% 21 (21*7)% 26 = 17 R
w 22 (22*7)% 26 = 24 Y
X 23 (23*7)% 26 =5 F
Y 24 (24*7)% 26 = 12 M
VA 25 (25*7)% 26 = 19 T

You will end up with this mapping for the key 7: to encrypt you replace the top letter with the

letter under it, and vice versa to decrypt:
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It wouldn’t take long for an attacker to brute-force through the first 7 keys. But the good thing
about the multiplicative cipher is that it can work with very large keys, like 8,953,851 (which has
the letters of the alphabet map to the letters AXUROLIFCZWTQNKHEBYVSPMJGD). It would

take quite some time for a computer to brute-force through nearly nine million keys.
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Practice Exercises, Chapter 14, Set D

Multiplicative Cipher + Caesar Cipher = The Affine Cipher

One downside to the multiplicative cipher is that the letter A always maps to the letter A. This is
because A’s number is 0, and 0 multiplied by anything will always be 0. We can fix this by
adding a second key that performs a Caesar cipher encryption after the multiplicative cipher’s
multiplication and modding is done.

This is called the affine cipher. The affine cipher has two keys. “Key A” is the integer that the
letter’s number is multiplied by. After modding this number by 26, “Key B” is the integer that is
added to the number. This sum is also modded by 26, just like in the original Caesar cipher.

This means that the affine cipher has 26 times as many possible keys as the multiplicative cipher.
It also ensures that the letter A does not always encrypt to the letter A.

Encryption Multiply Add Mod by
Process: Plaintext » by Key A Key B » symbol Ciphertext
set size
Decryption Mod by Multiply Subtract
Process: Plaintext symbol by mod Key B « Ciphertext
set size inverse
of Key A

Figure 14-8. The encryption and decryption are mirrors of each other.

The First Affine Key Problem

There are two problems with the multiplicative cipher’s key and affine cipher’s Key A. You
cannot just use any number for Key A. For example, if you chose the key 8, here is the mapping
you would end up with:

ABCDEFGHIJKLMNOPQRSTUVWXYZ
R T
Al QYGOWEMUCKSAI QYGOWEMUCKS

This mapping doesn’t work at all! Both the letters C and P encrypt to Q. When we encounter a Q
in the ciphertext, how do we know which it decrypts to?! The same problem exists for encrypting
Aand N, F and S, and many others.
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So some keys will work in the affine cipher while others will not. The secret to determining
which key numbers will work is this:

In the affine cipher, the Key A number and the size of the symbol set must be relatively
prime to each other. That is, gcd(key, size of symbol set) == 1.

We can use the gcd () function we wrote earlier to test this. The key 7 works as an affine cipher
key because gcd (7, 26) returns 1. The larger key 8,953,851 will also work because

gcd (8953851, 26) alsoreturns 1. However, the key 8 did not work because gcd (8, 26)
is 2. If the GCD of the key and the symbol set size is not 1, then they are not relatively prime and
the key won’t work.

The math we learned earlier sure is coming in handy now. We need to know how mod works
because it is part of the GCD and affine cipher algorithms. And we need to know how GCD
works because that will tell us if a pair of numbers is relatively prime. And we need to know if a
pair of numbers is relatively prime or not in order to choose valid keys for the affine cipher.

The second problem with affine cipher’s key is discussed in the next chapter.

Decrypting with the Affine Cipher

In the Caesar cipher, we used addition to encrypt and subtraction to decrypt. In the affine cipher,
we use multiplication to encrypt. You might think that we need to divide to decrypt with the
affine cipher. But if you try this yourself, you’ll quickly see that it doesn’t work. To decrypt with
the affine cipher, we need to multiply by the key’s modular inverse.

A modular inverse (which we will call 1) of two numbers (which we will call a and m) is such
that (a * i) % m == 1.Forexample, let’s find the modular inverse of “5 mod 7”. There is
some number i where (5 * i) % 7 will equal “1”. We will have to brute-force this
calculation:

e 1 isn’t the modular inverse of 5 mod 7, because (5 * 1) % 7 = 5.
e 2 isn’t the modular inverse of 5 mod 7, because (5 *2) % 7 = 3.
e 3isthe modular inverse of 5 mod 7, because (5*3) % 7 = 1.

The encryption key and decryption keys for the affine cipher are two different numbers. The
encryption key can be anything we choose as long as it is relatively prime to 26 (which is the size
of our symbol set). If we have chosen the key 7 for encrypting with the affine cipher, the
decryption key will be the modular inverse of 7 mod 26:

e 1isnotthe modular inverse of 7 mod 26, because (7 * 1) % 26 = 7.
e 2is not the modular inverse of 7 mod 26, because (7 * 2) % 26 = 14.
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e 3is not the modular inverse of 7 mod 26, because (7 * 3) % 26 = 21.

e 4 isnot the modular inverse of 7 mod 26, because (7 * 4) % 26 = 2.

e 5isnot the modular inverse of 7 mod 26, because (7 * 5) % 26 = 9.

e 6 is not the modular inverse of 7 mod 26, because (7 * 6) % 26 = 16.

e 7 isnot the modular inverse of 7 mod 26, because (7 * 7) % 26 = 23.

e 8 is not the modular inverse of 7 mod 26, because (7 * 8) % 26 = 4.

e 9is not the modular inverse of 7 mod 26, because (7 * 9) % 26 = 11.

o 10 is not the modular inverse of 7 mod 26, because (7 * 10) % 26 = 18.
e 11 isnot the modular inverse of 7 mod 26, because (7 * 11) % 26 = 25.
e 12 isnot the modular inverse of 7 mod 26, because (7 * 12) % 26 = 6.
e 13 s not the modular inverse of 7 mod 26, because (7 * 13) % 26 = 13.
e 14 is not the modular inverse of 7 mod 26, because (7 * 14) % 26 = 20.
e 15 s the modular inverse of 7 mod 26, because (7 * 15) % 26 = 1.

So the affine cipher decryption key is 15. To decrypt a ciphertext letter, we take that letter’s
number and multiply it by 15, and then mod 26. This will be the number of the original
plaintext’s letter.

Finding Modular Inverses

In order to calculate the modular inverse to get the decryption key, we could take a brute-force
approach and start testing the integer 1, and then 2, and then 3, and so on like we did above. But
this will be very time-consuming for large keys like 8,953,851.

There is an algorithm for finding the modular inverse just like there was for finding the Greatest
Common Divisor. Euclid’s Extended Algorithm can be used to find the modular inverse of a
number:

def findModInverse(a, m):
if gcd(a, m) !'= 1:
return None # no mod inverse exists if a & m aren't relatively prime
ul, u2, u3 =1, 0, a
vli, v2, v3 =0, 1, m
while v3 != 0:
qg=u3 // v3 # // is the integer division operator
vl, v2, v3, ul, u2, u3 = (ul - g * vl), (U2 - g * v2), (U3 - g * v3),
vl, v2, v3
return ul % m

You don’t have to understand how Euclid’s Extended Algorithm works in order to make use of it.
We’re just going to have our programs call this function. If you’d like to learn more about how it
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The // Integer Division Operator

You may have noticed the // operator used in the findModInverse () function above. This
is the integer division operator. It divides two numbers and rounds down. Try typing the
following into the interactive shell:

>> 41 // 7

5

>> 41 / 7
5.857142857142857
>> 10 // 5

2

>> 10 / 5

2.0

>>>

Notice that an expression with the // integer division operator always evaluates to an int, not a
float.

Source Code of the cryptomath Module

The gcd () and findModInverse () functions will be used by more than one of our cipher
programs later in this book, so we should put this code into a separate module. In the file editor,
type in the following code and save it as cryptomath.py:

Source code for cryptomath.py

1. # Cryptomath Module

2. # http://inventwithpython.com/hacking (BSD Licensed)

3.

4. def gcd(a, b):

5. # Return the GCD of a and b using Euclid's Algorithm
6. while a !'= 0:

7. a, b=b%a, a

8. return b

9.
10.
11. def findModInverse(a, m):
12. # Returns the modular inverse of a % m, which is
13. # the number x such that a*x %$ m = 1
14.
15. if gcd(a, m) != 1:
16. return None # no mod inverse if a & m aren't relatively prime
17.
18. # Calculate using the Extended Euclidean Algorithm:
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19. ul, u2, u3 =1, 0, a

20. vl, v2, v3 =0, 1, m

21. while v3 != 0:

22. q=u3 // v3 # // is the integer division operator

23. vl, v2, v3, ul, u2, u3 = (ul - g *vl), (U2 -q *v2), (U3 -qg*
v3), vl, v2, v3

24. return ul % m

The GCD algorithm is described earlier in this chapter. The findModInverse () function
implements an algorithm called Euclid’s Extended Algorithm. How these functions work is
beyond the scope of this book, but you don’t have to know how the code works in order to make
use of it.

From the interactive shell, you can try out these functions after importing the module. Try typing
the following into the interactive shell:

>>> import cryptomath

>>> cryptomath.gcd(24, 32)

8

>>> cryptomath.gcd(37, 41)

1

>>> cryptomath.findModInverse(7, 26)

15

>>> cryptomath.findModInverse(8953851, 26)
17

>>>

Practice Exercises, Chapter 14, Set E

Summary

Since the multiplicative cipher is the same thing as the affine cipher except using Key B of 0, we
won’t have a separate program for the multiplicative cipher. And since it is just a less secure
version of the affine cipher, you shouldn’t use it anyway. The source code to our affine cipher
program will be presented in the next chapter.

The math presented in this chapter isn’t so hard to understand. Modding with the % operator finds
the “remainder” between two numbers. The Greatest Common Divisor function returns the
largest number that can divide two numbers. If the GCD of two numbers is 1, we say that those
numbers are “relatively prime” to each other. The most useful algorithm to find the GCD of two
numbers is Euclid’s Algorithm.
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The affine cipher is sort of like the Caesar cipher, except it uses multiplication instead of addition
to encrypt letters. Not all numbers will work as keys though. The key number and the size of the
symbol set must be relatively prime towards each other.

To decrypt with the affine cipher we also use multiplication. To decrypt, the modular inverse of
the key is the number that is multiplied. The modular inverse of “a mod m” is a number i such
that (a * 1) % m == 1. To write a function that finds the modular inverse of a number, we
use Euclid’s Extended Algorithm.

Once we understand these math concepts, we can write a program for the affine cipher in the next
chapter.
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CHarTER 15

THE AFFINE CIPHER

Topics Covered In This Chapter:

e The Affine Cipher

e Generating random keys

¢ How many different keys can the affine cipher have?

“I should be able to whisper something in your ear,
even if your ear is 1000 miles away, and the
government disagrees with that.”

Philip Zimmermann, creator of Pretty Good Privacy (PGP), the
most widely used email encryption software in the world.

This chapter’s programs implement the multiplicative and affine ciphers. The multiplicative
cipher is like the Caesar cipher from Chapter 6, except it uses multiplication instead of addition.
The affine cipher is the multiplicative cipher, which is then encrypted by the Caesar cipher on top
of that. The affine cipher needs two keys: one for the multiplicative cipher multiplication and the
other for the Caesar cipher addition.

For the affine cipher program, we will use a single integer for the key. We will use some simple
math to split this key into the two keys, which we will call Key A and Key B.
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Source Code of the Affine Cipher Program

How the affine cipher works was covered in the last chapter. Here is the source code for a Python
program that implements the affine cipher. Open a new file editor window by clicking on File »
New Window. Type in the following code into the file editor, and then save it as affineCipher.py.
Press F5 to run the program. Note that first you will need to download the pyperclip.py module
and place this file in the same directory as the affineCipher.py file. You can download this file

Source code for affineCipher.py

1. # Affine Cipher

2. # http://inventwithpython.com/hacking (BSD Licensed)

3.

4. import sys, pyperclip, cryptomath, random

5. SYMBOLS = """ 1"#$%&"' O *+,-./0123456789: ; <=>?@ABCDEFGHIJKLMNOPQRSTUVWXYZ[\]
A_"abcdefghijklmnopqrstuvwxyz{|}~""" # note the space at the front

6.

7.

8. def main(Q):

9. myMessage = """"A computer would deserve to be called intelligent if it
could deceive a human into believing that it was human." -Alan Turing"""
10. myKey = 2023
11. myMode = 'encrypt' # set to 'encrypt' or 'decrypt'

12.

13. if myMode == 'encrypt':

14. translated = encryptMessage(myKey, myMessage)
15. elif myMode == 'decrypt':

16. translated = decryptMessage(myKey, myMessage)
17. print('Key: %s' % (myKey))

18. print('%sed text:' % (myMode.title()))

19. print(translated)

20. pyperclip.copy(translated)

21. print('Full %sed text copied to clipboard.' % (myMode))
22.

23.

24. def getKeyParts(key):

25. keyA = key // 1en(SYMBOLS)

26. keyB = key % 1en(SYMBOLS)

27. return (keyA, keyB)

28.

29.

30. def checkKeys(keyA, keyB, mode):

31. if keyA == 1 and mode == 'encrypt':

32. sys.exit('The affine cipher becomes incredibly weak when key A is

set to 1. Choose a different key.')
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33. if keyB == 0 and mode == 'encrypt':

34. sys.exit('The affine cipher becomes incredibly weak when key B is
set to 0. Choose a different key.')

35. if keyA < 0 or keyB < 0 or keyB > 1en(SYMBOLS) - 1:

36. sys.exit('Key A must be greater than 0 and Key B must be between 0
and %s.' % (1en(SYMBOLS) - 1))

37. if cryptomath.gcd(keyA, 1en(SYMBOLS)) != 1:

38. sys.exit('Key A (%s) and the symbol set size (%s) are not

relatively prime. Choose a different key.' % (keyA, 1en(SYMBOLS)))
39.

40.

41. def encryptMessage(key, message):

42. keyA, keyB = getKeyParts(key)

43. checkKeys(keyA, keyB, 'encrypt')

44, ciphertext = "'

45. for symbol in message:

46. if symbol in SYMBOLS:

47. # encrypt this symbol

48. symIndex = SYMBOLS.find(symboTl)

49, ciphertext += SYMBOLS[(symIndex * keyA + keyB) % 1en(SYMBOLS)]
50. else:

51. ciphertext += symbol # just append this symbol unencrypted
52. return ciphertext

53.

54.

55. def decryptMessage(key, message):

56. keyA, keyB = getKeyParts(key)

57. checkKeys(keyA, keyB, 'decrypt')

58. plaintext = "'

59. modInverseOfKeyA = cryptomath.findModInverse(keyA, 1en(SYMBOLS))
60.

61. for symbol in message:

62. if symbol in SYMBOLS:

63. # decrypt this symbol

64. symIndex = SYMBOLS.find(symboT)

65. plaintext += SYMBOLS[(symIndex - keyB) * modInverseOfKeyA %
Ten(SYMBOLS) ]

66. else:

67. plaintext += symbol # just append this symbol undecrypted
68. return plaintext

69.

70.

71. def getRandomKey():

72. while True:

73. keyA = random.randint(2, 1en(SYMBOLS))

74. keyB = random.randint(2, 1en(SYMBOLS))
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75. if cryptomath.gcd(keyA, 1en(SYMBOLS)) == 1:
76. return keyA * Ten(SYMBOLS) + keyB

77.

78.

79. # If affineCipher.py is run (instead of imported as a module) call
80. # the main() function.

81. if _name_ == '_main__":

82. main()

Sample Run of the Affine Cipher Program

When you press F5 from the file editor to run this program, the output will look like this:

Key: 2023

Encrypted text:

X<*h>} (rTH<Rh () ?<?T]TH=T<rh<tT<*_))T?<ISrT) ) I~TSr<Ii<Ir<*h () ?<?T*TI=T<_<4(>_S<
ISrh<tT)IT=IS~<r4_r<Ir<R_]<4(>_SEf<0X)_S<

k(HIS~

Full encrypted text copied to clipboard.

The message “"'A computer would deserve to be called intelligent if it could deceive a human into
believing that it was human." -Alan Turing” gets encrypted with the key 2023 into the above
ciphertext.

To decrypt, paste this text as the new value to be stored in myMessage and change myMode to
the string 'decrypt'.

Practice Exercises, Chapter 15, Set A

How the Program Works

affineCipher.py
. # Affine Cipher
# http://inventwithpython.com/hacking (BSD Licensed)

. import sys, pyperclip, cryptomath, random
. SYMBOLS = """ 1"#$%&' O *+,-./0123456789: ; <=>?@ABCDEFGHIJKLMNOPQRSTUVWXYZ[\]
A_"abcdefghijkImnopgrstuvwxyz{|}~""" # note the space at the front

vuTh WN R

Lines 1 and 2 are the usual comments describing what the program is. There is also an import
statement for the modules used in this program.
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e The sys module is imported for the exit () function.

e The pyperclip module is imported for the copy () clipboard function.

e The cryptomath module that we created in the last chapter is imported for the gcd ()
and findModInverse () function.

In our program, the string stored in the SYMBOLS variable is the symbol set. The symbol set is
the list of all characters that can be encrypted. Any characters in the message to be encrypted that
don’t appear in SYMBOLS will be added to the ciphertext unencrypted.

affineCipher.py
8. def main(Q):

9. myMessage = """"A computer would deserve to be called intelligent if it
could deceive a human into believing that it was human." -Alan Turing"""

10. myKey = 2023

11. myMode = 'encrypt' # set to 'encrypt' or 'decrypt'

Themain () function is almost exactly the same as the one from the transposition cipher
programs. The message, key, and mode are stored in variables on lines 9, 10, and 11.

affineCipher.py

13. if myMode == 'encrypt':

14. translated = encryptMessage(myKey, myMessage)
15. elif myMode == 'decrypt':

16. translated = decryptMessage(myKey, myMessage)

If myMode is setto 'encrypt', then line 14 will be executed and the return value of
encryptMessage () isstored in translated. Orelse, if myMode is setto 'decrypt’',
then decryptMessage () is called on line 16 and the return value is stored in translated.

Either way, after the execution has passed line 16, the t ranslated variable will have the
encrypted or decrypted version of the message in myMessage.

affineCipher.py

17. print('Key: %s' % (myKey))

18. print('%sed text:' % (myMode.title()))

19. print(translated)

20. pyperclip.copy(translated)

21. print('Full %sed text copied to clipboard.' % (myMode))

The string in translated (which is the encrypted or decrypted version of the string in
myMessage) is displayed on the screen on line 19 and copied to the clipboard on line 20.
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Splitting One Key into Two Keys

affineCipher.py
24. def getKeyParts(key):

25. keyA = key // 1en(SYMBOLS)
26. keyB = key % 1en(SYMBOLS)
27. return (keyA, keyB)

The affine cipher is like the Caesar cipher, except that it uses multiplication and addition (with
two integer keys, which we called Key A and Key B) instead of just addition (with one key). It’s
easier to remember just one number, so we will use a mathematical trick to convert between two
keys and one key.

The getKeyParts () function splits a single integer key into two integers for Key A and Key
B. The single key (which is in the parameter key) is divided by the size of the symbol set, and
Key A is the quotient and Key B is the remainder. The quotient part (without any remainder) can
be calculated using the // integer division operator, which is what line 25 does. The remainder
part (without the quotient) can be calculated using the % mod operator, which is what line 26
does.

It is assumed that the symbol set, as well as the size of the symbol set, is publicly known along
with the rest of the source code.

For example, with 2023 as the key parameter and a SYMBOLS string of 95 characters, Key A
would be 2023 // 95o0r 21 and Key B would be 2023 % 95 or 28.

To combine Key A and Key B back into the single key, multiply Key A by the size of the symbol
setand add Key B: (21 * 95) + 28 evaluatesto 2023.

The Tuple Data Type

affineCipher.py
27. return (keyA, keyB)

A tuple value is similar to a list: it is a value that can store other values, which can be accessed
with indexes or slices. However, the values in a tuple cannot be modified. There is no
append () method for tuple values. A tuple is written using parentheses instead of square
brackets. The value returned on line 27 is a tuple.

For technical reasons beyond the scope of this book, the Python interpreter can execute code
faster if it uses tuples compared to code that uses lists.
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Input Validation on the Keys

affineCipher.py
30. def checkKeys(keyA, keyB, mode):

31. if keyA == 1 and mode == 'encrypt':

32. sys.exit('The affine cipher becomes incredibly weak when key A is
set to 1. Choose a different key.')

33. if keyB == 0 and mode == 'encrypt':

34. sys.exit('The affine cipher becomes incredibly weak when key B is

set to 0. Choose a different key.')

Encrypting with the affine cipher involves a character’s index in SYMBOLS being multiplied by
Key A and added to Key B. But if keyA is 1, the encrypted text will be very weak because
multiplying the index by 1 does not change it. Similarly, if keyB is 0, the encrypted text will be
weak because adding the index to 0 does not change it. And if both keya was 1 and keyB was
0, the “encrypted” message would be the exact same as the original message. It wouldn’t be
encrypted at all!

The if statements on line 31 and 33 check for these “weak key” conditions, and exit the program
with a message telling the user what was wrong. Notice on lines 32 and 34, a string is being
passed to the sys.exit () call. The sys.exit () function has an optional parameter of a
string that will be printed to the screen before terminating the program. This can be used to
display an error message on the screen before the program quits.

Of course, these checks only apply to prevent you from encrypting with weak keys. If mode is set
to 'decrypt', then the checks on lines 31 and 33 don’t apply.

affineCipher.py
35. if keyA < 0 or keyB < 0 or keyB > 1en(SYMBOLS) - 1:
36. sys.exit('Key A must be greater than 0 and Key B must be between 0
and %s.' % (1en(SYMBOLS) - 1))

The condition on line 35 checks if keyA is a negative number (that is, it is less than 0) or if
keyB is greater than 0 or less than the size of the symbol set minus one. (The reason the Key B
check has this range is described later in the “How Many Keys Does the Affine Cipher Have?”
section.) If any of these things are True, the keys are invalid and the program exits.

affineCipher.py
37. if cryptomath.gcd(keyA, 1en(SYMBOLS)) != 1:
38. sys.exit('Key A (%s) and the symbol set size (%s) are not
relatively prime. Choose a different key.' % (keyA, 1en(SYMBOLS)))
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Finally, Key A must be relatively prime with the symbol set size. This means that the greatest
common divisor of keyA and 1en (SYMBOLS) must be equal to 1. Line 37’s i f statement
checks for this and exits the program if they are not relatively prime.

If all of the conditions in the checkKeys () function were False, there is nothing wrong with
the key and the program will not exit. Line 38 is the last line in the function, so the program
execution next returns to the line that originally called checkKeys ().

The Affine Cipher Encryption Function

affineCipher.py
41. def encryptMessage(key, message):
42. keyA, keyB = getKeyParts(key)
43, checkKeys (keyA, keyB, 'encrypt')

First we get the integer values for Key A and Key B from the getKeyParts () function. These
values are checked if they are valid keys or not by passing them to the checkKeys () function.
If the checkKeys () function does not cause the program to exit, then the rest of the code in the
encryptMessage () function after line 43 can assume that the keys are valid.

affineCipher.py

44 . ciphertext =
45. for symbol in message:

The ciphertext variable will eventually hold the encrypted string, but starts off as a blank
string. The for loop that begins on line 45 will iterate through each of the characters in
message, and then add the encrypted character to ciphertext. By the time the for loop is
done looping, the ciphertext variable will have the complete string of the encrypted message.

affineCipher.py

46. if symbol in SYMBOLS:

47 . # encrypt this symbol

48. symIndex = SYMBOLS.find(symboT)

49. ciphertext += SYMBOLS[(symIndex * keyA + keyB) % 1en(SYMBOLS)]
50. else:

51. ciphertext += symbol # just append this symbol unencrypted

On each iteration of the loop, the symbo1l variable is assigned the single character from
message. If this character exists in SYMBOLS (that is, our symbol set), then the index in
SYMBOLS is found and assigned to symIndex. The value in symIndex is the “number”
version of the character.
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To encrypt it, we need to calculate the index of the encrypted letter. We multiply this symIndex
by keyA and add keyB, and mod the number by the size of the symbol set (that is, the
expression len (SYMBOLS) ). We mod by 1en (SYMBOLS) because the affine cipher has a
similar “wrap-around” issue that the Caesar cipher had. Modding by 1en (SYMBOLS) handles
the “wrap-around” by ensuring the calculated index is always between 0 up to (but not including)
len (SYMBOLS) . The number that we calculate will be the index in SYMBOLS of the encrypted
character, which is concatenated to the end of the string in ciphertext.

Everything that happens in the above paragraph was done on line 49.

If symbol was not in our symbol set, then symbo1l is concatenated to the end of the
ciphertext string on line 51.

affineCipher.py
52. return ciphertext

Once we have iterated through each character in the message string, the ciphertext variable
should contain the full encrypted string. This string is returned from encryptMessage ().

The Affine Cipher Decryption Function

affineCipher.py
55. def decryptMessage(key, message):

56. keyA, keyB = getKeyParts(key)

57. checkKeys(keyA, keyB, 'decrypt')

58. plaintext = "'

59. modInverseOfKeyA = cryptomath.findModInverse(keyA, Ten(SYMBOLS))

The decryptMessage () function is almost the same as the encryptMessage (). Lines 56
to 58 are equivalent to lines 44 to 46.

However, instead of multiplying by Key A, the decryption process needs to multiply by the
modular inverse of Key A. The mod inverse can be calculated by calling
cryptomath.findModInverse (). This function was explained in the previous chapter.

affineCipher.py

61. for symbol in message:

62. if symbol in SYMBOLS:

63. # decrypt this symbol

64. symIndex = SYMBOLS.find(symbol)

65. plaintext += SYMBOLS[(symIndex - keyB) * modInverseOfKeyA %

Ten(SYMBOLS) ]
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66. else:
67. plaintext += symbol # just append this symbol undecrypted
68. return plaintext

Lines 61 to 68 are almost identical to the encryptMessage () function’s lines 45 to 52. The
only difference is on line 65. In the encryptMessage () function, the symbol index was
multiplied by Key A and then had Key B added to it. In decryptMessage () ’s line 65, the
symbol index first has Key B subtracted from it, and then is multiplied by the modular inverse.
Then this number is modded by the size of the symbol set, 1en (SYMBOLS) . This is how the
decryption process undoes the encryption.

Generating Random Keys

It can be difficult to come up with a valid key for the affine cipher, so we will create a
getRandomKey () function that generates a random (but valid) key for the user to use. To use
this, the user simply has to change line 10 to store the return value of getRandomKey () in the
myKey variable:

affineCipher.py
10. myKey = getRandomKey()

Now the key that is used to encrypt is randomly selected for us. It will be printed to the screen
when line 17 is executed.

affineCipher.py
71. def getRandomKey():

72. while True:
73. keyA = random.randint(2, 1en(SYMBOLS))
74. keyB = random.randint(2, 1en(SYMBOLS))

The code in getRandomKey () enters a while loop on line 72 where the condition is True.
This is called an infinite loop, because the loop’s condition is never False. If your program
gets stuck in an infinite loop, you can terminate it by pressing Ctrl-C or Ctrl-D.

The code on lines 73 and 74 determine random numbers between 2 and the size of the symbol set
for keya and for keyB. This way there is no chance that Key A or Key B are equal to the invalid
values 0 or 1.

affineCipher.py
75. if cryptomath.gcd(keyA, 1en(SYMBOLS)) == 1:
76. return keyA * Ten(SYMBOLS) + keyB
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The i £ statement on line 75 checks to make sure that ke yA is relatively prime with the size of
the symbol set by calling the gcd () function in the cryptomath module. If it is, then these
two keys are combined into a single key by multiplying ke yA by the symbol set size and adding
keyB. (This is the opposite of what the getKeyParts () function does.) This value is returned
from the getRandomKey () function.

If the condition on line 75 was False, then the code loops back to the start of the while loop
on line 73 and picks random numbers for keyA and ke yB again. The infinite loop ensures that
the program keeps looping again and again until it finds random numbers that are valid keys.

affineCipher.py
79. # If affineCipher.py is run (instead of imported as a module) call
80. # the main() function.
81. if _name__ == "'_main__":
82. main()

Lines 81 and 82 call the main () function if this program was run by itself, rather than imported
by another program.

The Second Affine Key Problem: How Many Keys Can the Affine

Cipher Have?

Key B of the affine cipher is limited to the size of the symbol set (in the case of affineCipher.py,
len (SYMBOLS) is 95). But it seems like Key A could be as large as we want it to be (as long as
it is relatively prime to the symbol set size). Therefore the affine cipher should have an infinite
number of keys and therefore cannot be brute-forced.

As it turns out, no. Remember how large keys in the Caesar cipher ended up being the same as
smaller keys due to the “wrap-around” effect. With a symbol set size of 26, the key 27 in the
Caesar cipher would produce the same encrypted text as the key 1. The affine cipher also “wraps
around”.

Since the Key B part of the affine cipher is the same as the Caesar cipher, we know it is limited
from 1 to the size of the symbol set. But to find out if the affine cipher’s Key A is also limited, we
can write a small program to encrypt a message with several different integers for Key A and see
what the ciphertext looks like.

Open a new file editor window and type the following source code. Save this file as
affineKeyTest.py, and then press F5 to run it.
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10.
11.

Source code for affineKeyTest.py

. # This program proves that the keyspace of the affine cipher is Timited
. # to Ten(SYMBOLS) A 2.

1
2
3.
4. import affineCipher, cryptomath

5.

6. message = 'Make things as simple as possible, but not simpler.'
7. for keyA 1in range(2, 100):

8
9

key = keyA * len(affineCipher.SYMBOLS) + 1

if cryptomath.gcd(keyA, len(affineCipher.SYMBOLS)) == 1:
print(keyA, affineCipher.encryptMessage(key, message))

This is a fairly simple program. It imports the af fineCipher module for its
encryptMessage () function and the cryptomath module for its gcd () function. We will
always encrypt the string stored in the message variable. The for loop will range between 2
(since 0 and 1 are not allowed as valid Key A integers) and 100.

On each iteration of the loop, we calculate the key from the current key2 value and always use 1
for Key B (this is why 1 is added on line 8). Remember that it is not valid to use a Key A that is
not relatively prime with the symbol set size. So if the greatest common divisor of the key and the
symbol set size is not equal to 1, the i £ statement on line 10 will skip the call to

encryptMessage () on line 11.

Basically, this program will print out the same message encrypted with several different integers
for Key A. The output of this program will look like this:

2 {DXL!jRTAPh!Dh!hT\bZL!Dh!b hhTFZL9!F1j!A"jIhT\bZLf=
3 I&D2!_;>M8\!&\!\>JSG2!&\!SP\\>)G2E!)b_IMP_!\>JSG2YK
4 vgOw!T$(< P!gP!P(8D4w!gP!D@PP(k4wQ!kXT!<@T!P(8D4wLY
6 g+gC!>U[y08!+8!8[s&mC!+8!& 88[1mCi!1D>!y >!8[s&mC2u

92
93
94
96
97
98
99

skipped for brevity...

X{Jo!BfcTiE!{E!'EcCWNZo! {E!NQEEcxZo\!x?B!TQB!EcWNZoHV
&]JIU!70MCQ9!]9!9ME?GU!]9!?A99M[GUN! [57!CA7!9ME?GU;d
S?5;1,8729-17-1-7304;17-101--7>4;t!>+,121,!-7304; .r
Nb1f!luijoht!bt!tjngmf!bt!qpttjcmf-!cvulopu! tjngmfs/
{DXL!jRTAPh!Dh!hT\bZL!Dh!b hhTFZL9!F1j!A"jIhT\bZLf=
I&D2!_;>M8\!&\!\>JISG2!&\ !SP\\>)G2E!)b_IMP_I\>JISG2YK
vgow!T$(< P!gP!P(8D4w!gP!D@PP(k4wQ!kXT!<@T!P(8D4wLY
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Look carefully at the output. You’ll notice that the ciphertext for Key A of 2 is the exact same as
the ciphertext for Key A of 97! In fact, the ciphertext from keys 3 and 98 are the same, as are the
ciphertext from keys 4 and 99!

Notice that 97 - 95 is 2. This is why a Key A of 97 does the same thing as a Key A of 2: the
encrypted output repeats itself (that is, “wraps around”) every 95 keys. The affine cipher has the
same “wrap-around” for the Key A as it does for Key B! It seems like it is limited to the symbol
set size.

95 possible Key A keys multiplied by 95 possible Key B keys means there are 9,025 possible
combinations. If you subtract the integers that can’t be used for Key A (because they are not
relatively prime with 95), this number drops to 7,125 possible keys.

Summary

7,125 is about the same number of keys that’s possible with most transposition cipher messages,
and we’ve already learned how to program a computer to hack that number of keys with brute-
force. This means that we’ll have to toss the affine cipher onto the heap of weak ciphers that are
easily hacked.

The affine cipher isn’t any more secure than the previous ciphers we’ve looked at. The
transposition cipher can have more possible keys, but the number of possible keys is limited to
the size of the message. For a message with only 20 characters, the transposition cipher can only
have at most 18 keys (the keys 2 to 19). The affine cipher can be used to encrypt short messages
with more security than the Caesar cipher provided, since its number of possible keys is based on
the symbol set.

But we did learn some new mathematical concepts that we will use later on. The concepts of
modular arithmetic, greatest common divisor, and modular inverses will help us in the RSA
cipher at the end of this book.

But enough about how the affine cipher is weak in theory. Let’s write a brute-force program that
can actually break affine cipher encrypted messages!
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CHarPTER 16

HACKING THE AFFINE CIPHER

Topics Covered In This Chapter:
e The ** Exponent Operator
e The continue Statement

We know that the affine cipher is limited to only a few thousand keys. This means it is trivial to
perform a brute-force attack against it. Open a new File Editor and type in the following code.
Save the file as affineHacker.py.

Source Code of the Affine Cipher Hacker Program

Open a new file editor window by clicking on File » New Window. Type in the following code
into the file editor, and then save it as affineHacker.py. Press F5 to run the program. Note that
first you will need to download the pyperclip.py module and place this file in the same directory

Source Code for affineHacker.py
. # Affine Cipher Hacker

# http://inventwithpython.com/hacking (BSD Licensed)

. import pyperclip, affineCipher, detectEnglish, cryptomath

SILENT_MODE = False

NO v A WN R
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8. def main(Q):

9. # You might want to copy & paste this text from the source code at
10. # http://invpy.com/affineHacker.py
11. myMessage = """U&'<3dJAGjx'-3AMS'SjOjxuj'G3'%]"'<mMMjS"'g{GjMMg9j{G"'g" 'gG

'<3AMS'Sj<jguj 'm'PAdm{'g{G3'%jMgjug{9'GPmG'gG' -m0' PAdm{LU" 5&Mm{ "' _Axg{9"""
12.

13. hackedMessage = hackAffine(myMessage)

14.

15. if hackedMessage != None:

16. # The plaintext is displayed on the screen. For the convenience of
17. # the user, we copy the text of the code to the clipboard.
18. print('Copying hacked message to clipboard:")

19. printChackedMessage)

20. pyperclip.copy(hackedMessage)

21. else:

22. print('Failed to hack encryption.')

23.

24.

25. def hackAffine(message):

26. print('Hacking...")

27.

28. # Python programs can be stopped at any time by pressing Ctr1-C (on
29. # Windows) or Ctr1-D (on Mac and Linux)

30. print('(Press Ctr1-C or Ctrl-D to quit at any time.)")

31.

32. # brute-force by looping through every possible key

33. for key in range(len(affineCipher.SYMBOLS) ** 2):

34. keyA = affineCipher.getKeyParts(key) [0]

35. if cryptomath.gcd(keyA, len(affineCipher.SYMBOLS)) != 1:

36. continue

37.

38. decryptedText = affineCipher.decryptMessage(key, message)

39. if not SILENT_MODE:

40. print('Tried Key %s... (%s)' % (key, decryptedText[:40]))
41.

42. if detectEnglish.isEnglish(decryptedText):

43. # Check with the user if the decrypted key has been found.
44, print()

45, print('Possible encryption hack:")

46. print('Key: %s' % (key))

47. print('Decrypted message: ' + decryptedText[:200])

48. print(Q

49. print('Enter D for done, or just press Enter to continue
hacking: ")

50. response = input('> ')

51.
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52. if response.strip().upper().startswith('D'):
53. return decryptedText

54. return None

55.

56.

57. # If affineHacker.py is run (instead of imported as a module) call
58. # the main() function.

59. if _name__ == "_main__":

60. main()

Sample Run of the Affine Cipher Hacker Program
When you press F5 from the file editor to run this program, the output will look like this:

Hacking...

(Press Ctr1-C or Ctr1-D to quit at any time.)

Tried Key 95... (U&'<3dJAGjx'-3AMS'SjOjxuj'G3'%]j"'<mMMjS"'g)
Tried Key 96... (T%&;2cI]Fiw&,2]LR&R1/iwti&F2&$i&;TLL1R&T)
Tried Key 97... (5%%:1bH\Ehv%+1\KQ%Qh.hvsh%E1%#h%: kKKhQ%e)

...Skipped for brevity...
Tried Key 2190... (?A=!-+.32#0=5-3*"="#1#04#=2-= #=1~%*#"=")
Tried Key 2191... (" ABNLOTSDQAVNTKCACDRDQUDASNAADAB@KKDCAH)

Tried Key 2192... ("A computer would deserve to be called i)

Possible encryption hack:

Key: 2192
Decrypted message: "A computer would deserve to be called intelligent if it
could deceive a human into believing that it was human." -Alan Turing

Enter D for done, or just press Enter to continue hacking:

> d

Copying hacked message to clipboard:

"A computer would deserve to be called intelligent if it could deceive a human
into believing that it was human." -Alan Turing

How the Program Works

affineHacker.py
. # Affine Cipher Hacker
# http://inventwithpython.com/hacking (BSD Licensed)

. import pyperclip, affineCipher, detectEnglish, cryptomath

v WN R
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6. SILENT_MODE = False

Our affine cipher hacking program fits in 60 lines of code because we’ve already written much of
the code it uses.

When you run the hacker program, you can see that this program produces a lot of output as it
works its way through all the possible decryptions. However, printing out this input does slow
down the program. If you change line 6 to set the SILENT MODE variable to True, the program
will be silenced and not print out all these messages. This will speed up the program immensely.

But showing all that text while your hacking program runs makes it look cool. (And if you want
your programs to look cool by printing out text slowly one character at a time for a “typewriter”

affineHacker.py
8. def main(Q):

9. # You might want to copy & paste this text from the source code at
10. # http://invpy.com/affineHacker.py
11. myMessage = """U&'<3dJAGjx'-3AMS'SjOjxuj'G3'%j"'<mMMjS"'g{GjMMg9j{G"'g" 'gG

'<3AMS'Sj<jguj 'm'PAdm{"'g{G3'%jMgjug{9'GPmG'gG"' -mO0 ' PAdm{LU"' 5&Mm{ ' _Axg{9"""
12.

13. hackedMessage = hackAffine(myMessage)

14.

15. if hackedMessage != None:

16. # The plaintext is displayed on the screen. For the convenience of
17. # the user, we copy the text of the code to the clipboard.

18. print('Copying hacked message to clipboard:")

19. print(hackedMessage)

20. pyperclip.copy(hackedMessage)

21. else:

22. print('Failed to hack encryption.')

The ciphertext to be hacked is stored as a string in myMe s sage, and this string is passed to the
hackAffine () function (described next). The return value from this call is either a string of
the original message (if the ciphertext was hacked) or the None value (if the hacking failed).

The code on lines 15 to 22 will check if hackedMessage was set to None or not. If
hackedMessage is not equal to None, then the message will be printed to the screen on line
19 and copied to the clipboard on line 20. Otherwise, the program will simply print that it was
unable to hack the message.
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The Affine Cipher Hacking Function

affineHacker.py
25. def hackAffine(message):

26. print('Hacking...")

27.

28. # Python programs can be stopped at any time by pressing Ctr1-C (on
29. # Windows) or Ctrl1-D (on Mac and Linux)

30. print('(Press Ctr1-C or Ctr1-D to quit at any time.)"')

The hackAffine () function has the code that does the decryption. This can take a while, so if
the user wants to exit the program early, she can press Ctrl-C (on Windows) or Ctrl-D (on OS X
and Linux).

The ** Exponent Operator

There is another math operator besides the basic +, -, *, /, and // operators. The ** operator is
Python’s exponent operator. This does “to the power of” math on two numbers. For example,
“two to the power of five” would be 2 ** 5 in Python code. This is equivalent to two
multiplied by itself five times: 2 * 2 * 2 * 2 * 2 Boththe expressions2 ** 5and2 *
2 * 2 x 2 *x 2evaluate to the integer 32.

Try typing the following into the interactive shell:

>>> 2 *% 6

64

>>> 4%%)

16

>>> 2%%4

16

>>> 123%*10
792594609605189126649
>>>

affineHacker.py
32. # brute-force by Tooping through every possible key
33. for key in range(len(affineCipher.SYMBOLS) ** 2):
34, keyA = affineCipher.getKeyParts(key) [0]

The range of integers for the keys used to brute-force the ciphertext will range from 0 to the size
of the symbol set to the second power. The expression:

len(affineCipher.SYMBOLS) ** 2
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...I1s the same as:
len (affineCipher.SYMBOLS) * len(affineCipher.SYMBOLS)

We multiply this because there are at most 1en (affineCipher.SYMBOLS) possible integers
forKey Aand len (affineCipher.SYMBOLS) possible integers for Key B. To get the
entire range of possible keys, we multiply these values together.

Line 34 calls the getKeyParts () function that we made in affineCipher.py to get the Key A
part of the key we are testing. Remember that the return value of this function call is a tuple of
two integers (one for Key A and one for Key B). Since hackAffine () only needs Key A, the
[0] after the function call works on the return value to evaluate to just the first integer in the
returned tuple.

Thatis, affineCipher.getKeyParts (key) [0] will evaluate to (for example), the tuple
(42, 22) [0], which will then evaluate to 42. This is how we can get just the Key A part of
the return value. The Key B part (that is, the second value in the returned tuple) is just ignored
because we don’t need Key B to calculate if Key A is valid.

The continue Statement

The continue statement is simply the continue keyword by itself. A continue statement
is found inside the block of a while or for loop. When a continue statement is executed, the
program execution immediately jumps to the start of the loop for the next iteration.

This is exactly the same thing that happens when the program execution reaches the end of the
loop’s block. But a continue statement makes the program execution jump back to the start of
the loop early.

Try typing the following into the interactive shell:

>>> for i in range(3):
print(i)
print('Hello!")

0
Hello!
1
Hello!
2
Hello!
>>>
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This is pretty obvious. The for loop will loop through the range object, and the value in i
becomes each integer between 0 and 4. Also on each iteration, the print ("Hello!")
function call will display “Hello!” on the screen.

Try typing in this code, which adds a continue statement before the print ('Hello!")
line:

>>> for i in range(3):
print(i)
continue
print('Hello!")

N RO -

>>>

Notice that “Hello!” never appears, because the continue statement causes the program
execution to jump back to the start of the for loop for the next iteration. So the execution never
reaches the print ('Hello! ") line.

A continue statement is often put inside an i £ statement’s block so that execution will
continue at the beginning of the loop based on some condition.

affineHacker.py
35. if cryptomath.gcd(keyA, len(affineCipher.SYMBOLS)) != 1:
36. continue

With the Key A integer stored in the variable ke y2, line 35 uses the gcd () function in our
cryptomath module to determine if Key A is not relatively prime with the symbol set size.
Remember, two numbers are relatively prime if their GCD (greatest common divisor) is one.

If Key A and the symbol set size are not relatively prime, then the condition on line 35 is True
and the continue statement on line 36 is executed. This will cause the program execution to
jump back to the start of the loop for the next iteration. This way, the program will skip line 38’s
call to decryptMessage () if the key is invalid, and continue to the next key.

affineHacker.py

38. decryptedText = affineCipher.decryptMessage(key, message)
39. if not SILENT_MODE:
40. print('Tried Key %s... (%s)' % (key, decryptedText[:40]))
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The message is then decrypted with the key by calling decryptMessage (). If
SILENT MODE is False the “Tried Key” message will be printed on the screen. If
SILENT MODE was setto True, the print () call on line 40 will be skipped.

affineHacker.py

42. if detectEnglish.isEnglish(decryptedText):

43. # Check with the user if the decrypted key has been found.
44 print()

45. print('Possible encryption hack:")

46. print('Key: %s' % (key))

47. print('Decrypted message: ' + decryptedText[:200])

48. print(Q

Next, we use the isEnglish () function from our detectEnglish module to check if the
decrypted message is recognized as English. If the wrong decryption key was used, then the
decrypted message will look like random characters and i sEnglish () will return False.

But if the decrypted message is recognized as readable English (by the i sEnglish () function
anyway), then we will display this to the user.

affineHacker.py

49. print('Enter D for done, or just press Enter to continue
hacking: ")

50. response = input('> ')

51.

52. if response.strip().upper().startswith('D"):

53. return decryptedText

The program might not have found the correct key, but rather a key that produces gibberish that
the isEnglish () function mistakenly thinks is English. To prevent false positives, the
decrypted text is printed on the screen for the user to read. If the user decides that this is the
correct decryption, she can type in D and press Enter. Otherwise, she can just press Enter (which
returns a blank string from the input () call) and the hackAffine () function will continue
trying more keys.

affineHacker.py
54. return None

From the indentation of line 54, you can see that this is line is executed after the for loop on line
33 has completed. If this loop has finished, then it has gone through every possible decryption
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key without finding the correct key. (If the program had found the correct key, then the execution
would have previously returned from the function on line 53.)

But at this point, the hackAffine () function returns the None value to signal that it was
unsuccessful at hacking the ciphertext.

affineHacker.py
57. # If affineHacker.py is run (instead of imported as a module) call
58. # the main() function.
59. if _name__ == '_main__":
60. main()

Just like the other programs, we want the affineHacker.py file to be run on its own or be imported
as a module. If affineHacker.py is run as a program, then the special name  variable will be
settothestring '  main ' (instead of 'affineHacker"). Inthis case, we want to call the
main () function.

Practice Exercises, Chapter 16, Set A

Summary

This chapter was fairly short because it hasn’t introduced any new hacking techniques. As long as
the number of possible keys is less than a million or so, i