
 
 

Florida Department of Education 
Bureau of Exceptional Education and Student Services (BEESS) 
 
  
Restraint and Seclusion Reporting 
District-Level User’s Guide 
2020-21 
 



Table of Contents 
 

Single Sign-On Initial Log In.................................................................................................................................... 3 

Add and Manage School-Level Users .................................................................................................................... 7 

View Restraint and Seclusion Incidents .............................................................................................................. 11 

Exporting Incident Report Data ........................................................................................................................... 16 

 



 

3 

Single Sign-On (SSO) Initial Log In 
 
District-Level Users: Restraint and Seclusion SSO Initial Log In 
 
1. In order for you to have access to the Restraint and Seclusion site, you must have been added as an authorized 

user by the local educational agency administrator for SSO authentication AND the BEESS Restraint and Seclusion 
administrator as a district-level user. 
 

2. The Restraint and Seclusion data system is accessible through the Florida Department of Education’s SSO Portal. 
You may access the portal at the following link: http://portal.fldoesso.org. 
 

 
 

3. Once at the portal, select “EDUCATORS.” 
 
  

http://portal.fldoesso.org/


 

4 

4. Select your school district from the list on the right-hand side of the screen and sign in using the credentials 
assigned to you by your school district. 
Note: If you need your credentials, please contact your exceptional student education (ESE) Director or Restraint 
and Seclusion adminstrator. 
 

 
 

5. Select the Restraint Seclusion Incident tab. 
Note: If the Restraint Seclusion Incident tab does not appear, contact your ESE director to notify the district SSO 
administrator to request access to the BEESS Restraint and Seclusion data system. 
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The screen above is the Restraint and Seclusion landing page. If you get this page, select SSO User Login, 
otherwise you will taken to the main menu for district-level users. 
 
The Florida Department of Education adds district-level users at the request of ESE administrators and have access 
to view final reports only (not drafts). 
 
 

Anyone can download blank incident 
report forms and district or school user 
manuals by clicking on the template 
links here. 



 

6 

 
  

District-level users can 

 Add school-level users 

 View incidents 

 Print incidents  

 Export report data 
 
District-level users cannot:  

 Edit incident records  

 Delete incident records 
 Finalize incident records 
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Add and Manage School-Level Users 
 
District-Level Users: Adding School-Level Users 
 
1. After signing in, select “Manage Users” from the Main Menu. 

 

 
 

2. From the Manage Users screen, select “Add New User” 
 

 
 

District users may also edit 
information on existing 
users, remove users, or reset 
passwords for users who are 
unable to sign on due to lost 
or forgotten passwords. 
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3. Fill in information for the new user and select “Save.” 
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4. After you select save, you will see the following screen, indicating that the data was saved and the new user is 
included in the list. 
 

 
 

5. You can sort the list by Last Name, First Name, Email, School ID, School Name, or Access. To sort the list by School 
Name, select the header “School Name.” 
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6. Continue adding users for all schools in your district. 
 

Additional Considerations 

 Because the users email is also the User ID, active users may only be registered at one school. 

 A district-level user may not also be registered at the school level at the same time. If a district-level user moves 
to the school level, the user must be marked as inactive on the list of district-level users before they can be 
added as a school-level user. The same is true if a school-level user moves to the district-level. 

 In order to remove or replace a user, select “Edit” and either (1) replace the user data with data for a 
replacement use, or (2) uncheck the box that gives the user permission to login to the system. 
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View Restraint and Seclusion Incidents 
 

District-Level Users: Viewing and Printing Incident Reports 
 
1. Sign in using the SSO Portal defined in the initial log in (pages 1-5) or put in the landing page below and select the 

SSO User Login tab then follow the instructions on pages 1-5. 
The landing page can be found at https://web01.fldoe.org/RestraintSeclusionIncident/Default.aspx. 

 

 
 
  

https://web01.fldoe.org/RestraintSeclusionIncident/Default.aspx
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2. Signing in will take you to the main menu (below). 
 

 
 

3. If at the main menu you select View Restraint Incidents, you will be taken to the following screen, where you can 
opt to view final reports, draft reports (if available) or archived reports. 
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4. Selecting view final reports will take you to a screen like this where you may view or print any of the incident 
reports listed. 
 

 
 

5. Select “print” next to the report you want to view or print and you will be taken to the report (sample below). 
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At the school level, the printed report will 
include a separate page for the parent to 
sign and return, acknowledging receipt of 
the incident report. This page does not 
show in reports being viewed by district-
level users. 
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6. You will still need to select print under “File” in order to print the report. 
 

 
 

7. Follow the same procedures for viewing or printing seclusion reports. 
Note: School-level users may choose to archive final reports for management purposes. In these cases, you will 
only see the report if you select view archived reports. 
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Exporting Incident Report Data 
 
District-Level Users: Exporting Incident Report Data 

 
1. From the main menu, select “Export Final Report Data to Excel.” 

 

 
 

2. Enter the start and end date for which you would like to retrieve records and select “View.” 
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3. You will be taken to the following screen: 
 

 
 
 

4. At this screen, you will need to export the four reports separately as either a text file or an Excel file. If you export 
all four files from this screen, you will get data for the same incident reports in four parts. All four files will contain 
basic demographic information (e.g., record ID, school year, report status, district ID and name, school ID and 
name, type of incident [restraint or seclusion], and the student’s first, last and middle name). All four files will 
contain the same number of incidents in the same order. 
 
If you choose to download text files (faster than downloading Excel): 
Select “Save” rather than “Open” and save the file to your desired location. 
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When you select save, “save as” or “save and open,” you will be prompted to save the document in a location of 
your choice. You can then open and review the document. 
 

 
 
Open the saved file and make sure the date range is correct for your selection. 
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5. Exported files, either text or Excel, contain data fields from all incident reports between the begin and end dates. 
The file contains all final and archived reports (both restraint and seclusion). The data contained in the exported 
file (excerpt below) can be used for monitoring the use of restraint and seclusion incidents all schools. 
 

 


